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1	Discussion
[bookmark: _Hlk52532362]To address KI#1 Discovery of Edge Application Server, we have observed some issues from the operators’ perspective as below:
1. DNS query forwarded to a SMF over N4
Some solutions assume that a DNS query is forwarded to a SMF over N4. However, tremendous DNS queries to be concentrated to a SMF cause a risk to increase a load on SMF. Furthermore, from a security perspective, the assumption brings a risk that core functionalities are interrupted by DNS attacks. In that sense, direct forwarding of DNS to a SMF is not desirable.
2. [bookmark: _Hlk52528987]Assumption that a local DNS and a central DNS are reachable
Most solutions assume that a local DNS and a central DNS are reachable. However, for privacy reasons (e.g. prevention of accesses from unauthorized users), there are some use cases in that the access from a central network to a local network should be prevented through the user plane. Considering this case, the assumption that the local DNS and the center DNS are reachable is not preferable. This issue should be considered.


2	Proposal
The above issues should be discussed for the discussion to conclude the solutions to address KI#1 Discovery of Edge Application Server.
