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1	Discussion
The following is the evaluation for each solution.
	Solution#1
	PCF measurement based Network Slice SLA control for Maximum Number of UEs parameter
	The quota is managed in UDR and quota is enforced in the AM PCF. Primary PCF distributes the local quota to other AM PCFs. New service or operation is introduced between primary PCF and AM PCF. 
For roaming case it is unclear whether the VPLMN can have its own quota management for the VPLMN S-NSSAI.
It is also unclear what happens when primary PCF fails?
The AM PCF enforce the slice quota after the UDM interaction therefore if the UE is rejected because of quota limitation the AMF has to deregistered in the UDM. This causes more signalling. The NSSAAF may also cause more signalling between the AMF and AM-PCF. 

	Solution#2
	Max number of UEs per Network Slice control at registration
	The Quota is managed and enforced in the new function NSQ.
Additional signalling towards the NSQ is introduced, which adds the procedure latency and cause more signalling load.
In case of roaming the quota is enforced in the hNSQ, it causes more delay and more signalling overhead across PLMN.

	Solution#3
	[bookmark: _Toc25971112]AMF/NSSF based counting of UEs in a Network Slice
	The quota is enforced in the NSSF. 
When NSSF selects the slice it doesn’t mean the UE is registered in the slice. Therefore the AMF needs additional interaction with the NSSF to update the quota after it determines the UE is registered in the slice. In additional the interaction between AMF and NSSF is optional if the AMF has local information to determine the Allowed NSSAI. Therefore this solution adds more delay and causes signalling overhead.

	Solution#4
	NWDAF enhancements for supporting of network slice quota on the maximum number of UEs
	NWDAF maintains the slice quota and notifies whether the slice quota has been overflown per subscription or request from AMF. There are two options how the NWDAF collects the number of UE in the slice. One option is from the OAM. It is unclear how to achieve it if the network slice is managed by multiple OAMs. The other option is from AMF. In this option the AMF calculates the number of the UE. It is unclear why the AMF does not enforce the local quota instead. Also in this option if the NWDAF request the AMF to report whenever there is a change of the number of UEs for this network slice, this cause signalling overhead in AMF.
For home-routed roaming case, new service is introduced between PCF. It is unclear how the H-NWDAF can retrieve the number of the UEs in the network slice from the vAMF.

	Solution#8
	AMF and O&M based solution
	This solution the O&M system manages the overall quota and the local quota(maximum or threshold) is provisioned to the AMF set. The AMF calculates the number of the UEs. When local quota exceeds, the AMF reports to OAM.
It is unclear how to provision the local quota if the network slice is managed by different OAM systems.

	Solution#9
	Monitoring multiple quotas of number of UEs/PDU Sessions per S-NSSAI at NWDAF
	This solution is based on solution#4. Therefore, the evaluation of solution#4 also applies in this solution.
In addition, for the roaming case the UDM retrieves the number of the UEs in the slice from the vAMF, and notify the AMF when the quota is overflown, therefore causes overhead signalling across PLMN.
W.r.t the AF determining actions upon exceeded quota, it is unclear what is the requirement and motivation to do so. Regarding the two options to enforce the rejection policy: 
Alt1: it is unclear how the UDM select the AMF to enforce the rejection policy.
Alt2: it is unclear how the hPCF select the vPCF and vAMF to enforce the rejection policy.
Regarding the adaptive charging, it is suggested to discuss this option in SA5 to check if existing mechanism is sufficient or not.

	Solution#15
	Using Back-off timer
	[bookmark: _Toc20150017][bookmark: _Toc27846816][bookmark: _Toc36187947][bookmark: _Toc45183851]The AMF provides the UE with the cause value and the backoff timer for the related S-NSSAI(s). This is not a complete solution. It is unclear whether existing S-NSSAI based congestion control as defined in TS 23.501 clause 5.19.7.4 is sufficient or not. Therefore it is proposed this solution not to be part of the normative work.

	Solution#18
	Proactive Slice Quota Management in AMF
	In this solution the overall slice quota is managed by new function SQM. The SQM can be deployed with the PCF, NSSF, NRF, NWDAF, OAM, CHF or deployed as standalone function. 
The SQM provisions AMF set with local quota to enable the AMF enforcement based on the local quota. 
This proactive approach does not impose additional signalling for every UE registration and therefore it minimizes signalling overhead and impacts to the existing system.

	Solution#19
	Support of network slice quota control and enforcement
	Quota Control Function (master AMF or NSSF or OAM) manage the global quota and obtain the NWDAF analytics and then determines the local quota. Quota Enforcement Function (AMF) enforces the local quota.
It is unclear how the NWDAF selects the QEF to collect data. It is unclear how to support roaming.
The QCF already knows the number of UEs from information reported by the QEF(s), it is unclear why the QCF needs to subscribe this information from NWDAF.

	Solution#38
	Network slice quota control and enforcement provided by CHF based solution
	CHF is the enforcement point for slice quota management. This solution proposes that the CHF can provides an updated list of "Allowed NSSAI" or rejects the Registration. This new functionality should be discussed in SA5. For offline charging the AMF sends Charging Data Request to CHF after it sends the Registration Accept message to the UE therefore the CHF cannot control the registration procedure.



2	Proposal
It is proposed to agree the changes:

/********************Start of Change***************/
7	Overall Evaluation
7.x	Evaluation of Solutions for Key Issue #1 
Solution 8 proposes OAM to manage the overall quota for number of UEs in the slice, while all other solutions proposes a central network function to manage the quota. As one slice may include multiple AMFs and these AMFs may be managed by different OAM. In this case it is unclear how to manage the global quota. Therefore solution 8 should not go normative.
Solutions 2 and solution 3 proposes a central network function to also maintain the actual number of the UE in the slice, and then performs quota verification procedure during the registration procedure or mobility procedure. This adds latency for registration and mobility procedure. Additional signalling are added within each procedure therefore it causes more signalling overhead. Therefore solution 2 and solution 3 should not go normative.
Solution 1, solution 8 and solution 18 proposes local quota to be enforced in network function. Solution 1 proposes AM PCF to enforce the local quota while solution 8 and 18 propose AMF to enforce the local quota. Solution 1 causes more signalling if the quota check fails. Therefore solution 1 should not go normative. In Solution 18 the AMF enforces the local quota and the quota management procedure is decoupled from the UE registration procedure and mobility procedure, therefore overall signalling is minimized.
Solution 4 and solution 9 propose NWDAF to manage the overall quota, obtain the actual number of the UE in the slice from AMF and notify the AMF if the quota is overflown. There is no local quota in the AMF and this causes more signalling in the AMF. Therefore solution 4 and solution 9 should not go normative.
Solution 15 proposes a new cause value and back-off timer for the related S-NSSA to the UE. Considering S-NSSAI based congestion control has been supported, it is not justified why new causes value is needed. Therefore solution 15 should not go normative.
Solution 19 proposes QCF to manage the global quota and obtain the NWDAF analytics and then determines the local quota in QEF(AMF). QCF already knows the number of the UE in the slice. It is not justified why QCF needs to obtain the NWDAF analytics. Also the data collection by the NWDAF causes more signalling in AMF. Solution 19 should not go normative.
Solution 38 proposes CHF as the enforcement point for slice quota management. For offline charging the AMF sends Charging Data Request to CHF after it sends the Registration Accept message to the UE therefore the CHF cannot control the registration procedure. Solution 38 should not go normative.

/*******************Next Change****************/
[bookmark: _Toc23255042][bookmark: _Toc26346414][bookmark: _Toc26346627][bookmark: _Toc26773897][bookmark: _Toc31192364][bookmark: _Toc31192524][bookmark: _Toc31193015][bookmark: _Toc31616194][bookmark: _Toc31616269][bookmark: _Toc31616345][bookmark: _Toc31616421][bookmark: _Toc43317521][bookmark: _Toc43374993][bookmark: _Toc43375454][bookmark: _Toc43801978][bookmark: _Toc43806244][bookmark: _Toc43806551]9	Conclusions
9.x	Conclusion for Key Issue #1 
The AMF is the network function to enforce the local quota for number of UEs in the slice. 
In order to minimize the system impact, the NSSF should be enhanced to support global quota management. 
In order to minimize the signalling overhead the quota management procedure should be decoupled with the Registration procedure and mobility procedure. Local quota in AMF should be endorsed for normative work 
In case of roaming the Visited PLMN and Home PLMN have separated quota for the slice.

/*******************End of Change****************/
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