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Abstract of the contribution: This paper discusses the handling of the AAA-S address in NSSAA.
Introduction
At last SA2 meeting it was discussed an incoming LS from CT4 (S2-2004786 / C4-203452) asking for clarifications regarding the handling of the AAA-S address in NSSAA procedures and pointing to related inconsistencies in stage 2 specifications. 
The inconsistencies and required clarifications are related on whether there is a need for the UDM to provide the AAA-S address to the NSSAAF via the AMF. 
Section 5.15.3 of TS 23.501 defines that the UDM includes the indication whether the S-NSSAI is subject to Network Slice-Specific Authentication and Authorization and associated AAA Server Address.
Also, the description of step 4 of NSSAA procedures described in section 4.2.9.2 of TS 23.502 indicates that the AMF includes the AAA-S address in the NSSAA request to the NSSAAF but the corresponding parameter was removed from the flow in 4.2.9.2-1. 
Misalignment also involves SA3 TS 33.501 where Nnssaaf services are defined and the AAA-S address is not included in the information provided by the AMF to the NSSAAF within the Nnssaaf_NSSAA_Authenticate Request. 
Discussion
While there is a clear misalignment across TSs that needs to be fixed, let’s discuss how this alignment shall be realized. 
For that, allow the authors of this discussion paper to go back to one of the key design principles followed during the specification of 5GS in Release 15. In EPC, the PGW receives the subscription profile related to session management (e.g. list of subscribes APNs and related characteristics) via the MME; this is, for the Home-Routed case a PGW in the HPLMN receives the subscription data kept in the HSS of the HPLMN via a NF of a VPLMN. It was decided to change this model in 5GC so that each NF is able to fetch from the UDM only the subscription data which is relevant for the execution of its services. In that way, the AMF is not providing subscription data related to session management to SMF and neither subscription data related to SMS service to SMSF. Instead, the SMF and SMSF fetches the required subscription data if needed from UDM themselves. This design principle also allows that subscription data which is only relevant for NFs within the HPLMN is not disclosed to the VPLMN.       
If we now look at the case of the AAA-S address for NSSAA procedures, we are quite in the same situation. The knowledge of the AAA-S address is only relevant for the NSSAAF. Mind that the AMF does not interact with the AAA-S directly. Instead, the AMF needs to discover and select an NSSAAF at the HN as defined in section 6.3.17 of TS 23.501 and for that the knowledge of the AAA-S address in the AMF is not relevant. 
Disclosing the AAA-S address to the VPLMN will reveal the AAA-S topology to the VPLMN and more importantly may incur in privacy and regulatory issues as the AAA-S may be owned by a 3rd party to the HPLMN. Sharing the reachability of the 3rd party AAA-S with a VPLMN which does not have any business relationship or any SLA with the 3rd party vendor can cause a security threat to the 3rd party vendor and should not be done unless there is a clear consensus from the 3rd party vendor
Since the NSSAAF resides at the HN, the NSSAAF shall be capable of determining the AAA-S that needs to be used for NSSAA procedures per S-NSSAI within the HPLMN. It could be discussed if it is essential to allow the NSSAAF to fetch the AAA-S address to be used for a given UE from UDM or if NSSAAF could know the target AAA-S address based on local configuration at NSSAAF instead. It is the opinion of the authors of this discussion paper that a simple approach could be followed, and the assignment of AAA-S addresses can be established just on a per S-NSSAI basis rather than per UE and S-NSSAI basis. If needed, storage of AAA-S address per UE could be considered in later releases.  
Conclusions
In summary, it is not required for the NSSAAF to receive the AAA-S address from the AMF. That is not needed for the execution of the NSSAA procedure as the NSSAAF can determine the AAA-S that needs to be used for NSSAA procedures per S-NSSAI within the HPLMN. Otherwise, if the AAA-S address is provided by the UDM to the NSSAAF via the AMF key design principles of the 5GC will not be followed and the HPLMN may incur in violation of privacy and regulatory requirements.  
Proposal
It is proposed to fix the inconsistencies identified by CT4 and provide an LS response to CT4 according to the conclusions of this discussion paper.
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