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[bookmark: _Toc462478989]1	Introduction
This solution aims at solve the problem in KI#3 below:
-	Which information that have already existed in Rel-16 needs to be exposed with low latency to the edge computing functions by the 5GS?
-	How to expose the network information to the application functions deployed in the edge with low latency?
As indicated in TS 23.288, the NWDAF (Network Data Analytics Function) is part of the architecture specified in TS 23.501 and uses the mechanisms and interfaces specified for 5GC in TS 23.501 and OAM services. 
The NWDAF interacts with different entities for different purposes:
-	Data collection based on subscription to events provided by AMF, SMF, PCF, UDM, AF (directly or via NEF), and OAM;
-	Retrieval of information from data repositories (e.g. UDR via UDM for subscriber-related information);
-	Retrieval of information about NFs (e.g. from NRF for NF-related information);
-	On demand provision of analytics to consumers, as specified in clause 6. 
Also, in TS 23.288, a single instance or multiple instances of NWDAF may be deployed in a PLMN. If multiple NWDAF instances are deployed, the architecture supports deploying the NWDAF as a central NF, as a collection of distributed NFs, or as a combination of both.
In this solution, a light weight L-NWDAF or general localized L-NWDAF is deployed in local area. Light weight L-NWDAF can only gather original the network information from L-PSA and OAM. General localized L-NWDAF owns capability of analysis and make provision of analytics to consumers. 
All of the data collection and provision of analytics are sent to AF/EAS via L-NEF. The interface between L-NWDAF and L-NEF/AF are service-based interface that have already defined in TS 23.288.
[bookmark: _Toc43805943][bookmark: _Toc43806250][bookmark: _Toc50466779][bookmark: _Toc50468123][bookmark: _Toc50468393][bookmark: _Toc50468664]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[bookmark: definitions][bookmark: _Toc2086437][1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System".
[3]	3GPP TS 23.502: "Procedures for the 5G System".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".
[5]	3GPP TR 23.758: "Study on application architecture for enabling Edge Applications".
[6]	3GPP TS 22.261: "Service requirements for the 5G system".
[7]	IETF RFC 7871: "Client Subnet in DNS Queries".
[8]	IETF RFC 1546: "Host Anycasting Service".
[9]	IETF RFC 1034: "Domain Names - implementation and specification".
[10]	IETF RFC 7858: "Specification for DNS over Transport Layer Security (TLS)".
[11]	IETF RFC 8484: "DNS Queries over HTTPS (DoH)".
[12]	3GPP TS 23.558: "Architecture for enabling Edge Applications".
[13]	IETF RFC 792: "INTERNET CONTROL MESSAGE PROTOCOL".
[14]	IETF RFC 7157: "IPv6 Multihoming without Network Address Translation".
[15]	IETF RFC 1122: "Requirements for Internet Hosts - Communication Layer".
[16]	3GPP TS 38.300: "NR; Overall description; Stage-2".
[17]	IETF RFC 8311: "Relaxing Restrictions on Explicit Congestion Notification (ECN) Experimentation".
[18]	IETF draft draft-ietf-tsvwg-l4s-arch-06: " Low Latency, Low Loss, Scalable Throughput (L4S) Internet Service: Architecture".
[19]	IETF draft draft-ietf-tsvwg-ecn-l4s-id-10: "Identifying Modified Explicit Congestion Notification (ECN) Semantics for Ultra-Low Queuing Delay (L4S)".
[20]	3GPP TS 23.222: "Common API Framework for 3GPP Northbound APIs".
[21]	3GPP TS 33.122: "Security aspects of Common API Framework (CAPIF) for 3GPP northbound APIs".
[22]	3GPP TS 32.421: "Subscriber and equipment trace; Trace concepts and requirements".
[23]	3GPP TS 28.552: "Management and orchestration; 5G performance measurements".
[24]	3GPP TS 28.533: "Management and orchestration; Architecture framework".
[25]	IETF RFC 7556: "Multiple Provisioning Domain Architecture".
[26]	IETF RFC 6731: "Improved Recursive DNS Server Selection for Multi-Interfaced Nodes".
[27]	IETF RFC 8684: "TCP Extensions for Multipath Operation with Multiple Addresses".
[28]	IETF RFC 7681: "Email Exchange of Secondary School Transcripts".
[29]	IETF RFC 4191: "Default Router Preferences and More-Specific Routes".
[30]	3GPP TS 29.503: "5G System; Unified Data Management Services; Stage 3".
[30]	3GPP TS 29.244: "Interface between the Control Plane and the User Plane nodes".
[31]	3GPP TS 29.508: “Session Management Event Exposure Service; Stage 3”.
[32]	IETF RFC 4861: "Neighbor Discovery for IP version 6 (IPv6)".
[33]	IETF RFC 8106: "IPv6 Router Advertisement Options for DNS Configuration".
[34] 	IETF RFC 8094: "DNS over Datagram Transport Layer Security (DTLS) ".
[35] 	3GPP TS 23.288: “Architecture enhancements for 5G System (5GS) to support network data analytics services”

3	Proposal
[bookmark: _Toc26773869][bookmark: _Toc26346599][bookmark: _Toc26346386][bookmark: _Toc23255022]It is proposed to add the following solution in TR 23.748.
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Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	Key Issues

	
	1
	2
	3
	5

	#XX: Network Information Provisioning to EAS with low latency based on L-NWDAF
	
	
	X
	



* * * * Next change * * * *

6.xx	Solution #xx: Network Information Provisioning to EAS with low latency based on L-NWDAF
[bookmark: _Toc43317508][bookmark: _Toc43374980][bookmark: _Toc43375441][bookmark: _Toc43801965][bookmark: _Toc43806231][bookmark: _Toc43806538]6.xx.1	Description
In this solution, the network information is gathered by L-NWDAF from L-PSA and OAM. L-NWDAF have two types. The light weight L-NWDAF can only gather network information and provisioning to EAS. General localized L-NWDAF owns capability of analytics and provision of analytics such as NF loads etc to consumers. 
[bookmark: OLE_LINK44]All of the data collection and provision of analytics are sent to AF/EAS via L-NEF. L-NWDAF can re-use the Service-Based-Interface between NWDAF and NEF/AF/OAM as indicated in TS 23.288[35] or designs new non-Service-Based-Interface.


Figure 6.xx.1-1: L-NWDAF provides network information to AF/EAS via NEF
The functions of L-NWDAF are listed below: 
-	Light weight L-NWDAF has data collection feature that to retrieve data from various sources (e.g. NF such as AMF, SMF, PCF, UPF and AF; OAM). This solution focuses on QoS data collection listed in Table 6.xx.1-1 and UE level Network Data from OAM related to the QoS profile in Table 6.xx.1-2. 
-	General localized L-NWDAF has capability of analytics. L-NWDAF to a certain degree can provide Observed Service Experience in the form of statistics or predictions, to a service consumer.
Table 6.xx.1-1: QoS flow level Network Data from 5GC
	Information
	Source
	Description

	QFI
	SMF
	QoS Flow Identifier

	QoS flow Bit Rate
	UPF
	The observed bit rate for UL direction; and
The observed bit rate for DL direction

	QoS flow Packet Delay
	UPF
	The observed Packet delay for UL direction; and
The observed Packet delay for the DL direction

	Packet transmission
	UPF
	The observed number of packet transmission

	Packet retransmission
	UPF
	The observed number of packet retransmission



L-NWDAF subscribes to the network data mainly from 5GC by invoking Nnf_EventExposure_Subscribe service operation with the following Event IDs as input parameters:
-	L-PSA Source: Nupf_EventExposure_Subscribe (e.g.: Event ID = QoS flow Packet Delay and etc.). 
-	SMF Source: Nsmf_EventExposure_Subscribe (e.g.: Event ID = QFI allocation). 
Also, L-NWDAF can use non-Service-Based-Interface to gather QoS related information from UPF. 
Table 6.xx.1-2: UE level Network Data from OAM related to the QoS profile
	Information
	Source
	Description

	Timestamp
	OAM
	A time stamp associated with the collected information.

	Reference Signal Received Power
	OAM
	The per UE measurement of the received power level in a network cell, including SS-RSRP, CSI-RSRP as specified in clause 5.5 of TS 38.331 and E-UTRA RSRP as specified in clause 5.5.5 of TS 36.331

	Reference Signal Received Quality
	OAM
	The per UE measurement of the received quality in a network cell, including SS-RSRQ, CSI-RSRQ as specified in clause 5.5 of TS 38.331 and E-UTRA RSRQ as specified in clause 5.5.5 of TS 36.331

	Signal-to-noise and interference ratio
	OAM
	The per UE measurement of the received signal to noise and interference ratio in a network cell, including SS-SINR, CSI-SINR, E-UTRA RS-SINR, as specified in clause 5.1 of TS 38.215


6.xx.2	Procedures


Figure 6.xx.2-1: Network Information Provisioning to Local Applications with low latency based on L-NWDAF
1.	The UE establishes a PDU session with Local PSA as defined in clause 4.3.2.2.1 of TS 23.502 [3].
2.	The AF initiates an AF session with required QoS procedure as defined in clause 4.15.6.6 of TS 23.502 [3].
3.	PCF initiates the PDU session modification procedure as defined in clause 4.3.3.2 of TS 23.502 [3], step 1b, 3b, 4-8b.
4.	AF request to get network data analytics from L-NWDAF via NEF/L-NEF. AF can select L-NWDAF with the help of NRF.
5.	5a-5b: The L-NWDAF subscribes to a (set of) Event ID(s) by invoking the Nupf_EventExposure_Subscribe. If NWDAF subscribes to a (set of) Event ID(s), the UPF notify the L-NWDAF (e.g. with the event report) by invoking Nupf_EventExposure_Notify service operation. In this solution, it focuses on QoS related information.
	5c: The L-NWDAF uses non-Service-Based-Interface to fetch QoS related information from L-PSA/UPF.
6.	6a-6b: L-NWDAF subscribes to the notification(s) related to the services provided by the management service producer. OAM will execute data processing: management service producer prepares the data. 
7.	Step 7 is an option procedure. For general L-NWDAF, it has capability of analytics. L-NWDAF can output Service Experience statistics information is defined in Table 6.4.3-1 of TS 23.288[35] and Service Experience predictions information defined in Table 6.4.3-2 of 23.288[35]. For light weight L-NWDAF or AF subscribe original QoS related information, step 7 is skipped.
8.	L-NWDAF notifies the consumer instance of the analytics that has subscribed to the specific NWDAF service.
[bookmark: _Toc326248711][bookmark: _Toc22214911][bookmark: _Toc510604409]6.X.3	Impacts on Existing Nodes and Functionality
UPF:
· Service-Based-Interface defined to L-NWDAF.
· Non-Service-Based-Interface defined to L-NWDAF.
L-NWDAF:
· Service-Based-Interface defined to UPF.
· Non-Service-Based-Interface defined to UPF.
· [bookmark: _GoBack]Receiving QoS monitoring report from UPF

*************** End Changes ***************
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