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Abstract: A discussion on the use of UE capability retrieval based solely on truncated 5G-S-TMSI, a comparison to NB-IoT use of truncated 5G-S-TMSI and the problems it introduces.
1. Introduction
The incoming LS in S2-2006799/R2-2008238 provides feedback from RAN2 about the concerns raised by SA2 in their previous LS. We provide some more details on those previous SA2 concerns and how they prevent a simply reuse of a truncated 5G-S-TMSI.
2. Discussion
2.1	Format of Truncated 5G-S-TMSI
It is assumed that a method for truncating the 5G-S-TMSI would be proposed that is similar to the Truncated 5G-S-TMSI as defined in TS 23.003, clause 2.12:
	<Truncated 5G-S-TMSI> = <Truncated AMF set ID><Truncated AMF Pointer><Truncated 5G-TMSI>
The lengths of the truncated components are configurable based on network deployment and are called n & m in TS 23.003. As the lengths are configurable different network deployments can be supported, for example deployments with lots of sets of AMFs with fewer AMFs per set, or fewer sets of AMFs with more AMFs per set etc.
When the RAN node receives a Truncated 5G-S-TMSI from a UE it can recreate the full 5G-S-TMSI. For example, the missing parts can be set to a known value, or known ranges of values can be used to set re-create the missing parts, or a look up table used, etc.
The rules for this recreation are outside of 3GPP and depend upon the deployment.
2.2	Examples of Truncated 5G-S-TMSI
When the UE registers with the AMF, the AMF provides two parameters to the UE in the Truncated 5G-S-TMSI configuration IE defined in TS 24.501:
	Truncated AMF Set ID value, which is the ‘n’ value in TS 23.003.
	Truncated AMF Pointer value, which is the ‘m’ value in TS 23.003.
When the UE creates a Truncated 5G-S-TMSI it uses the provided n&m values and the 5G-S-TMSI to create the value.
Taking an example 5G-S-TMSI value of 0xFFC0FF000000, it is constructed of an AMF Set Id of 0x3FF, an AMF Pointer of 0x0 and a 5G-TMSI of 0xFF000000.


Figure 1 Example 1: 5G-S-TMSI with ‘n’=5, ‘m’=3.
The highlights show possible n value of 5 and m value of 3, meaning that only the 5 least significate bits of the AMF Set Id and the 3 least significate bits of the AMF Pointer are used to construct a 40 bit Truncated 5G-S-TMSI of 0xF8FF000000.
When the RAN node receives the Truncated 5G-S-TMSI it will assume the 5 left most bits (11111) are used to construct the AMF Set Id, the next 3 bits (000) are used to construct the AMF Pointer and the remaining bits are used for the 5G-TMSI.
In ‘example 1’ the left most bits of the AMF Set ID are assumed to be ‘1’and the left most bits of the AMF Pointer are assumed to be ‘0’.
In a second example the UE is configured such that only the 5G-TMSI is truncated and the full AMF Set ID and AMF Pointer are included in the Truncated 5G-S-TMSI.


Figure 2 Example 2: 5G-S-TMSI with ‘n’=10, ‘m’=6
In ‘example 2’ the Truncated 5G-S-TMSI value is 0xFFC0000000.
However if there is a configuration mismatch between different PLMNs and different n and m values are provided to the UE and those values don’t match the way RAN expands the Truncated 5G-S-TMSI then the wrong AMF or UE can be located.
If we expand the ‘example 1’ Truncated 5G-S-TMSI (0xF8FF000000) using the second example n=10 and m=6 then the AMF Set ID becomes 0x3E3, the AMF Pointer 0x3F and 5G-TMSI of 0x00000000.
And if we expand the ‘example 2’ Truncated 5G-S-TMSI (0xFFC0000000) using the first example n=5 (padding with ‘1’) and m=’3’ (padding with ‘0’) then the AMF Set ID becomes 0x3FF, the AMD Pointer is 0x07 and the 5G-TMSI is 0xC0000000.
Clearly in these cases the wrong AMF and the wrong UE context can be located. It maybe that the re-constructed 5G-TMSI is not valid, either because the AMF cannot be located or the S-TMSI is invalid within the AMF, or a valid AMF and UE could be located.
2.3	Early Capability Retrieval in NB-IoT
In NB-IoT a similar procedure is supported to provide to RAN the NB-IoT UE’s capabilities. This allows the RAN node to configure the UE in Msg4, RRCConnectionSetup-NB. This is required for NB-IoT as there is no support for the RRC Connection Reconfiguration procedure, which is used to reconfigure the UE once, for example, its radio capabilities are known to RAN. It should be noted that without performing the RRC Connection Reconfiguration the UE still can maintain and communicate with the RAN node, the RRC Reconfiguration permits more enhanced and optimal configuration to be used, to, for example, to transfer large amounts of data.
In NB-IoT when the UE sends RRCConnectionRequest in RACH Msg3, the NB-IoT UE provides its full 5G-S-TMSI, not a Truncated 5G-S-TMSI.
2.4	Control Plane Relocation Indication Procedure
When UE requests RRC Connection Re-establishment the Control Plane Relocation Indication procedure is used to authenticate the request, using additional parameters in the RRC Connection Re-establishment message (ul-NAS-Count and ul-NAS-MAC), see TS 36.331. This procedure is only performed when RLF occurs when the NB-IoT UE is mobile, is in connected mode and moves out of coverage of a cell.
The result of Control Plane Relocation Indication procedure request is provided to RAN, which can then reject the RRC Connection Re-establishment request. When the RRC Connection Re-establishment request is rejected the UE will go to idle mode and may then attempt to establish a new RRC connection, without using the truncated 5G-S-TMSI.
This validation provides an additional level of protection against the wrong AMF / UE being located in the network, as the authentication will fail and RAN to reject the UE and the UE can recover.
2.5	RAN Sharing Coordination
When there is RAN sharing the values of n & m need to agreed between the sharing partners of a RAN node.
In the RAN sharing case, the format needs to be agreed between all PLMNs such that the RAN node can determine which AMF to contact based on the truncated 5G-S-TMSI.
If the n & m values are not agreed between all the RAN sharing partners, when the Truncated 5G-S-TMSI is expanded it can point to the wrong AMF or UE, as shown by the examples above.
When RAN sharing is used co-ordination between the RAN and all the PLMNs that share it is required. In simple cases, for example PLMNs A & B, and RAN1 in the figure below the coordination may be simple. For example both PLMNs may only have limited numbers of AMF(s) or limit the range of 5G-TMSI values assigned to NB-IoT UEs, or only the RAN nodes of RAN1 may only appear within a given TA for a PLMN.


Figure 3 RAN Sharing
It can be seen that as additional PLMNs share a single RAN, or if a PLMN uses multiple RAN sharing partners, or if a TA consists for RAN nodes from multiple RAN providers it can be become exponentially more complex to determine n & m values. Even in this simple example of 3 PLMNs and 2 RANs, it can be seen that PLMN C may have influence over the deployment choices PLMN A can make, even without any direct connection to it, via a shared RAN.
NB-IoT can bring come level co-ordination which needs to agreed between all RAN sharing partners for all PLMNs but the use of the authentication permits protection against the wrong UE being located in the network or a chance to break the levels of coordination required.
Even in the case of that only RAN nodes of a specific PLMN appear within a TA, the UE will need to initiate a RRC connection to perform a Mobility Registration to be configured with update n and m values when it changes TA/RA.
In order to perform the Mobility Registration an NB-IoT UE will start in IDLE mode and therefore not use potentially outdated n & m values. Unlike the NB-IoT case, the eMTC UEs may use outdated n & m values, without any additional authentication or checks when attempting Mobility Registration. Depending upon the result of the operation, it may mean that no further communication is possible with the UE if it is incorrectly configured, therefore preventing updates to the n & m values.
2.6 	When to allocate the truncation parameters
In the incoming LS from RAN2 it was indicated that in Msg3 a BL UE could be identified and based on this the AMF could allocate the truncation parameters.
It is not clear that this indication is a useful indication to the AMF, and it is not needed on every RRC connection. It would be more natural for the UE to indicate in Registration signalling the truncation parameters can be allocated, for example, rather than in RACH Msg3. This could then be saved in the UE Context in AMF and does not need to be signalled repeatedly on every RRC connection.
Therefore this potential solution, which ignores the typical way of operating, does not address the concerns of SA2 and in fact suggestions new way to signal NAS parameters.
2.7	Impacts of Early Capability Retrieval
If a truncated 5G-S-TMSI is used to retrieve UE capabilities that RAN uses to configure the UE early in the RRC connection procedure it can be seen that the either no capabilities may be found or the incorrect capabilities may be provided to RAN.
It could be assumed that if no capabilities are retrieved that RAN could somehow trigger the UE to provide the full 5G-S-TMSI and the connection could complete using the full 5G-S-TMSI.
However in the case that the wrong UE capabilities are located in the network, the RAN node will continue to attempt to configure the UE and the connection establishment may fail. The only feedback to the UE is that the connection has failed, or some erroneous or unsupported configuration is provided to the UE.
The potential solution mentioned in the incoming LS to only assign a truncated 5G-S-TMSI to a BL limited UE would introduce additional complexity to the network handling and extra levels of differentiation between different UEs even when using the same RAT type.
RAN2 indicate that the concerns about using a truncated 5G-S-TMSI without additional checks are not RAN2’s concern. However any potential solutions, such as that adopted by NB-IoT, would mean additional information to be included in Msg3, which would then be RAN2’s concern. As it seems there is not enough space for the additional 8 bits of the 5G-S-TMSI, it seems highly unlikely or impossible to include additional useful check information. If there is space to include it the UE could sent the full 5G-S-TMSI, therefore avoiding many of the problems discussed here.
This new feature cannot be considered essential, as BL UEs are successfully connecting and operating today, so can only be seen as a potential optimisation. It is clear from the discussion in RAN2 that there is no clear benefit of this optimisation.
3. Conclusion and proposal(s)
The introduction of this new feature to permit early capability retrieval brings with potentially high additional complexity to RAN sharing agreements, which will require all networks that share RAN either directly or indirectly to coordinate they deployments.
This feature is not essential, cannot be considered FASMO and would be introduced after Rel-16 has frozen. It would bring impacts to the AMF, RAN and UEs for a non-essential new feature or questionable optimisation on a frozen release.
It will bring specification and implementations impacts to avoid error cases and to recover from error cases that don’t exist in similar implementations of truncated 5G-S-TMSIs, and the failure cases require more analysis that the brief successful cases discussed, in multiple working groups.
Overall the impacts it brings, the timing of its introduction compared to the any potential benefits (that RAN could not agree on) mean that this new feature should not be considered.
[bookmark: _GoBack]An LS to RAN2 informing them of this is provided in S2-2007209.
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