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Abstract: Update to the evaluation and conclusion for KI#1.
1. Discussion
For the KI#1, there is a possibility that the UE may not be pre-configured with the desired SNPN identity. This may because that the UE is manufactured after the deployment of SNPN. In this case, the UE can not attempt to connect to the desired SNPN even if it can receive the SNPN identity from the broadcast information. In order to make the UE be awared of the SNPN identity, SNPN list update should be considered as normative work for KI#1. This will be a  prerequisite solution for ensuring that solution#1 and 2 works in more use cases where the UE can dynamically obtain updated information of SNPN list and attempt to register the desired SNPN.
2. Text Proposal

It is proposed to capture the following changes in TR 23.700-07.
* * * * Start of the change * * * *
8.1
Key Issue #1: Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN

The following principle is proposed to be part of interim conclusion for further study and normative work:
-
The UE SNPN list can be updated following both CP and UP methods. The CP method can be UE Parameter Update procedure defined in TS 23.502 clause 4.2.4.2 or the procedure defined in TS 23.502 clause 4.2.4.3 for the cases that the SNPN identity is included in UE policy. The SNPN list update method can also be SoR or other provisioning mechanism.
* * * * end of change * * * *[image: image1.png]
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