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Abstract of the contribution: This contribution proposes some additions to the conclusions for KI#1 Distributed anchor
1	Introduction
The evaluation section for KI#1 for Distributed anchor (section 7.1.5) includes a number of recommendations that have not been missed in the Conclusions chapter for Distributed Anchor. This pCR proposes to include the following:
-   As stated in Section 7.1.5., the recommended solutions solve KI#1 under certain conditions that are to be documented together with the solutions in normative phase. They are listed in section 7.1.5 and recommended to be documented together with the solutions:
“These solutions solve KI#1 under certain conditions that are to be documented together with the solutions in normative phase:
-	These solutions require the corresponding geographical resolution support by the Authoritative (DNS) nameserver.
-	These solutions are guaranteed to work if the operator provided DNS settings are used by the UE for the DNS Query. Guidelines should be captured to cover scenarios where the OS, user or applications may override the operator-provided DNS settings.
-	When UE DNS Queries are sent to another DNS Resolver instead (that depends on the UE Application client, Browser and/or OS configuration) if that is centrally deployed and it does not support RFC 7871 [7], the selected AS might not be closest to the User PSA. Complementary application layer mechanisms may be needed to reselect AS based on the source IP address of the user application traffic.
-	UE IP address is subject to privacy restrictions and shall not be sent to authoritative DNS resolvers outside the network operator”
This recommendation from the evaluation was missed in the conclusions.
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It is proposed to add the following changes in TR 23.748.
**************************** Start Change ***************************
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Distributed anchor part of Solutions #2,#4, #5 and #10 describe DNS based working solutions for EAS discovery for distributed anchor connectivity model and the following selection of procedures from solutions #2, , #5 and #10 are to be promoted into normative phase: Clauses 6.2.3.1, 6.5.2.6, 6.5.2.7, 6.10.2.1 and 6.10.2.2.
NOTE:	Clauses 6.5.2.6, 6.5.2.7 are included based on the understanding they no more refer to "Translate FQDN using LDN/N6 path information" and to "uses distance/closeness metrics".
These solutions solve KI#1 under certain conditions. They should be documented together with the solutions in normative phase. They are listed in section 7.1.5.
Decision for anchoring of the UE in the distributed anchor point scenario for EC shall be described as
-	using subscription policy information to set proper UE policy (e.g. URSP via usage of dedicated DNN), or
-	to apply proper policies at session (SMF) level if the UE policy (e.g. URSP via usage of dedicated DNN) cannot be used.
Privacy issues derived from potentially using UE IP address for ECS DNS in an external authoritative DNS in the related solutions shall be addressed during the normative phase.
Editor's note:	Whether solution 12 is recommended into normative work for KI 1 will be defined at next meeting. The use of the solution 12 for KI#5 will be handled when KI#5 is discussed.
Solution #14 is an application layer solution to discover an Edge AS with no impact on 5GC when used with distributed anchor connectivity model. 5GC does not preclude this option. This mechanism may be informatively mentioned during normative phase as a complement to DNS based discovery for distributed anchor connectivity. The solution assumes the Service Switch is pre-configured with the mapping information between the IP address range supported by PSA (not the PSA information) and EAS information based on the agreement between the MNO and service provider.
Solutions #6 and #18 are not recommended into normative.
[bookmark: _Toc2086459][bookmark: _Toc43806245][bookmark: _Toc43806552][bookmark: _Toc50630907][bookmark: _Toc50631409]********************************* End Change ****************************
3GPP
