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Abstract of the contribution: This contribution proposes conclusions for the scenario when UE has a H-SNPN subscription and the H-SNPN owns an AUSF and UDM
1.
 Discussions
This contribution is almost identical with S2-2007252, the only difference being that the network selection principles in this contribution rely only on one SIB indication, referred to as SIB indication 1.
The reason for having a distinct paper is to facilitate the show-of-hands on complete solution proposals for network selection.
The difference between this contribution and S2-2007252 is in the highlighted paragraph.

For the rest of the discussion please refer to S2-2007252.
2. Proposal 
It is proposed to include the following new solution into TR 23.700-07.

*** Start of changes ***

8
Conclusions

8.1
Key Issue #1: Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN

 Editor’s note: to be completed.

8.1.1
Conclusions for UEs with an SNPN subscription

8.1.1.1
Conclusions when H-SNPN owns AUSF and UDM

The following conclusions have been agreed:

-
The SNPN offers connectivity for UE(s) with credentials from another SNPN. The entity that owns the credentials is called Home SNPN (H-SNPN) and it is also identified by PLMN ID + NID, referred to further below as the SNPN ID.

-
H-SNPN subscriptions are provisioned in the UE. The H-SNPN subscription is identified with an H-SNPN ID. If credentials from multiple H-SNPN are provisioned in the UE, it is assumed that the UE, before the network selection procedure, determines what H-SNPN is used. How this is done is not specified. 

-
To enable network selection the UE is provisioned with lists containing SNPN identifiers (PLMN ID + NID tuples) ranked in priority order:
 -
“User controlled list of preferred SNPNs” (UE SNPN list 1)

-
“H-SNPN controlled list of preferred SNPNs” (UE SNPN list 2)

-
To enable network selection of SNPN, the following information elements can be broadcasted in SIB:

-
SNPN ID of the Serving SNPN using existing Rel-16 network identities (SNPN ID)

-
Indication that access using H- SNPN credentials is supported (SIB indication 1)

-
UE needs to select SNPN access mode.

-
For automatic network selection: when the UE detects an SNPN broadcasting SIB indication 1, the UE performs automatic network selection by looking for a match between the identity of the serving SNPN with the SNPN identifiers in the provisioned lists.
-
If a match is found and if the selected SNPN identity is not included in the "temporarily forbidden SNPNs" list or in the "permanently forbidden SNPNs" list, the UE attempts a registration.

-
If the UE has exhausted all the entries in the provisioned lists without finding a match, the automatic network selection stops. The user may proceed with manual network selection.
-
For manual network selection: the UE presents to the user a list of available SNPNs broadcasting SIB indication 1. After the user selects an SNPN identity from the presented list, and if the selected SNPN identity is not included in the "temporarily forbidden SNPNs" list or in the "permanently forbidden SNPNs" list, the UE attempts a registration.

 -
AMF and SMF in the Serving SNPN use AUSF and UDM in H-SNPN during the registration procedure.

-
PDU session establishment procedure in serving SNPN involves AMF, SMF, UPF and PCF in the serving SNPN or alternatively AMF, I-SMF, I-UPF in the serving SNPN and SMF, UPF and PCF in the H-SNPN.

-
The UE SNPN lists can be updated using the UE Parameter Update procedure or SoR or other provisioning methods can be considered during normative phase.

Editor's note:
Whether to use UE parameter update procedure or SoR or other provisioning methods is dependent on feedback from CT1.

-
After UE registers to an SNPN, the UE may reselect and register to another SNPN if UE receives new network selection information from HSNPN.

-
For SNPN subscriptions, non-AKA authentication procedure can be used as described in Annex I of TS 33.501 [7].

8.1.1.2
Conclusions when H-SNPN owns a AAA

Editor's note:
Conclusions are dependent on feedback from SA3.
8.1.2
Conclusions for UEs with a PLMN subscription

Editor's note:
Conclusions are dependent on feedback from SA1.
*** End of changes ***
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