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KI#7 is on User Plane Connectivity for UAVs. According to Table 6.0-1 of TR 23.754 v1.0.0, Solutions#2, #4, #5, #13, #21, #23, #25 and #26 have proposals for KI#7. This pCR presents an evaluation for these 8 solutions with respect to what they propose to resolve KI#7.
Proposal

It is proposed to include the following changes into TR 23.754, v1.0.0.

* * * Start of Change * * * *

7
Evaluation

Editor's note:
This clause will provide a general evaluation of the solutions.

	Solution number
	Solution's proposal for KI#7
	Evaluation

	Sol#2:3GPP reference architecture for UAV remote identification
	Proposes an architecture for UAS feature and no specific procedures for this KI.
	No evaluation possible as there is no description on management and control of user plane.

	Sol#4:Solution using User plane for UAV identification and authorization
	UAV and UAVC to use a single PDU session (one for each of the UAV and UAVC) for all services (including support for C2 connections)
Specific or dedicated policies are provided to USS/UTM to guide requesting and use of user plane resources
	Support of single or multiple PDU Sessions from UE to different end points services are already in 5GS.
Whilst what specific or dedicated policies fully entails, that can be left to normative phase with the understanding that policies and rules from the USS/UTM are applied to the user plane resource control and management.

	Sol#5:UAV authentication and authorization by USS/UTM based on NAS supplementary and secondary authentication and authorization procedures
	Authentication and authorization are sought with USS/UTM before user plane resources provided. 3GPP system is informed of outcome. Single PDU or separate PDU Sessions for both UAV-USS/UTM communications and for C2.

Traffic filters (provided by USS/UTM) are installed in 3GPP for the C2 connection
	Authentication and authorization by USS/UTM are sought for UAV request for user plane resources. 

Support of single or multiple PDU Sessions from UE to different end points services are already in 5GS.

USS/UTM provide traffic filters to manage C2 communication

	Sol#13: Area of Interest for support of UTM's geofencing
	USS/UTM provides to 3GPP CN traffic routing policies. These configured policies are applied by SMF to the traffic over the allocated user plane resources for UAV connectivity.
	Policies and rules from the USS/UTM are applied to the user plane resource control and management. Allowing network entities to act at network layer based on those provided policies and rules.

	Sol#21:Connectivity setup for C2 communication and association between UAV and UAV-C
	Single or separate PDU Sessions supported for UAV to USS/UTM and for C2. C2 communications goes through USS/UTM.

Request for user plane resources for C2 shall be explicitly indicated and shall have to be authorized by USS/UTM
	Support of single or multiple PDU Sessions from UE to different end points services are already in 5GS.

UAV has to explicitly indicate request for user plane resources is for C2 communications. Such request will have to be authenticated and authorized by the USS/UTM.

	Sol#23:UAV/UAVC authentication/authorization by USS/UTM and C2 communication establishment
	Separate PDU Sessions for UAV to USS/UTM and UAV to UAVC i.e C2 commuinications. IP addresses of UAV & UAVC obtained through USS/UTM over one PDU Session. Then a separate PDU Session for C2 commuincations as data over user plane to the provided IP addresses.
	Separate PDU Sessions – one for UAV to USS/UTM and one for C2. USS/UTM required to "pass on" end point IP address for C2.

Policies and rules from the USS/UTM are applied to the user plane resource control and management. Allowing network entities to act at network layer based on those provided policies and rules.

	Sol#25:Network Exposure to support UAV and UAVC tracking
	USS/UTM provides to 3GPP CN traffic routing policies. These configured policies are applied by UAVF to the traffic over the allocated user plane resources for UAV connectivity.
	Policies and rules from the USS/UTM are applied to the user plane resource control and management. Allowing network entities to act at network layer based on those provided policies and rules.

	Sol#26: UAV establishing user plane connectivity for remote identification & tracking for UAV operations
	While this solution indicates it addresses KI#7, there is no description of how user plane resources for UAV connectivity (between UAV and UAVC) are requested, allocated and managed
	No evaluation possible


* * * End of Change * * * *

