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	Reason for change:
	SA2 considers that, in the scenarios where a device behind a UE is moved from one UE to another UE, a MAC address is as no longer associated with a UPF interface when the MAC address has not been detected as Source MAC address in UL traffic for a pre-defined period of time or it has been detected under a different interface (PDU Session or N6). In these case, the UE MAC address and the PDU session association needs update, i.e., the MAC address previously used in one PDU session is detected as new MAC address for another PDU session, otherwise it may occur the scenario where a MAC address is used on more than one PDU Session for the same DNN and S-NSSAI during a pre-defined period of time, which maybe long, e.g., minutes. For this scenario: 
· This conflicts with the Support of Ethernet PDU Session type defined in TS23.501 clause 5.6.10.2, in particular the “NOTE 8:	5GS does not support the scenario where a MAC address or if VLAN applies a (MAC address, VLAN) combination is used on more than one PDU Session for the same DNN and S-NSSAI.”
· The original PDU session may still transfer the DL traffic towards this MAC address, which is accounted for charging for resources usage but finally discarded by the UE
· Using DL traffic on N6 interface, it is not able to switch the MAC address from the original PDU session to the target PDU session in the case that the two PDU sessions anchor at the same UPF since the DL traffic can map to the two PDU sessions
· The subsequent requests targeting to the MAC address may still affect the original PDU session, e.g., AF request may influence the traffic routing of the original PDU session.
To avoid this scenario, it is proposed that the “reporting of the UE MAC address” is activated. Then this can be addressed by the following clarifications:
· If the original PDU session and target PDU session anchor at the same SMF, then the SMF can immediately remove the traffic routing for this MAC address from the original PDU session upon reception of the “new UE MAC address” report for this MAC address
· If the original PDU session and target PDU session are served by the same PCF, then the PCF can ask the SMF serving the original PDU session to remove the traffic routing for this MAC address at the original PDU session upon reception of the “new UE MAC address” report for this MAC address
· Otherwise, the BSF can inform the PCF serving the original PDU session of the association changes for this MAC address and the original PDU session when the BSF updates the binding of this MAC address to the target PDU session, then the PCF serving original PDU session the can ask the SMF to remove the traffic routing for this MAC address at the original PDU session upon


	
	

	Summary of change:
	To support the scenarios where a device behind a UE is moved from one UE to another UE, the “reporting of the UE MAC address” is activated for the PDU session. In this scenario, to avoid a MAC address used on more than one PDU Session for the same DNN and S-NSSAI:
· If the original PDU session and target PDU session anchor at the same SMF, then the SMF can immediately remove the traffic routing for this MAC address from the original PDU session upon reception of the “new UE MAC address” report for this MAC address
· If the original PDU session and target PDU session are served by the same PCF, then the PCF can ask the SMF serving the original PDU session to remove the traffic routing for this MAC address at the original PDU session upon reception of the “new UE MAC address” report for this MAC address
· Otherwise, the BSF can inform the PCF serving the original PDU session of the association changes for this MAC address and the original PDU session when the BSF updates the binding of this MAC address to the target PDU session, then the PCF serving original PDU session the can ask the SMF to remove the traffic routing for this MAC address at the original PDU session upon


	
	

	Consequences if not approved:
	the scenario where a MAC address is used on more than one PDU Session for the same DNN and S-NSSAI may occur, this scenario leads to the consequences mentioned in “reason for change”
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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc47593238][bookmark: _Toc45193606][bookmark: _Toc36192504][bookmark: _Toc27895401][bookmark: _Toc20204687]5.2.13.1	General
The following table shows the BSF Services and Service Operations:
Table 5.2.13.1-1: NF services provided by the BSF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Nbsf_management
	Register
	Request/Response
	PCF

	
	Deregister
	Request/Response
	PCF

	
	Discovery
	Request/Response
	NEF, AF, NWDAF

	
	Update
	Request/Response
	PCF

	
	UpdateNotification
	Subscribe/Notify
	PCF



* * * * Second change * * * *
[bookmark: _Toc47593240][bookmark: _Toc45193608][bookmark: _Toc36192506][bookmark: _Toc27895403][bookmark: _Toc20204689]5.2.13.2.1	General
The Nbsf provides the Nbsf Management Register, Nbsf Management Remove, and the Nbsf Management Discovery and Nbsf Update Notification service operations.

* * * * Third change * * * *
[bookmark: _Toc47593241][bookmark: _Toc45193609][bookmark: _Toc36192507][bookmark: _Toc27895404][bookmark: _Toc20204690][bookmark: _Toc47593244][bookmark: _Toc45193612][bookmark: _Toc36192510][bookmark: _Toc27895407][bookmark: _Toc20204693]5.2.13.2.2	Nbsf_Management_Register service operation
Service Operation name: Nbsf_Management_Register
Description: Registers the tuple (UE address(es), SUPI, GPSI, DNN, S-NSSAI, PCF address(es), PCF instance id, PCF Set ID) for a PDU Session. When the UE address contains MAC address, the PCF is implicitly subscribed to be notified of binding update for the MAC address and the PDU Session by providing the Update Notification Target Address.
Inputs, Required: UE address(es), PCF address(es).
UE address can contain IP address/prefix or MAC address as defined in TS 23.501 [2]. It can optionally include Framed Route information. W-5GAN specific UE IP address information is specified in TS 23.316 [53].
Framed Route information is defined in Table 5.2.3.3.1-1.
NOTE:	For TSN scenarios the UE address contains the DS-TT port MAC address.
Inputs, Optional: DNN, SUPI, GPSI, S-NSSAI, PCF instance ID and PCF Set ID, level of Binding (see clause 6.3.1.0 of TS 23.501 [2]), Update Notification Target Address.
Outputs, Required: Result indication, Binding Identifier for a PDU Session.
Outputs, Optional: None.

* * * * Fourth change * * * *
5.2.13.2.X	Nbsf_Management_UpdateNotification service operation
Service Operation name: Nbsf_Management_UpdateNotification
Description: BSF notifies the PCF that a MAC address is removed from the binding of the PDU session.
Inputs, Required: Binding Identifier for the PDU Session, MAC address.
Inputs, Optional: None.
Outputs, Required: Result indication.
Outputs, Optional: None.
* * * * End of changes * * * *


