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Abstract: This contribution proposes to update solution#27 to clarify BP is not supported according to simultaneous change of BP and local PSA procedure as described in clause 4.3.5.7 of TS 23.502.
1. Discussion

In clause 4.3.5.7 of TS23.502, only N9 forwarding tunnel between the Source UL CL and Target UL CL is supported. Solution#27 assumes that the N9 forwarding tunnel is also supported between the Source BP and Target BP, which is not correct. This contribution proposes to delete the description related to multi-homing.
2. Text Proposal
It is proposed to capture the following changes in the TR 23.748.
* * * * First change * * * *

6.27
Solution #27: Reducing packet loss during EAS relocation
6.27.1
Solution description

6.27.1.1
General

This solution addresses the Key Issue #2: Edge relocation.
In this solution both the AF and SMF can trigger the EAS relocation. The AF can trigger the EAS relocation due to internal information such as congestion condition and it is assumed that the local PSA is not changed. The AF can also trigger the EAS relocation during the UE mobility when the SMF determines to relocate the local PSA and notifies the AF of the UP change. In this case the SMF notifies the AF in early notification about the target DNAI list which are available in the current location and supported by the SMF, so the AF may select a target DNAI to perform EAS relocation.

When the EAS is relocated, the EAS IP address may remain the same or may need to be changed. If the EAS IP address needs to be changed, this solution assumes application layer mechanism is used to notify the UE with the new EAS IP address, for example via HTTP redirection. The details of the mechanism are out scope of SA WG2. In the meantime the selected target DNAI, the new EAS IP address (if the EAS address is changed) and the N6 traffic routing information is provided in the Nnef_TrafficInfluence_AppRelocationInfo by AF to SMF so the SMF can update the traffic steering rules in the ULCL, select a new local PSA and send N6 traffic routing information in the local PSA.

NOTE:
The EAS address can be e.g. an Anycast IP address in which case the destination IP address remains the same from the UE point of view.
In order to reduce packet loss in the uplink, the old EAS continues to serve the UE until the new user plane path has been established and the application context has been moved to the target EAS.

Scenario 1: EAS IP address is changed:

-
The AF influences the SMF to request the new ULCL to forward uplink data with old EAS IP address towards the old ULCL and then to old EAS, and forward the uplink data with new EAS IP address towards the new PSA. The new PSA buffers the uplink data.
Scenario 2: EAS IP address remains the same:

-
The AF influences the SMF to request the new ULCL to forward uplink data with the EAS IP address towards the new PSA. The new PSA buffers the uplink data.
After the EAS relocation is completed the AF notifies the SMF and the SMF requests the new PSA to forward all uplink data to new EAS.

6.27.2
Procedures
The procedure is based on the procedure in TS 23.502 [3], clause 4.3.5.7, with the differences as described below.


[image: image2.png]ULCL1

PSAL

ULCL2 | |PsA2 AF OIdEAS | |NewEAS

1. Nome_ ExentExposoee Not

iy Early Notifiea

ion)

Nemf

3
{ EventEnpossrs |

ppRslocationlad

2. EAS selocstion prepasation

4 Sesion Etab

fahumeat

7. N2 2DU Sassion

5204 Sesion Modif

fficstion

12, EAS selosstion

5. Nemf_ExpatExpossee Notify (Late Notificatjon)
102 New B4
108 Last
-
Stact to e new EAS |
B3 12| Uplink datalnes EAS TP)
P —— e | ] — — e — . — ]
116, Buffaring the splink
atalnew EASTE)
13, Nemf_HventExposuce_AgeRelocationlafo.
14,3 Session Modiicaion
15. by
16. ptink data -

b — — —

o — e — —

18204 Sesion

15,04 Sesion re

—_—

17. Dopalink éta

Lo —

- — —— —

fred uptin data

e S N





Figure 6.27.2-1 Call flow to reducing the packet loss during EAS relocation

1.
The SMF sends early notification to AF. This message may sent via NEF. The SMF may include the target DNAI list towards the AF.

2.
The AF may determine the target DNAI from the target DNAI list, prepares the EAS relocation and determines the new EAS IP address. The Old EAS continue to serve the UE.

3.
The AF sends Nnef_TrafficInfluence_AppRelocationInfo to SMF. This message may be sent via NEF. This message may include the selected target DNAI and the new EAS IP address (if the EAS address is changed) in the N6 traffic routing information towards the new EAS. This message may also include an indication to indicate the support of seamless edge application relocation and the need to buffer the uplink data in the local PSA.


When EAS IP address is changed and EAS IP address replacement solution is used, the AF sends the source EAS IP address and target EAS IP address to the SMF, and SMF further provides the source and target EAS IP address to L-PSA WG2 for EAS IP address replacement. If EAS IP address replacement solution is used, step 12a and 12b can be skipped.
4.
Based on the target DNAI if the SMF determines the L-PSA needs to be relocated the SMF selects a local PSA WG2 and establishes an N4 session. The SMF sends new N6 traffic routing information to the local PSA WG2. Based on the indication in step 3, the SMF also indicates local PSA WG2 to buffer the uplink data.

5.
The SMF sends N4 Session Modification to old ULCL 1 to allocate resource for forwarding tunnel.

6.
Based on the target DNAI if the SMF determines the ULCL needs to be relocated the SMF selects a new ULCL 2 and establishes an N4 session. The SMF establishes data forwarding tunnel from new ULCL 2 to old ULCL 1 as described in TS 23.502 [3] clause 4.3.5.7 . The SMF sends the new traffic steering rules to the new ULCL 2. Depending on the information in Step 3, the uplink data using the old EAS IP address can be steered to the ULCL 1 via forwarding tunnel. The uplink data with new EAS IP addressis forwarded to PSA2. 

Step 7, The SMF sends N2 PDU session modification to RAN , so uplink packets can be sent to new ULCL 2






8.
The UE sends uplink data to RAN node and then towards the new ULCL 2. The UE still use the old EAS IP address so all uplink data is routed to old ULCL 1 via the forwarding tunnel. The old UPLC1 forwards the uplink data to PSA1 and then forwards to old EAS.

9.
The SMF sends late notification to the AF to indicate the successful user plane relocation. This message may be sent via NEF.

10a.
[Optional], The old EAS may send new EAS IP address to the UE via application mechanism, for example the HTTP redirection.

10b.
[Optional], The UE uses the old EAS IP address to send the last packet notification to the old EAS. The UE then can start to use the new EAS IP address as target IP address.

11.
After the AF received the late notification in step 11 or after the old EAS received the packet notification in step 12b (if this optional step is used), the application layer performs the EAS relocation. The UE context is relocated from the old EAS to new EAS. The old EAS stops to serve the UE.

12.
If the EAS address was notified to the UE in Step 12, the UE start to use new EAS IP and sends uplink data with new EAS IP address towards the RAN and then forward to new ULCL 2 and PSA WG2. The PSA 2 buffers the uplink data as indicated by SMF in Step 4.

13.
After successful relocation the AF sends Nnef_TrafficInfluence_AppRelocationInfo to SMF to indicate the successful application relocation. This message may be sent via NEF.

14.
The SMF sends N4 Session Modification to local PSA 2 to start the uplink data forwarding.

15.
The local PSA 2 forwards the buffered uplink data towards the new EAS.

16.
The new uplink data are transferred via new ULCL 2 and local PSA 2 to new EAS.

17.
The new downlink data are transferred via new ULCL 2 and local PSA 2 to the RAN and UE.

18.
The SMF release the old ULCL 1.

19.
The SMF release the old local PSA1.

6.7.3
Impacts on services, entities and interfaces
AF:

-
For early notification the AF provides the selected target DNAI, new EAS IP address to the SMF. The AF provides an indication to indicate the support of seamless edge application relocation and the need to buffer the uplink data in the local PSA.
SMF:
-
Request the local PSA to buffer the uplink data before application relocation.

-
Request the local PSA to forward the buffered uplink data to new EAS after application relocation complete.

-
For early notification the SMF sends the target DNAI list to the AF so the AF can select one target DNAI.

Local PSA:
-
Support the uplink data buffering.
* * * * End of changes * * * *[image: image3.png]
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