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1 Discussion
updates Key Issue #1 conclusions about Distributed Anchors
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.748 as follows

FIRST CHANGE
[bookmark: _Toc50467045][bookmark: _Toc50468389][bookmark: _Toc50468659][bookmark: _Toc50468930][bookmark: _Toc50630905][bookmark: _Toc50631407]9.1.2	Conclusions regarding solutions for Key Issue #1 for Distributed Anchors
Distributed anchor part of Solutions #2,#4, #5 and #10 describe DNS based working solutions for EAS discovery for distributed anchor connectivity model and the following selection of procedures from solutions #2, #4 , #5 and #10 are to be promoted into normative phase: Clauses 6.2.3.1, 6.5.2.6, 6.5.2.7, 6.10.2.1 and 6.10.2.2 and Figures 6.4.2-1, 6.4.2-2 and 6.4.2-3  
NOTE:	Clauses 6.5.2.6, 6.5.2.7 are included based on the understanding they no more refer to "Translate FQDN using LDN/N6 path information" and to "uses distance/closeness metrics". All the clauses above are included with the understanding that usage of Anycast addressing is only one option and that its usage may depend on the deployment, especially on the willingness of the third party application host to control the selection of the EAS used to reach an application.
Clause 6.2.3.1, 6.5.2.6, 6.5.2.7 rely on the UE IP address being sent to the potentially external authoritative DNS server either as source of the DNS traffic or within the client subnet option.. As opposed to this, solutions of Figures 6.4.2-1, 6.4.2-2 and 6.4.2-3 6.10.2.1 and clauses 6.10.2.2 and Figure 6.4.2-2  do not expose the UE IP address.
Privacy issues derived from potentially using UE IP address for ECS DNS in an external authoritative DNS in the related solutions shall be addressed during the normative phase.	Comment by LTHBM1: Moved from below


Decision for anchoring of the UE in the distributed anchor point scenario for EC shall be described as
-	using subscription policy information to set proper UE policy (e.g. URSP via usage of dedicated DNN), or
NOTE:	normative work about how to set proper UE policies (URSP) is defined in clause 9.1.1
-	to apply proper policies at session (SMF) level if the UE policy (e.g. URSP via usage of dedicated DNN) cannot be used.
Privacy issues derived from potentially using UE IP address for ECS DNS in an external authoritative DNS in the related solutions shall be addressed during the normative phase.	Comment by LTHBM1: Text moved above
Editor's note:	Whether solution 12 is recommended into normative work for KI 1 will be defined at next meeting. The use of the solution 12 for KI#5 will be handled when KI#5 is discussed.
Solution #14 is an application layer solution to discover an Edge AS with no impact on 5GC when used with distributed anchor connectivity model. 5GC does not preclude this option. This mechanism may be informatively mentioned during normative phase as a complement to DNS based discovery for distributed anchor connectivity. The solution assumes the Service Switch is pre-configured with the mapping information between the IP address range supported by PSA (not the PSA information) and EAS information based on the agreement between the MNO and service provider.
Solutions #6 and #18 are not recommended into normative.
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