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Abstract of the contribution: This solution describes how the principles described in solution 22 apply in a deployment with a stand-alone LDNSR  that can act as a pseudo DNS Resolver to support low latency applications
1 Discussion
The solution supports a stand-alone LDNSR. The solution describes how the principles described in solution 22 apply in a deployment with a stand-alone LDNSR. A few highlights
1. The LDNSR is a stand-alone NF with SBA interfaces with SMF and UP interfaces with UPF (to exchange DNS traffic with the UE) and with UP interfaces with DNS entities on the DN 
2. (DNN, S-NSSAI) can be configured in the SMF with an indication that an external DNS resolver shall be used. In this case neither LDNSR nor dynamic insertion of an UL CL / BP apply
3. The AF can via Nnef_TrafficInfluence provide an indication whether the application / set of applications have stringent delay requirements
NOTE:	This can be used to trigger advanced 5GC optimizations in the determination of the most optimal traffic route.
4. As the LDNSR anyhow acts as a DNS forwarder or resolver it hides UE IP address from the (possibly) external DNS servers. This protects the end user privacy.
5. The SMF is not meant to understand DNS protocol.
6. The LDNSR is not meant to know UPF(s)
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.748 as follows

FIRST CHANGE (all text is new)
[bookmark: _Toc31192358][bookmark: _Toc31192518][bookmark: _Toc31193009][bookmark: _Toc31616188][bookmark: _Toc31616263][bookmark: _Toc31616339][bookmark: _Toc31616415][bookmark: _Toc31616491][bookmark: _Toc500949099][bookmark: _Toc23255037][bookmark: _Toc26346409][bookmark: _Toc26346622][bookmark: _Toc26773892][bookmark: _Toc31192359][bookmark: _Toc31192519][bookmark: _Toc31193010][bookmark: _Toc31616189][bookmark: _Toc31616264][bookmark: _Toc31616340][bookmark: _Toc31616416][bookmark: _Toc31616492]6.X	Solution #X: usage of solution 22 with LDNSR as a (pseudo) DNS Resolver to support low latency applications 
6.X.1	Description
6.X.1.0	Principle of the description of this solution
This solution assumes the principles described in solution 22 and assumes that R17 normative work (only) specifies LDNSR as a standalone NF;
This solution describes how the principles described in solution 22 apply in a deployment with a stand-alone LDNSR  that can act as a pseudo DNS Resolver to support low latency applications. Its description mostly corresponds to additions to the description provided in solution 22.
The solution supports following deployments: 
-	There are multiple Application Server (EAS) instances that a specific Fully Qualified Domain Name (FQDN) maps to.
-	There are multiple PSA UPFs instances that can serve UE’s traffic for the PDU session. Which PSA UPF instances are meaningful depends on UE’s current location.
-	for some FQDN (applications) it is desirable to let the (e.g. third party) authoritative DNS server select the EAS instance. For example, the authoritative DNS server may take into account EAS load, the fact that an EAS may be scaled in soon etc…
-	for other FQDN (e.g. for applications like gaming, XR) it is desirable to ensure that the EAS instance that delivers the service with the shortest delay depending on the current 5G AN serving the UE is selected: the DNS is to return to the UE an EAS instance and 5GS to select a PSA UPF instance in such a way that the EAS instance and UPF instance pair is optimal (in terms of end to end delay) among all possible pairs. In this case the 5GC (SMF) is better positioned to take the right decision, provided that it is made aware of the candidate EAS instances as the SMF can determine the delays between the 5G AN (RAN) and the UPF (using QoS monitoring mechanisms defined for R16)
The LDNSR is a stand-alone NF with SBA interfaces with SMF and UP interfaces with UPF (to exchange DNS traffic with the UE) and with UP interfaces with DNS entities on the DN. The solution is transparent to the UE.
[bookmark: _Toc43317368][bookmark: _Toc43374840][bookmark: _Toc43375301][bookmark: _Toc43801825][bookmark: _Toc43806091][bookmark: _Toc43806398][bookmark: _Toc50630701][bookmark: _Toc50631203][bookmark: _Toc500949101][bookmark: _Toc23255038][bookmark: _Toc26346410][bookmark: _Toc26346623][bookmark: _Toc26773893][bookmark: _Toc31192360][bookmark: _Toc31192520][bookmark: _Toc31193011][bookmark: _Toc31616190][bookmark: _Toc31616265][bookmark: _Toc31616341][bookmark: _Toc31616417][bookmark: _Toc31616493]6.X.1.1	Deployment assumption of the solution
As in clause 6.22.1.1 with following additions or differences:
1	LDNSR is a standalone 5GC NF
2	The SMF is not meant to understand DNS protocol.
3	The LDNSR is not meant to know UPF(s)
[bookmark: _Toc43317369][bookmark: _Toc43374841][bookmark: _Toc43375302][bookmark: _Toc43801826][bookmark: _Toc43806092][bookmark: _Toc43806399][bookmark: _Toc50630702][bookmark: _Toc50631204]6.X.1.2	PDU session establishment
As in clause 6.22.1.2 with no additions or differences.
[bookmark: _Toc43317370][bookmark: _Toc43374842][bookmark: _Toc43375303][bookmark: _Toc43801827][bookmark: _Toc43806093][bookmark: _Toc43806400][bookmark: _Toc50630703][bookmark: _Toc50631205]6.X.1.3	DNS resolution with Pre-established UL CL/BP/L-PSA
As in clause 6.22.1.3 with following additions or differences:
1 Nnef_TrafficInfluence may carry further information documented in step 1 of Figure 6.X.2.0-1.
2 Usage of a Local DNS server is optional: 
-	when the local DNS server has no interface to contact other DNS servers of the DN, it is better to use (central) LDNSR as the DNS server contacted by the UE (option 2b of solution 22 is not needed)
-	when the (DNN, S-NSSAI) has been be configured in the SMF with an indication that an external DNS resolver shall be used, a local DNS from the operator shall not be used
-	otherwise, a Local DNS server L-DNS may add an edns-client-subnet (ECS) EDNS0 option before using recursive requests to reach an authoritative DNS server for the target domain

[bookmark: _Hlk41654442][bookmark: _Toc43317371][bookmark: _Toc43374843][bookmark: _Toc43375304][bookmark: _Toc43801828][bookmark: _Toc43806094][bookmark: _Toc43806401][bookmark: _Toc50630704][bookmark: _Toc50631206]6.X.1.4	DNS resolution before and after Dynamic UL CL/L-PSA insertion
As in clause 6.22.1.4 with following additions or differences:
-	Phase 1: Before Dynamic UL CL/BP/L-PSA insertion
1 Option 1 and 2 are generalized: LDNSR receives UL DNS query, compares the received FQDN in DNS query with the domains of interest (list of domains for which LDNSR needs to act as more than a simple DNS forwarder) received beforehand from SMF and if there is a match requests SMF for further instructions. SMF provides UE specific configuration that may take the form of a list of (IP address for ECS option, and/or next hop resolvers) to apply. For each element of the list, the LDNSR  creates a corresponding DNS request where it may insert an ECS option (option 1) ,  and sends the DNS request to a DNS server whose address may (option 2) have been received in the list of the SMF. Each element of the list of (IP address for ECS option, and/or next hop resolvers) is related with the user location.
2 Option 2b does not apply: 
NOTE: 	it is questionable to deploy an authoritative DNS Server that has not got the capability to interface the DN i.e. which cannot be configured from the DN

-	Phase 2: After Dynamic UL CL/BP/L-PSA is inserted
1	The SMF may decide to still use LDNSR to handle UE UL DNS requests even once a local UPF has been inserted in the PDU Session. 
NOTE: 	this is to be able to use the LDNSR also in this case, in order to support the introduction of an even more local UPF in case the UE later on requests DNS translation for an application demanding an even more local UPF.  It also avoids sending all UE DNS requests to a local DNS resolver that would not be able to reach the authoritative DNS servers in the DN

When the LDNSR is still used after a Dynamic UL CL/BP/L-PSA has been inserted: the process is as described in Phase 1 considering that the LDNSR may use information cached after a previous DNS procedure (e.g. step 6a . The information of the already inserted UL CL/BP/ Local PSA is considered by the SMF when deciding whether to insert a new local UPF.
6.X.2	Procedures
[bookmark: _Hlk52261960]6.X.2.0	DNS resolving in session breakout scenario
This clause replaces the equivalent clause in solution 6.22
The AF may provide EAS deployment information to PCF via Nnef_TrafficInfluence API and UDR, following R16 specifications plus the addition of extra information described below.
The SMF gets the information from PCF (PCC rules) following R16 specifications plus the addition of extra PCC/ “AF influenced Traffic Steering Enforcement Control” information described below. During PDU Session Establishment procedure, the address of C-DNS server or LDNSR is provided by SMF via PCO to UE (LDNSR address is provided if Dynamic UL CL/L-PSA insertion applies).
For the "pre-established" ULCL/BP/L-PSA scenario, the SMF performs UL CL/BP/L-PSA selection and insertion based on UE location and sets up uplink filter rule on UL CL/BP. In this case the LDNSR is not required. 
The SMF may provide to the LDNSR
[bookmark: _Hlk49092626][bookmark: _Hlk49101932]-	 list of the domains of interest (list of domains for which LDNSR needs to act as more than a simple DNS forwarder) for LDNSR processing associated with a UE IP address,
-	Option 1: multiple candidate ECS option (IP address) corresponding to DNAI(s) available to UE's location.
-	Option 2: multiple candidate addresses of L-DNS server serving the DNAI available to UE's location.
-	IP filtering rules for the IP address indicated in the DNS responses. The SMF is to be triggered (for local UPF insertion)  only if one of the answers received from the authoritative DNS server(s) matches the IP filtering rule





Figure 6.X.2.0-1: DNS resolving in session breakout scenario

The procedure works as follows (refer to the Figure 6.X.2.0-1):
1	AF(s) provide 5GC via Nnef_TrafficInfluence with information on applications / set of applications identified by a (set of) FQDN or domain(s) (wildcarding may apply to domain definition). This information (Nnef_TrafficInfluence) may identify 
-	the target application / set of applications identified by a FQDN or DNS domain range (with possible wildcarding)
-	The target UE(s) and PDU session(s) via DNN, slice (S-NSSAI), UE identifier and/or a UE group and/or a Subscriber Category or an Allowed service (as defined in 23.503 Table 6.2-2: PDU Session policy control subscription information)
NOTE:	For example, only users associated with a proper Subscriber Category or Allowed service can benefit of a very local or optimized EAS location (e.g. users with the “video game boost” service option).
NOTE:	Usage of Subscriber Category or Allowed service as target of the AF request can only apply in non-roaming cases
-	the list of DNAI and per DNAI the corresponding EAS and possibly Local DNS resolver/server IP address 
-	an optional indication of delay requirements for the target application / set of applications
NOTE:	This indication of stringent delay requirements can be used to trigger advanced 5GC optimizations in the determination of the most optimal traffic route as described in step 10 when the SMF can select a local UPF based on multiple DNS answers.
The information is provided to PCF per 23.502 § 4.3.6 as defined in R16 specifications,   
Multiple AF(s) may provide the information above. 
2	A UE sends a PDU Session Establishment request (2a) and the SMF receives  (2b) associated PCC rules from the PCF; The PCF uses the information received from all the AF(s) in step 1 to build PCC rules including “AF influenced Traffic Steering Enforcement Control” (as defined in 23.503 §6.3.1 plus a few extra information defined below) derived from information received in step1.
	The extra information in PCC rules may consist in 
-	per DNAI a Local DNS resolver/server IP address
-	an indication whether the application / set of applications have stringent delay requirements
3	If the (DNN, S-NSSAI) is not configured in the SMF with an indication that an external DNS resolver shall be used, the SMF may select a LDNSR for this PDU Session (3a).  This selection may use the NRF and takes into account the (DNN, S-NSSAI) of the PDU Session but also the PSA UPF selected for the PDU Session. 
NOTE:	The (DNN, S-NSSAI) can e.g. be configured in the SMF with an indication that an external DNS resolver is to be used when a 3rd party desires that end to end DNS security (e.g. DNS over TLS) applies between the UE and a 3rd party DNS;
NOTE:	If the (DNN, S-NSSAI) is configured with an indication that an external DNS resolver shall be used, then neither LDNSR nor dynamic insertion of an UL CL / BP applies. In this case R16 behavior for traffic breakout applies
[bookmark: _Hlk52386136](3b) The SMF may configure LDNSR with information about the domains of interest (list of domains for which LDNSR needs to act as more than a simple DNS forwarder) for DNS traffic received by LDNSR on the UE IP address: the SMF issues NLDNSR-Create-UE-context operation including the domains of interest, the UE IP address and information (callback URI) for LDNSR to trigger SMF actions in step 6 and 9. The information about the domains of interest contains a list of FQDN/domain (wildcarding may apply to domain definition) for which the LDNSR may have to apply specific DNS related processing for the UE i.e. to act as more than a simple DNS forwarder (where the UE is identified by its IP address). This assumes no NAT between the UPF acting as PSA and the LDNSR;
(3c) the SMF answers to the PDU Session establishment request. As part of this step it may configure the UE with the LDNSR address as the default DNS server to use on the PDU Session.
NOTE:	From UE perspective LDNSR is a normal DNS resolver configured either by PCO, IPV6 RA or via DHCP.

4	The UE issues a DNS query to its configured DNS resolver for a specific FQDN. The request is sent to the LDNSR (e.g. because the LDNSR is the DNS resolver configured in the UE).
5 	The LDNSR checks if the FQDN received from the UE matches with any of the FQDNs or domains with special handling rules for the UE IP address (domains received in step3b). If not, LDNSR operates in a normal DNS forwarder or resolver mode, possibly making just a single DNS query to the authoritative DNS server without any DNS ECS option or with default DNS ECS option, etc….In this case upon reception of the DNS answer the LDNSR proceeds to step 13.
The rest of the procedure assumes the DNS request from the UE matches a FQDN domain with special handling rules
NOTE:	As the LDNSR anyhow acts as a DNS forwarder or resolver it hides UE IP address from the (possibly) external DNS servers. This protects end user privacy.
6a	The LDNSR may request a DNS query handling rule from the SMF for the FQDN received from the UE (using a Nsmf-request-DNS-query-handling-rule new operation towards the callback URI received in step3). It does not need to issue such request if a cached DNS query handling rule is still valid in the LDNSR “cache” (see clause 6b)
[bookmark: _Hlk52361812]6b	The SMF considers UE’s current location and provides (NLDNSR-Update-UE-context operation) LDNSR with a DNS query handling rule that is relevant to UE’s current location and for a domain. This DNS query handling rule contains 
-	a list of (ECS option and/or next hop DNS server instance) for a domain (the domain could be larger than the FQDN provided in step 6a) and the UE (IP address). The SMF may use the delay requirements related with the domain (as received in the PCC rule) to determine whether it provides only one or multiple element in this list
-	IP filtering rules for the IP address indicated in the DNS responses received by the LDNSR. The SMF is to be triggered at step 9 only if one of the answers received from the authoritative DNS server(s) (in step 8) matches the IP filtering rule. 
-	a caching timer (the LDNSR does not need to ask for rules related with the domain and UE during the caching timer)..
NOTE:	Actually the ECS option or ECS option and/or next hop DNS instance handled by SMF (on the interface with LDNSR) correspond to the IP address (and mask) to be put by the LDNSR in a DNS ECS option or to the IP address of the next hop DNS server instance; the ECS option is meant to support option 2a of solution 22; the next hop DNS server instance is meant to support option 2(a) of solution 22.
NOTE:	This means that instead of giving the LDNSR all (ECS option, next hop DNS server instance) combinations corresponding to all possible PSA UPFs for the PDU Session, only those close or meaningful in terms of delay to the UE’s current location are given.
7	The LDNSR acts as DNS resolver and issues queries on behalf of UE (7a/7b) according to the configuration received in steps 3 and/or 6b. This means it may issue multiple DNS queries with different ECS option values and/or via different next hop DNS server instances.
8	The LDNSR may thus get back different results (8a/8b) related with the different queries.
9 	if none of the answers received from the authoritative DNS server(s) (in step 8) matches the IP filtering rule of the DNS query handling rule (received at step 6b), the LDNSR proceeds with step13. In this case it is up to LDNSR implementation to build the DNS reponse sent to the UE.
NOTE:	No local UPF insertion is needed in this case.
Otherwise, the LDNSR aggregates the results of the DNS responses and triggers the SMF (using a Nsmf-target-EAS-selection new operation towards the callback URI received in step3).
[bookmark: _Hlk52359657]The SMF trigger contains a list of (ECS option value and/or next hop DNS server combination, EAS IP addresses provided by the authoritative DNS server for the query done with that combination). 
NOTE:	An example of an element of this list is : 20.30.40/24: 100.101.102.103, 100.101.102.110, where the first value is the ECS option subnet value and the list after it contains the IP addresses provided by the authoritative DNS server when that ECS option value was used in the query. The SMF is not meant to understand DNS protocol.
10	The SMF based on the trigger from LDNSR in step 9 (possibly referring to multiple candidate EAS), on delays between UE (5G AN) to UPF(s) (how this delay is determined is not described in the solution and may rely on QoS monitoring as defined in R16), and on the delays from UPF(s) to EAS(s) (how this delay is determined is not further described in the solution) determines the best UPF and EAS combination. 
NOTE: 	Typically, this would be the combination with lowest value for UE-UPF delay + UPF-EAS delay. SMF is aware of UPF-EAS delays e.g. because this information is available through configuration, or it is obtained via actual measurements performed between UPF and EAS.
11	If it is needed to allocate a new PSA and or a new UL CL or BP for the UE’s PDU session, the SMF allocates and configures them (e.g. to forward UE traffic to AS via the chosen PSA UPF. This is done per 23.501 § 5.6.4 and 23.502 § 4.3.5
[bookmark: _Hlk52386966]12	The SMF answers to Nsmf-target-EAS-selection and provides LDNSR with information on which DNS response was considered best in step 8. 
The LDNSR may cache both DNS responses as well as SMF responses so that it would not need to run through all the steps 6-12 each time a UE is making a query to a FQDN requiring special handling. 
13	The LDNSR provides DNS response to the UE using information provided by SMF in step 1112.
14	UE starts to send packets to the AS IP address provided in DNS response. The packets are forwarded to the chosen PSA UPF based on the UL CL /BP rule in the I-UPF.
[bookmark: _Toc326248711][bookmark: _Toc510604409]The SMF may decide to still use LDNSR to handle UE UL DNS requests even once a local UPF has been inserted in the PDU Session. Otherwise the SMF needs to reconfigure the UE with a new DNS server address associated with the PDU Session.
If the local UPF notifies (based on URR setting from the SMF containing an inactivity timer) SMF about inactivity on the traffic offload path, SMF may decide to remove a local UPF. When the SMF adds or removes a local UPF for a PDU Session, the SMF may update the DNS query handling rule associated with the corresponding UE IP address.
Anytime during the PDU Session lifetime, the SMF may issue a NLDNSR-Update-UE-context operation e.g. to update the domains of interest or DNS query handling rule for an UE (e.g. due to a new or modified or deleted PCC rule).
When the PDU Session is released, the SMF issues a NLDNSR-Delete-UE-context operation.

[bookmark: _Toc50630706][bookmark: _Toc50631208]6.X.2.1 Mapping of GPSI from UE IP address
Clause 6.22.2.1 “Mapping of GPSI from UE IP address” is not applicable to this solution X.
[bookmark: _Toc23255039][bookmark: _Toc26346411][bookmark: _Toc26346624][bookmark: _Toc26773894][bookmark: _Toc31192361][bookmark: _Toc31192521][bookmark: _Toc31193012][bookmark: _Toc31616191][bookmark: _Toc31616266][bookmark: _Toc31616342][bookmark: _Toc31616418][bookmark: _Toc31616494]6.X.3	Impacts on Existing Nodes and Functionality
This clause replaces clause 6.22.3.
SMF:
-	Configure UE with the address of LDNSR as the DNS server.
-	handles PCC rules with new information in “AF influenced Traffic Steering Enforcement Control”
-	Selects and interfaces with LDNSR;
-	for multiple potential local UPF, is aware of UE-UPF and UPF-EAS delays and able to select a local UPF in order to minimize the sum of these delays.
-	Configures LDNSR with
-	information about the DNS domains of interest for the UE IP address
-	with DNS query handling rules for a domain (different ECS option and/or to different DNS servers + IP filtering rules for the IP address indicated in the DNS responses)
-	upon LDNSR trigger, Dynamically inserts ULCL and local PSA and instructs LDNSR about the DNS response to send to the UE.
LDNSR:
-	performs the role of a DNS Resolver (possible DTLS termination) and performs interactions with the SMF.
-	receives configuration information from SMF (see SMF impacts):
-	receives UL DNS requests from the UE, processes them and sends DL DNS responses to the UE (the DNS response may be built based on SMF instructions);  if the UL DNS requests from the UE does not match a domains of interest configured by the SMF, acts as a DNS forwarder.
-	may, as a DNS resolver, send multiple different DNS requests corresponding to an UL DNS request from the UE; These different requests may correspond to different ECS option added in DNS query and/or to different DNS servers being contacted.
PCF
-	handles new information in and PCC rules with new information in “AF influenced Traffic Steering Enforcement Control”

Authoritative DNS server: 
-	is able to select EAS instances based on DNS ECS option.
Application Function (AF): 
[bookmark: _GoBack]-	May provide 5GS with Nnef_TrafficInfluence containing delay requirements specific to an FQDN or FQDN or DNS domain range


NEXT CHANGE (2)

[bookmark: _Toc23255035][bookmark: _Toc26346407][bookmark: _Toc26346620][bookmark: _Toc26773890][bookmark: _Toc31192327][bookmark: _Toc31192487][bookmark: _Toc31192978][bookmark: _Toc31616157][bookmark: _Toc31616219][bookmark: _Toc31616295][bookmark: _Toc31616371][bookmark: _Toc43317242][bookmark: _Toc43374714][bookmark: _Toc43375175][bookmark: _Toc43801699][bookmark: _Toc43805965][bookmark: _Toc43806272][bookmark: _Toc50466801][bookmark: _Toc50468145][bookmark: _Toc50468415][bookmark: _Toc50468686][bookmark: _Toc50630567][bookmark: _Toc50631069]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	Key Issues

	
	1
	2
	3
	5

	#1: Provisioning URSP configuration to the UE to establish PDU Sessions for edge applications
	X
	
	
	

	#2: Local DNS based edge server address discovery
	X
	
	
	

	#3: DNS AF
	X
	
	
	

	#4: Providing the DNS authoritative server with IP addressing information about where the UE is located
	X
	
	
	

	#5: Server Discovery using DNS, IP Routing and URSP
	X
	
	
	

	#6: Discovery of EAS based on DNS
	X
	
	
	

	#7: SMF/I-SMF selection based on DNAI
	X
	
	
	

	#8: Edge Application Server discovery using anycast DNS
	X
	
	
	

	#9: Assist DNS resolution without connectivity between local and central data network
	X
	
	
	

	#10: DNS for Distributed Anchor
	X
	
	
	

	#11: DNS over HTTP
	X
	
	
	

	#12: PDU session triggered re-anchoring
	X
	X
	
	X

	#13: 5GC support for UE selection of the DNS to use
	X
	
	
	

	#14: IP address discovery for the Service Switch mechanism- DNS handling in both UPF and EC
	X
	
	
	

	#15: IP address discovery for the Service Switch mechanism-DNS handling in UPF
	X
	
	
	

	#16: Edge Configuration Server Based Discovery
	X
	
	
	

	#17: Provisioning EC Parameters including EAS information to the UE
	X
	
	
	

	#18: Mapping the AS IP address to Edge Server IP address
	X
	
	
	

	#19: Edge Application Server discovery using an Address Resolution Function
	X
	
	
	

	#20: DNS Inspector based EAS Discovery
	X
	
	
	

	#21: Provisioning URSP configuration to the UE to establish PDU Sessions for edge applications based on Provisioning Domains
	X
	X
	
	

	#22: DNS based EAS discovery supporting session breakout.
	X
	
	
	

	#23: DNS for AS Discovery at Edge Relocation
	
	X
	
	

	#24: Support of edge relocation, triggering of new DNS query by the UE
	
	X
	
	

	#25: Seamless Change of Edge for Stateful Applications
	
	X
	
	

	#26: Persistent address allocation for mobile UEs that need MEC access
	
	X
	
	

	#27: Reducing packet loss during EAS relocation
	
	X
	
	

	#28: Supporting application server change based on AF notification
	X
	X
	
	

	#29: CN-based edge relocation
	
	X
	
	

	#30: UE Agnostic EAS IP address replacement for traffic subject to edge computing
	
	X
	
	

	#31: Application Relocation with UE assistance
	
	X
	
	

	#32: UE DNS cache flush
	X
	X
	
	

	#33: IP preserving PSA relocation
	
	X
	
	

	#34: Local DN notification to the UE during ULCL operations
	
	X
	
	

	#35: Edge relocation considering with user plane latency requirement (SMF decision)
	
	X
	
	

	#36: Edge relocation considering with user plane latency requirement (AF decision)
	
	X
	
	

	#37: AF-based EAS End-Point-Address update via External Parameter Provisioning
	
	X
	
	

	#38: EAS change with reducing packet loss in uplink
	
	X
	
	

	#39: EAS relocation coordinated with PSA change
	
	X
	
	

	#40: Seamless change of Edge Application Sever for stateful applications by caching application status information in NEF
	
	X
	
	

	#41: Network Information Provisioning using the IP path
	
	
	X
	

	#42: Providing selected radio information to an App requiring it
	
	
	X
	

	#43: Low Latency exposure API by using the distributed CAPIF framework feature
	
	
	X
	

	#44: Network Information Exposure to Local AF with Low Latency
	
	
	X
	

	#45: Using AS or NAS message notify UE's application layer
	
	
	X
	

	#46: Local NEF Deployment for network information exposure to Local AF with Low Latency
	
	
	X
	

	#47: User Plane based Network Information Provisioning
	
	
	X
	

	#48: QoS monitoring information exposure based on unstructured data transmission mechanism
	
	
	X
	

	#49: Network Information Provisioning to EAS with low latency based on User Plane
	
	
	X
	

	#50: Activating the traffic routing towards Local Data Network per AF request
	
	
	
	X

	#51: Edge Relocation for all connectivity models
	
	X
	
	

	#52: Service Continuity at EAS relocation with PSA coexistence in session break-out scenarios
	
	X
	
	

	#53: Service Continuity at Edge Relocation with DNS triggered insertion of BP/ULCL and Edge PSA
	
	X
	
	

	#54: EAS relocation for SSC mode 3 PDU Session
	
	X
	
	

	#55: Multiple AFs
	
	X
	
	

	#56: Edge NEF based Network Information Provisioning
	
	
	X
	

	#X: usage of solution 22 with LDNSR as a (pseudo) DNS Resolver to support low latency applications
	X
	
	
	





NEXT CHANGE (3)
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