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Abstract of the contribution: Modification for clarification to solution #4. 
1	Introduction
This paper proposes modification for clarification to solution #4.
For the following EN:
Editor's note:	More explanation is required:
+ What is the topology of session legs? Where do they start and end?
+ What is the difference between shared and individual leg?
+ What is a multicast session for a user? (is the session not shared by several users?)
The modification clarifies that the shared session leg start from MSA (MB-UPF) and end at UPF or gNB, the individual session leg start from MSA and end at UE (may via UPF). The modification remove the description for a multicast session for a user to avoid confusion.
For the following EN:
Editor's note:	More explanation is required: What is a shared CN tunnel?
If one tunnel is used for multiple sessions how can contents within be discriminated and how is it possible to distribute contents for different multicast sessions to different destinations?
The modification clarifies the shared CN tunnel is shared N3 tunnel or shared N9 tunnel for multiple UEs. The modification also explains that if a gNB or UPF serves multiple MB session, the one tunnel towards the gNB/UPF can be used for multiple sessions.
2	Proposal
It is proposed to approve following changes.
* * * * First change * * * * 
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6.4.1.1	General
This solution addresses KI#1 "MBS session management". This solution also addresses some aspects of KI#3 and KI#4.
The architecture of this solution is based on architecture alternative 2 (see Annex A, clause A.2).
This solution defines following procedures:
1.	The User Multicast Service Create / Update / Release are for multicast service context create / update / release on UE, including user authentication and authorization, service parameters provisioning (e.g. area restriction, allowed TMGIs, session start time, etc.).
2.	The User Multicast Session Join / Leave are for transmission resource reservation / release requested by user.
3.	The Multicast Session Start / Stop are for transmission resource reservation / release controlled by network.
4.	The Multicast Session Shared Leg Release is for transmission resource release controlled by RAN.
This solution is based on following assumptions:
1.	An ASP is identified by one or more IP multicast addresses and an ASP can use one IP multicast address to deliver traffic of multiple content channels represented by TMGIs distinguished by packet filters. This option benefits the ASP to deliver traffic of multiple MB sessions towards the 5GS without frequent maintenance of IP multicast routing. If this option is used, the UE shall not use UP option for session join based on pre-configuration or indication by ASP. 
2.	User Multicast Service Create can be performed anywhere anytime to avoid burst of signalling. If the MB session is not started, the 5GS rejects the creation with provisioning of MB session information to the UE. The UE can aggregate multiple requests for multiple MB sessions. The UE can use application specific session join operation to join a MB session (e.g. for non-IP multicast), the UE determines to use CP option based on the URSP. 
3.	User Multicast Session Join can be triggered after User Multicast Service Create or combined together for signalling efficiency. If the UE received session start time or session start notification from 5GS, the UE initiates the User Multicast Session Join after the session start time or to response the session start notification. 
4.	Establishment of PDU Session related to multicast session can be performed before User Multicast Service Create or combined together.
5.	Multicast Session can have no related PDU Session, e.g. for IoT devices, etc. (AMF enhancement is needed).
6.	User authentication can be done by 5GS, user authorization can be not needed, e.g., targeted advertising to PLMN user, in this case, user can perform Multicast Session Join without performing User Multicast Service Create.
7.	User authentication can be done by 5GS or both 5GS and AF, user authorization can be done by 5GS or AF or both.
8.	User authentication and authorization can only be done by AF, AF assigned UE ID without connection to SUPI/GPSI is needed, e.g. Mission Critical service with group affiliation. (AMF enhancement is needed).
9.	User authentication and authorization can be not needed, e.g. public safety application. (AMF enhancement is needed).
NOTE:	Primary authentication procedure is used for user authentication by 5GS, subscription data or service parameters can be used for user authorization by 5GS, user authentication and authorization by AF is out of scope.
10.	MBS USD may not include TMGIs, which is dynamically assigned during Multicast Service Create / Update, e.g. ASPs frequently changes multicast content channel.
11.	For non-IP multicast, N6 tunnel is needed, and one MB session for non-IP multicast is represented by one N6 tunnel towards the MB-UPF/MBSU.
This solution addresses following aspects:
1.	Efficient multicast session resources reservation.
2.	Delivery method selection (individual / shared) per user.
3.	Support of QoS management per TMGI other than default QoS.
4.	User authentication and authorization as well as group user management.
5.	Support Mission Critical scenarios and public safety applications.
6.	Possibility of fine granularity for area restriction (i.e. based on TMGI).
7.	Possibility of dynamic assignment on operator parameters (e.g. TMGI, frequency) in USD during user join.
6.4.1.2	User plane
Besides supporting content delivery using IP unicast via PDU Session, the 5GS network supports content delivery using IP multicast via following methods:
-	Shared delivery method: the IP multicast data are transmitted via a CN tunnel between the MSA (i.e. Multicast Session Anchor) and the RAN node (N3) or between the MAS and the UPF (N9) shared by multiple UEs. The transport layer of the shared CN tunnel may use IP multicast or IP unicast. 
-	Individual delivery method: the IP multicast data are transmitted via a PDU Session to a user.
Figure 6.4.1.2-1 shows the user plane for a multicast session of a multicast communication service with a combination of shared delivery method and individual delivery mode.


Figure 6.4.1.2-1: Overview of User plane for a multicast session
NOTE:	The interface between MSA and UPF is N9. The DL forwarding tunnel may be per PDU session or per MB session towards the UPF. If MB-UPF is collocated with UPF, the DL forwarding tunnel between the MSA and the UPF is not needed. The PTP and PTM are RAN specific methods for multicast data transmission.
A RAN node may serve multiple multicast communication services via individual delivery method and shared delivery method.
If shared delivery method is used, the RAN node uses a shared N3 CN tunnel with one or more multicast QoS Flows shared by multiple UEs. If individual delivery method is used, the RAN node serves PDU Session with one or more multicast QoS Flows for a UE. Another option is multiplexing multicast flows with unicast flows into QoS flow, with this option, RAN cannot distinguish whether there is multicast flow in the PDU session. 


Figure 6.4.1.2-2: QoS model for multicast session
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The Multicast Service Context is used to represent information about the Anchor MB-SMF as well as the associated TMGIs, service requirements, and QoS parameters, etc. Each multicast communication service may have multiple content channel represented by TMGI. Each TMGI has a corresponding packet filter and QoS profile. The Multicast Service Context is managed by UDR and PCF depends of the type of information. The packet filter for a MBS session also can be associated with, e.g., location, sub-group, etc.
The Multicast Session Context is used to represent information about the MSA and (N3/N9) DL tunnel information of session legs as well as QFI and associated TMGI within a session leg. The Multicast Session Context is managed by MB-SMF.
A multicast session for a multicast communication service includes zero or more session legs (inactive or active), which may be and a multicast session for a user exclusively consists of shared session leg or individual session leg. A shared session leg is between a MSA and a UPF or between a MSA and a RAN node. An individual session leg is between a MSA and a UE (may be via a UPF). 
Editor's note:	More explanation is required:
+ What is the topology of session legs? Where do they start and end?
+ What is the difference between shared and individual leg?
+ What is a multicast session for a user? (is the session not shared by several users?)
Each session leg is represented by a DL tunnel information. For shared CN (N3/N9) tunnel, one option is one tunnel one MBS session, and the other option is one tunnel multiple MBS sessions. If a RAN node or UPF serves for multiple MB sessions, the network may use one tunnel for those MB sessions towards the RAN node or UPF. 
Editor's note:	More explanation is required: What is a shared CN tunnel?
If one tunnel is used for multiple sessions how can contents within be discriminated and how is it possible to distribute contents for different multicast sessions to different destinations?


Figure 6.4.1.3-1: Data model for multicast communication service
* * * * End of changes * * * *
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