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1	Discussion
Since there are several other papers in this meeting that provide detailed comparision of solutions, this contribution will not go into the details of comparison of different solutions. However, we provide way forward for few issues that are captured as FFS in some of the other conclusion papers.


1.1  	Architecture model

The following, at a high level, are the different architecture models that have been proposed by the different solutions in the TR.

[image: ]


The top two bubbles in the figure above are home-networks that are specified by 3GPP specifications and are 5GS systems. The roaming interfaces and architecture are based on 23.501 architecture. For LBO, the data interface is optional. The CP interface is a combination of AMF-AUSF and SMF-SMF interface (for charging reconciliation).

However, the architecture should allow roamers to SNPNs from alternative credential providers. Generic AAA interface (Radius/RADSEC or Diameter) is the main requirement. This is part of Solution #8 (more complete than Solution #4) and we need to wait for SA3 to make a final decision. Since we need to wait for SA3's decision, it is OK to leave this as an FFS in the conclusions in this meeting. 

The architecture above is backdrop for the discussion in the next section.

1.2 	RAN Advertisment of support of Roaming and/or Roaming Partners
The roaming relationships of SNPN is going to be far more dynamic than todays inter-opertor relationship, for the simple reason that if SPNP feature is commercially successful there will be a large number of SNPNs. Hence, the handling of roaming partner discovery and selection needs to be considered carefully and made easier that today's inter-operator relationship management. In the PLMN world, this was all supported by having VPLMN lists configured in the USIM and user selecting based on HPLMN provided list and user-created list (rare occurance). There was no broadcast of supported roaming partners in the VPLMN. 

Observation 1: In the SNPN roaming world, one cannot expect to keep the roaming PLMN list in the device always upto date. This may not be possible for the case that the roaming partner is not a 5GS system but just credential provider (see the credential provider home-network bubble in Figure 1 above). 

It becomes important for the V-SNPN to provide an indication to the subscriber if roaming to the home-realm and information about the home-realm of the subscriber is supported. This can be performed in one of three ways:

1. 	At the AS level, Aa single bit is advertized to indicate roaming support ONLY. The UE then provides its encrypted NAI with home-domain sent in clear at NAS level and then the network proceeds further with authentication or rejects the subscriber at the NAS level.
Note:	If we assume V-SNPN roaming list in the UE, then the bit is not needed. Since the UE will only try to register if the advertized SNPN list is in its roaming list (or manual selection is performed). The only advantage advertizing the "roaming support" bit, is such that a Rel-17 UE does not attempt to register in a Rel-16 V-SNPN that does not support roaming. In such a case, the AMF will reject registration. Having a bit does not harm, but is not really requried (may be an optimization if RAN provides roaming partner list #2,#3; bit in SIB1 provides an indication that SIBx is supported and then SIBx (on-demand) is provided). 
2. 	(AS level) Broadcast of the list of roaming partners (individual PLMN-IDs, PLMNM-IDs+NIDs, a Consortium Group indicator (Shared PLMN-ID+NID). This could be a separate SIBx, in which case a single-bit indicator in SIB-1 may make solution easier, SIBx provided on-demand (RAN2 to decide).
3. 	(AS level) A query-response schema for providing list of roaming partners to the subscriber at the AS level. The existing NR on-demand SIB information delivery mechanism can be used or subscriber provides its home-realm and the RAN provides yes/no answer to the subscriber (RAN2 to decide). But this has privacy issues from the UE perspective.
The main decision that SA2 needs to make is whether #1 is selected or RAN decides on how to solve the roaming partner discovery at the AS layer (#2 or #3 or another AS level approach). The AS level approach is more along the lines of how WiFi networks work today. However, in WiFi networks there is no clear AS/NAS separation.
	
	AS only provides single "Roaming Support" Indicator
	AS Provides Roaming Partner List

	Pros
	Minimal information to be advertized 
No configuration of roaming partners needed in RAN
	UE only starts registration procedure if it knows that the network supports roaming to its home network. Reduced NAS level signaling.
On-demand SIB can be used for this purpose.

	Cons
	Additional NAS level signalling required which will get rejected.
Too many registration requests and may not scale.
	Need configuration in the RAN of roaming partners (though with CU/DU+RU separation, this could be centralized in CU)





Proposal 1: SA2 discuss which (NAS-rejection (#1) or AS-level roaming partner list) solution to consider for SNPN roaming. We believe that providing Roaming-Partner/Consortium information in AS is a more scalable solution for SNPN. Send an LS to RAN2/CT1. 


1.3 	No match found in roaming partner list case

Solution #9 handles the scenario that from the list of configured V-SNPNs on the mobile, the mobile was not able to find the advertized SNPN. The solution proposed advertizing additional bit in SIB. In such a case manual selection will need to be performed. Manual selection is allowed for SNPNs from Rel-16 onwards. 


Proposal 2: Additional advertisment in AS for manual selection as proposed in Solution #9 is not required.

[bookmark: _Toc510607461]2	Proposal
It is proposed to update TR 23.700-07 as indicated below.

* * * * Start of Change (All text is new)* * * *
[bookmark: _Toc16839391][bookmark: _Toc21087550][bookmark: _Toc23326083][bookmark: _Toc25934689][bookmark: _Toc26337069][bookmark: _Toc31114366][bookmark: _Toc43392854][bookmark: _Toc43475653][bookmark: _Toc43476029]8.X	Key Issue #1: Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN
The following principles are agreed: 
-	The RAN provides information about roaming partners to the UEs.


* * * * End of Change * * * *
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