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Abstract of the contribution: This paper proposes a solution based on local and central provisioning server.
1	Proposal
In case of KI#1, when the SNPN and SP are different, also we have multiple SPs/SNPNs supporting roaming group (RG ID), we need the mechanism to support centralized provisioning server that is common to multiple SNPNs/SPs in addition to Local Provisioning Server which is managed by an independent SNPN. 
It is proposed to include the following solution into TR 23.700-07.
*** Start of changes ***
[bookmark: _Toc43392822][bookmark: _Toc43475621][bookmark: _Toc43475997]6.36	Solution #36: Providing provisioning details to UEs using local and central provisioning server
[bookmark: _Toc43392823][bookmark: _Toc43475622][bookmark: _Toc43475998]6.36.1	Introduction
This solution addresses Key issue #4: "UE Onboarding and remote provisioning".
[bookmark: _GoBack]One of the objectives for key issue 4 "UE Onboarding and remote provisioning" is to study solutions for which network entity or entities take part in subscription provisioning for a UE subject to onboarding and where the network entity or entities are located.
When devices subject to onboarding are deployed without provisioned subscription the device needs to be able to obtain such provisioning related information during the onboarding process.
In non-public network deployment when the standalone NPN is independent of Service Provider, the subscription is owned by the SP and there are multiple SP(s) as part of the roaming group
When there are multiple SPs and/or SNPNs in a roaming group (referred to by RG), each SP and/or SNPN will have access to provisioning information for its own subscribers and not the subscribers of other SNPNs and/or SPs in the RG
In the above scenario where the onboarding SNPN is different from service provider/ subscription owner, this solution will provide the provisioning details from Central provisioning server
The following are the main principles of the solution:
-	The scenario where the onboarding SNPN is same as the SP (owning the subscription O-SNPN is same as SO-SNPN) then provisioning details will be provided from local provisioning server
 -	The scenario where the onboarding SNPN is independent SP (O-SNPN is different from SO-SNPN) then the provisioning details will be done by provided by SNPN after obtaining from central provisioning server
[bookmark: _Toc43392824][bookmark: _Toc43475623][bookmark: _Toc43475999]6.36.2	Functional Description
[bookmark: _Toc43392825][bookmark: _Toc43475624][bookmark: _Toc43476000]6.36.2.1	Definitions
The following definitions apply:
Onboarding-SNPN (O-SNPN): An SNPN which onboards the UE. It may be same as the SP/subscription owner or can be independent of SP/subscription owner. There are multiple SP(s)/subscription owners as part of the roaming group.
Local Provisioning Server (LPS): Provisioning server will be hosted by the SNPN network and/or Service Provider domain (different) SNPN. The LPS will be configured with the SNPN network ID and/or SP ID along with roaming group id based on the roaming agreement between SNPNs/SPs for all the UEs for which it owns the subscription
Central Provisioning Server (CPS): Provisioning server will be outside of the SNPN network and the SP domain. This will be administered by common to all the service providers/SNPNs which will have agreement to onboard the UEs through their networks. The owner of this CPS is out of scope of this document and can be hosted by third party
[bookmark: _Toc43392826][bookmark: _Toc43475625][bookmark: _Toc43476001]6.36.2.2	Architectures



Figure 6.36.2.2-1 Onboarding architecture with Local and Central Provisioning Servers
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                                  Figure 6.36.2.2-1 Onboarding architecture with Local and Central Provisioning Servers
The solution has the following assumptions:
-	The PEI has been assumed to be the default UE credential present in UE and used as key to store the provisioning details
It is assumed that the provisioning server (LPS) in the O-SNPN is performing the onboarding with the UE and the actual onboarding procedure is out of scope for this solution.
Whenever UE will be camped to one O-SNPN after initial access to the cells & successful authentication, the LPS will check whether subscription details are present for this UE or not. If it is present, then it will push the details to UE. Otherwise it may sent the CPS address to UE or redirect the request to CPS it will obtain information from CPS and provides to the UE.
After this step UE can do successful registration using the SNPN network ID/SP ID or roaming group ID received from provisioning server
Editor's Note:	The protocol and messages need to be defined between LPS and CPS. Interaction between LPS and CPS can be done using SBA but it also depends on the underlying solution used for provisioning methods (e.g. user plane or control plane). Thus it is FFS.
The main benefit here is that LPS can be configured with the information needed to reach the CPS (hosted by respective SNPNs can be hosted by third party) to obtain subscription information for a given UE based on the default UE credential provided by the UE during the onboarding process (e.g. as in solution 5).
[bookmark: _Toc43392827][bookmark: _Toc43475626][bookmark: _Toc43476002]6.36.3	Procedures
Provisioning Server
The principles for standalone non-public network discovery and selection with support for service providers is as given below:
-	Device Manufacturer or SNPN subscription owner (S-NPN1/SP1) will configure the provisioning details in their local provisioning server for PEI1 (List of Home service provider & roaming group ID
-	Local PS (S-NPN1/SP1) will push the provisioning details to central provisioning server

	UE
	LPS (S-NPN1/SP1)
	CPS

	PEI1
	PEI1: S-NPN1/SP1, RG1
	PEI1: S-NPN1/SP1, RG1



-	Another device Manufacturer or SNPN subscription owner (S-NPN2/SP2) will configure the provisioning details in their local provisioning server for PEI2 (List of Home service provider & roaming group id)
-	Local PS (S-NPN2/SP2) will push the provisioning details to central provisioning server

	UE
	LPS (S-NPN2/SP2)
	CPS

	PEI2
	PEI2: S-NPN2/SP2, RG2
	PEI1: S-NPN1/SP1, RG1
PEI2: S-NPN2/SP2, RG2



-	At this step Central PS will have subscription details for both the UEs
                         
	                   UE
	        CPS

	PEI1
PEI2
	PEI1: S-NPN1/SP1, RG1
PEI2: S-NPN2/SP2, RG2
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                                  Figure 6.36.3-1 High-level call flow for onboarding of the UE                                      

Use Case # 1: O-SNPN and the Home service provider are same: (O-SNPN is same as SO-SNPN)
-	UE1 with default UE credential PEI1 attached to S-NPN1/SP1 S-(NPN1/SP1 itself is the subscription owner), then S-NPN1/SP1 will provide the provision details from LPS
-    PEI (IMEI1) has been preconfigured in the UE1
-    As part of initial access UE1 is camped with S-NPN1
-    Authentication is done with DCS
-    As part of PDU session establishment Local provisioning server will provision the UE with the access credential and provisioning parameters, as it has all the details for IMEI1
-	After onboarding procedure is completed, then UE1 will deregister from S-NPN1/SP1 network and again attach to it using the provisioned credentials with S-NPN1/SP1 ID to get normal service
Use Case # 2: O-SNPN and the Home service provider are different and Home service provider is available: (O-SNPN is different from SO-SNPN)
-	UE2 with default UE credential PEI2 attached to S-NPN1/SP1 (S-NPN1/SP1 is not the subscription owner), then S-NPN1/SP1 will provide the provision details by querying from CPS
-    PEI (IMEI2) has been preconfigured in the UE2
-    As part of initial access UE2 is camped with S-NPN1
-    Authentication is done with DCS
-    Local provisioning server will not find IMEI2 details. Hence either it will provide the CPS address to UE or the LPS simply directs the request to CPS so that the UE can be provisioned directly by the CPS
-    After onboarding procedure is completed, then UE2 will deregister from S-NPN1/SP1 network
-    UE2 will attach to S-NPN2 network using the credentials received as part of provisioning procedure to get normal service
-	After onboarding procedure is completed, UE2 will deregister from S-NPN1/SP1 network and again register with S-NPN2/SP2 ID to get normal service
Use Case # 3: O-SNPN and the Home service provider are different and Home service provider is not available: (O-SNPN is different from SO-SNPN and S-NPN2 is not available)
-	UE2 with default UE credential PEI2 attached to S-NPN1/SP1 (S-NPN1/SP1 is not the subscription owner), then S-NPN1/SP1 will provide the provision details from CPS
-    PEI (IMEI2) has been preconfigured in the UE2
-    As part of initial access UE2 is camped with S-NPN1
-    Authentication is done with DCS
-    Local provisioning server will not find IMEI2 details. Hence either it will provide the CPS address to UE or the LPS simply directs the request to CPS so that the UE can be provisioned directly by the CPS
-    After onboarding procedure is completed, then UE2 will deregister from S-NPN1/SP1 network
-    In this area where UE2 is trying to access the regular service does not have S-NPN2/SP2 cells, then it will use the RG2 ID to get the normal service based on roaming group ID
-	In this area where UE2 is deployed does not have S-NPN2/SP2 cells, then it can use the RG2 ID to get the normal service based on roaming group ID
[bookmark: _Toc43392828][bookmark: _Toc43475627][bookmark: _Toc43476003]6.36.4	Impacts on services, entities and interfaces
Editor's note:	This clause lists impacts to services, entities and interfaces
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