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Abstract of the contribution: 
[bookmark: _Hlk513714389]This paper proposes an update to solution 3 to detail PCC interactions.
1	Proposal
It is proposed update PCC interactions to detail how an AF can update service information. 
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.757.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc43733379][bookmark: _Toc43733139][bookmark: _Toc43297441]6.3.2.2.2	Initial Multicast group configuration via NEF



Figure 6.3.2.2.2-1: Initial Multicast group configuration via NEF
1.	AF of content provider may register at NEF that it provides contents for a multicast group (identified by multicast group ID which may be IP multicast address). Multicast information may further include media type information (e.g., audio, video…), QoS requirements, UE authorization information, service area identifying the service scope, and start and end time of MBS. The AF may also request the allocation of an ingress transport address where to send tunnelled multicast data.
2.	NEF checks authorization of content provider. NEF selects MB-SMF2 as ingress control node, possibly based on location area.
3,4.	NEF requests storage of multicast session context at UDR and provides multicast group ID,  and selected MB-SMF ID2.
5.	The NEF may interact with the PCF by triggering a Npcf_PolicyAuthorization_Create request and provides Multicast group ID, AF Identifier, and the QoS requirements.
6.	The PCF determines whether the request is authorized and notifies the NEF if the request is not authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration for this AF), and notifies the result to the NEF.
Editor's note:	It is FFS if the authorization check and check of allowed NEF input is performed by NEF or PCF.
Editor's note:	It is FFS if step 5 and 6 are needed considering step 8 and 9 can be used for the same purpose.
	If the request is not authorized, the required QoS is not allowed, NEF responds to the AF in step 9 with a Result value indicating the failure cause.
75.	NEF request MB-SMF2 to reserve ingress resources for a multicast distribution session and provides Multicast group ID. It also indicates if the allocation of an ingress transport address is requested.
86.	The MB-SMF sends SM MBS Policy Association Request to PCF with the Multicast group ID, AF Identifier, and the QoS requirements.
7. The PCF registers at the BSF that it handles the multicast session. It provides an identifier that the policy association is for multicast and the multicast group ID, it own PCF ID and optionally its PCF set ID.
8.	The PCF may query the UDR for policy input related to the multicast session.
9.	The PCF responds with SM MBS Policy Association Response with policies for the Multicast group ID.
In addition, determines whether the request is authorized and notifies the NEF if the request is not authorized.
If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration for this AF), and notifies the result to the MB-SMF. The PCF notifies the MB-SMF whether the transmission resources corresponding to the QoS request are established or not.
If the request is not authorized, the required QoS is not allowed, or transmission resources are not established, MB-SMF responds to the NEF in step 12 with a Result value indicating the failure cause, and NEF further notifies AF in step 13.
10.	MB-SMFSMF2 selects the MB-UPFUPF2 and requests it to reserve user plane ingress resources. If multicast transport of the multicast data towards RAN nodes is to be used, the MB-SMF also request the MB-UPF to reserve for the outgoing data a tunnel endpoint and the related identifiers (source IP address, source specific multicast address and GTP Tunnel ID) and to forward data received at the user plane ingress resource using that tunnel endpoint.
11.	If requested, MB-UPFUPF2 selects an ingress address (IP address and port) and a tunnel endpoint for the outgoing data and provides it to MB-SMFSMF2
12.	MB-SMFSMF2 indicates the possibly allocated ingress address to the NEF. It also indicates the success or failure of reserving transmission resources.
13.	The NEF indicates the possibly allocated ingress address to the AF.
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Figure 6.3.2.2.2a-1: Updated Multicast group configuration via NEF
1.	AF of content provider may provide to a NEF updated information about for a multicast group (identified by multicast group ID which may be IP multicast address). Multicast information may further include media type information (e.g., audio, video…), QoS requirements, UE authorization information, service area identifying the service scope, and start and end time of MBS. The AF may also request the allocation of an ingress transport address where to send tunnelled multicast data.
2.	NEF checks authorization of content provider.
3.	NEF uses the BSF Discovery service to discover the PCF serving the multicast group. It indicates that it searches a PCF handling a multicast session and provides the multicast group ID.
4.	The BSF provides the stored PCF ID and optional PCF set ID for the multicast group ID. If the BSF provides no result the NEF either stores information related to the multicast session in the UDR or proceeds as for the initial group configuration according to Figure 6.3.2.2.2-1, Otherwise it proceeds as shown in the present Figure 6.3.2.2.2a-1.
5.	NEF establishes a multicast policy Association to a PCF selected using the PCF ID and PCF Set ID received in step4 and provides updates for the multicast policy input as received from the AF. The NEF provides Multicast group ID, and may provide AF Identifier, and updates QoS requirements.
6. The PCF replies to the NEF and indicates whether the received policy input was accepted
8.	Based on the input received in step 5, the PCF may provide updated policy rules to the MB-SMF. The MB-SMF stores and enforces those updated policies. It derives QoS rules for the multicast session and stores them for subsequent inquiries by SMFs.
9.	The MB-SMF may provide updated configuration to the MB-UPF based on the updated policy rules..

6.3.3	Impacts on services, entities and interfaces
[bookmark: _Toc20473562][bookmark: _Toc500949103][bookmark: _Hlk500857602]SMF:
-	The SMF must handle a multicast context and the enhanced PDU session procedures.
UPF:
-	If the UE joins multicast group via user plane, the UPF must support a new capability to trigger a user plane event in a response to the reception of a join message. The UPF should also act as multicast capable router but this functionality was already introduced in TS 23.316 [7].
RAN:
-	The RAN must support the PDU session procedures and store UEs' association with multicast group in a context as received from the SMF. The RAN should be able to select PTP or PTM bearers that are used for multicast data transmission to UEs.
N3:
-	A tunnel on this interface, which is configured when the first UE joins a multicast group and PDU session modification is performed, should be used to deliver multicast data from the UPF to the RAN.
NEF:
-	The NEF may interact with Content Provider reserve reception resources for a multicast group and to receive QoS requirements, UE authorization information, service area, and start and end time of MBS sessions. It may also select the SMF handling multicast transmission. It stores information related to the multicast session in the UDR.
UE:
-	It needs to indicate the MBS service information as part of the user plan join message (e.g., IGMP join), or of the control plan message (e.g., PDU Session modification request).
UDR:
-	Stores a multicast group context.
PCF:
-	Handles policy control associations and policy authorization for mulicast groups.
BSF:
-	Stores PCF assigned to a multicast group ID.
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