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	· It is agreed that back off mechaism is supported in SNPN in C1-204051. 
· It is agreed that UE shall only consider a 5G-GUTI previously assigned by the same SNPN as a valid 5G-GUTI when registering in an SNPN (C1-204081).
· It is agreed that NB-IoT is not applicable for SNPN in C1-203229.
· It is agreed that UE needs to take action based on the newly received CAG information (C1-203968).
· It is agreed that UE parameters update is possible in an SNPN in C1-203230.
SA2 needs to align with CT1.

	
	

	Summary of change:
	· Refer to TS24.501 for DNN or S-NSSAI based congestion control in an SNPN, UE Handling of new received CAG information and UE parameters update in an SNPN.
-     Add a NOTE: UE shall only consider a 5G-GUTI previously assigned by the same SNPN as a valid 5G-GUTI when registering in an SNPN
-     NB-IoT is not applicable for SNPN
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UE will use GUTI previously assigned by any other SNPN or PLMN in a new SNPN
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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc45183918][bookmark: _Toc36188013][bookmark: _Toc27846882][bookmark: _Toc20150083]5.30.1	General
A Non-Public Network (NPN) is a 5GS deployed for non-public use, see TS 22.261 [2]. An NPN is either:
-	a Stand-alone Non-Public Network (SNPN), i.e. operated by an NPN operator and not relying on network functions provided by a PLMN, or
-	a Public Network Integrated NPN (PNI-NPN), i.e. a non-public network deployed with the support of a PLMN.
NOTE 1:	An SNPN and a PLMN can share NG-RAN as described in clause 5.18.
SNPN 5GS deployments are based on the architecture depicted in clause 4.2.3, the architecture for 5GC with untrusted non-3GPP access (Figure 4.2.8.2.1-1) for access to SNPN services via a PLMN (and vice versa) and the additional functionality covered in clause 5.30.2. In this Release, direct access to SNPN is specified for 3GPP access only. DNN based congestion control or S-NSSAI based congestion control is applicable as defined in clause 5.19.7 and 24.501 [47] clause 6.2.
Interworking with EPS is not supported for SNPN. Also, emergency services are not supported for SNPN. Furthermore, roaming is not supported for SNPN, e.g. roaming between SNPNs. Handover between SNPNs, between SNPN and PLMN or PNI NPN are not supported. CIoT 5GS optimizations are not supported.
NOTE 2:	When registering in an SNPN, the UE shall only consider a 5G-GUTI previously assigned by the same SNPN as a valid 5G-GUTI.
Public Network Integrated NPNs are described in clause 5.30.3.

* * * * Second change * * * *
[bookmark: _Toc45183922]5.30.2.3	UE configuration and subscription aspects
An SNPN-enabled UE is configured with subscriber identifier (SUPI) and credentials for each subscribed SNPN identified by the combination of PLMN ID and NID.
A subscriber of an SNPN is either:
-	identified by a SUPI containing a network-specific identifier that takes the form of a Network Access Identifier (NAI) using the NAI RFC 7542 [20] based user identification as defined in TS 23.003 [19] clause 28.7.2. The realm part of the NAI may include the NID of the SNPN; or
-	identified by a SUPI containing an IMSI.
An SNPN-enabled UE supports the SNPN access mode. When the UE is set to operate in SNPN access mode the UE only selects and registers with SNPNs over Uu as described in clause 5.30.2.4.
Emergency services are not supported in SNPN access mode.
NOTE 1:	Voice support with emergency services in SNPN access mode is not specified in this release.
If a UE is not set to operate in SNPN access mode, even if it is SNPN-enabled, the UE does not select and register with SNPNs. A UE not set to operate in SNPN access mode performs PLMN selection procedures as defined in clause 4.4 of TS 23.122 [17]. For a UE capable of simultaneously connecting to an SNPN and a PLMN, the setting for operation in SNPN access mode is applied only to the Uu interface for connection to the SNPN. Annex D.4 provides more details.
NOTE 2:	Details of activation and deactivation of SNPN access mode are up to UE implementation.
If the UE used the USIM for registration to the SNPN, then this enables the SNPN to update UE parameters as defined in TS 24.501 [47] clause 4.11.
* * * * Third change * * * *
[bookmark: _Toc45183931][bookmark: _Toc36188026][bookmark: _Toc27846895][bookmark: _Toc20150096][bookmark: _Toc36188017][bookmark: _Toc27846886][bookmark: _Toc20150087]5.30.3.3	UE configuration, subscription aspects and storage
To use CAG, the UE, that supports CAG as indicated as part of the UE 5GMM Core Network Capability, may be pre-configured or  (re)configured with the following CAG information, included in the subscription as part of the Mobility Restrictions:
-	an Allowed CAG list i.e. a list of CAG Identifiers the UE is allowed to access; and
-	optionally, a CAG-only indication whether the UE is only allowed to access 5GS via CAG cells (see TS 38.304 [50] for how the UE identifies whether a cell is a CAG cell);
The HPLMN may configure or re-configure a UE with the above CAG information using the UE Configuration Update procedure for access and mobility management related parameters described in TS 23.502 [3] in clause 4.2.4.2.,
The above CAG information is provided by the HPLMN on a per PLMN basis. In a PLMN the UE shall only consider the CAG information provided for this PLMN.
When the subscribed CAG information changes, UDM sets a CAG information Subscription Change Indication and sends it to the AMF. The AMF shall provide the UE with the CAG information when the UDM indicates that the CAG information within the Access and Mobility Subscription data has been changed. When AMF receives the indication from the UDM that the CAG information within the Access and Mobility Subscription has changed, the AMF uses the CAG information received from the UDM to update the UE. Once the AMF updates the UE and obtains an acknowledgment from the UE, the AMF informs the UDM that the update was successful and the UDM clears the CAG information Subscription Change Indication flag.
The AMF may update the UE using either the UE Configuration Update procedure after registration procedure is completed, or by including the new CAG information in the Registration Accept or in the Registration Reject.
When the UE is roaming and the Serving PLMN provides CAG information, the UE shall update only the CAG information provided for the Serving PLMN while the stored CAG information for other PLMNs are not updated. When the UE is not roaming and the HPLMN provides CAG information, the UE shall update the CAG information stored in the UE with the received CAG information for all the PLMNs. The UE handles with the new CAG information as described in TS 24.501 [47].
The UE shall store the latest available CAG information for every PLMN for which it is provided and keep it stored when the UE is de-registered or switched off, as described in TS 24.501 [47].
NOTE:	CAG information has no implication on whether and how the UE accesses 5GS over non-3GPP access.

* * * * End of changes * * * *


