

SA WG2 Temporary Document
Page 1

[bookmark: _GoBack]3GPP TSG-WG SA2 Meeting #139E e-meeting	S2-2005567
Aug 19 – Sep 01, 2020, Elbonia          	
Source:	China Mobile
Title:	KI #8, New Sol, Providing UE Analytics to the NWDAF
Document for:	Approval
Agenda Item:	8.1
Work Item / Release:	FS_eNA_ph2 / Rel-17
Abstract of the contribution: This paper proposes two olutions for Key Issue #8: UE data as an input for analytics generation.
1	Discussion
[bookmark: _Toc483842517] “Key Issue #8: UE data as an input for analytics generation” was added to TR 23.700-91. This p-CR proposes a solution for how the NWDAF collects the UE data. The solution proposes to configure and collect UE data via user plane. Compared with the collection via control plane, The solution is efficient and real-time and Telemetry can further improve transmission efficiency and reduce bandwidth. UE data can include KPI measurement data, such as bandwidth, jitter, packet loss, etc., as well as application QoE information, such as MOS, etc., or wireless signal values, such as RSRP, RSRQ, etc.
Regarding user privacy issue, user consent for UE data collection in this solution is up to the outcome of the study in Key Issue #15: User consent for UE data collection/analysis.

2	Proposal
This contribution proposes to implement the following text to TR 23.700-91.










* * * Start of Change * * *
[bookmark: _Toc523985658]6.x	Solution #X: Providing UE measured data to the NWDAF
[bookmark: _Toc523985659]6.x.1	Description
This is a solution for the Key Issue#8: UE data as an input for analytics generation. 
6.x.1.1 NWDAF selects the PDU Session and its corresponding UPF of UE
1. After determining the data to be collected, such as users or user groups, QoS data such as delay, jitter, packet loss, and QoE data specifying Applicantion ID, NWDAF sends a subscription to SMF to get the UPF/PDU Session information of UE or UE group and the PDU Session Release to report events by invoking a Nsmf_EventExposure_Subscribe.
NOTE X:	Regarding user privacy issue, user consent for UE data collection in this solution is up to the outcome of the study in Key Issue #15: User consent for UE data collection/analysis.
2. SMF notifies all the PDU Session and its corresponding UPF of UE or UE group to NWDAF.
3. NWDAF randomly selects a PDU session and its corresponding UPF as the channel for UE data transmission
6.x.1.2 NWDAF subscribs and collects UE data via UPF
(1) Static subscription model
1. NWDAF sends a subscribe to UPF by invoking a Nnf_EventExposure_Subscribe, which message parameters can specify users or user groups to be collected, network quality data, such as QoS data such as delay/ jitter/packet loss, or QoE data specifying Applicantion ID, sampling period, etc.
2. After receiving the subscription request, UPF sends an response to NWDAF.
3. UPF sends a subscription request to UE in the PDU Session specified to configure the data collection parameters of UE. The request message can be either HTTP or HTTPS, which includes the telemetry collector's IP (UPF's IP in this case), subscription data (such as QoS data such as delay/jitter/packet loss, QoE data specifying Applicantion ID), sampling period, transport protocol used and encoding method, and so on. 
4. UE, as telemetry agent, will start relevant data collection after receiving the subscription request. Measurement data collected by UE can include :(1) network QoS data obtained by UE sending detection messages to UPF or other application servers, such as network delay/jitter/packet loss, etc. (2) For the configured Application ID, measure application QoE of the UE and other relevant indicators.
5. When the data reporting conditions are met, UE initiates the establishment of TCP connection to UPF which is telemetry collector.
6. UE encapsulates the collected measurement data using GRPC protocol and sends it to UPF from UE.
7. After receiving the data, UPF forwards it to NWDAF by invoking a Nnf_EventExposure_Notify.
(2) Dynamic subscription model
1. NWDAF sends a subscription to UPF by invoking a Nnf_EventExposure_Subscribe, whose parameters can specify users or user groups to be collected, network quality data, such as QoS, delay/ jitter/packet loss, or QoE data specifying Applicantion ID, etc. Sampling time is instant message, whose vlaue is 1.
2. After receiving the subscription, UPF initiates the establishment of a TCP connection to the corresponding UE in the specified pdu session.
3. UPF initiates subscription request to UE based on the telemetry mechanism in established TCP connection, and the message includes the telemetry collector's IP (UPF's IP in this case), subscription data (such as QoS data, delay/jitter/packet loss, QoE data specifying Applicantion ID), sampling period, transport protocol used and encoding method, and so on. This subscription configuration only applies to this connection.
4. UE, as telemetry agent, will start data collection after receiving the subscription request. Measurement data collected by UE can include :(1) network QoS data obtained by UE sending detection messages to UPF or other application servers, such as network delay/jitter/packet loss, etc. (2) For the configured Application ID, measure application QoE of the UE and other relevant indicators.
5. UE encapsulates the collected measurement data using GRPC protocol and pushes it to UPF from UE.
6. After receiving data, UPF will forward it to NWDAF by invoking a Nnf_EventExposure_Notify.

6.x.1.3 NWDAF cancels data collection
1. If NWDAF cancels data collection, NWDAF sends unsubscribe message to UPF by invoking a Nnf_EventExposure_UnSubscribe.
2. After receiving the unsubscribe request, the UPF sends unsubscribe request to the UE 
3. UE sends an unsubscribe response and deletes the data collection related configuration
4. UPF sends an unsubscribe response to NWDAF.
5. NWDAF sends an unsubscribe message to SMF by invoking a Nsmf_EventExposure_UnSubscribe.
6. SMF replies the response to NWDAF.

6.x.1.4 Branch process: PDU Session is released during data collection
1. If PDU Session is released during data collection, the SMF notifies the release event to NWDAF by invoking Nsmf_EventExposure_Notify.
2. After receiving the message, NWDAF sends unsubscribe message to UPF by invoking an Nnf_EventExposure_UnSubscribe
3. NWDAF sends an unsubscribe to SMF by invoking Nsmf_EventExposure_UnSubscribe.
6.x.1.5 Procedure




[bookmark: _Toc523985665]6.x.3	Impacts on services, entities and interfaces
UE:
-	Supports new protocols and processes for configuration and reporting of UE data collection
-	Supports for providing measure data
UPF:
-	Supports new protocols and processes for configuration and receiving of UE data collection
-	Supports service interface between NWDAF and UPF
NWDAF:
-	Supports service interface between NWDAF and UPF
6.x Solution #Y: Providing UE measured data to the NWDAF via the SMF
6.x.1	Description
This is a solution for the Key Issue#8: UE data as an input for analytics generation.
6.x.1.1	NWDAF selects the PDU Session and its corresponding UPF of UE
The process is the same as Solution #X: Providing UE measured data to the NWDAF.
6.x.1.2	NWDAF subscribes to SMF to perform UE data collection
1. NWDAF sends a subscription to SMF by invoking a Nsmf_EventExposure_Subscribe. SMF is required to initiate data collection to the specified UPF, and UPF issues data collection requirements to UE in specified PDU session. Message parameters can specify users or user groups to be collected, network quality data, such as QoS data, delay/jitter/packet loss, or QoE data specifying Applicantion ID, sampling period, etc.
NOTE X:	Regarding user privacy issue, user consent for UE data collection in this solution is up to the outcome of the study in Key Issue #15: User consent for UE data collection/analysis.
2. SMF sends the response after receiving the subscription request.
3. SMF sends N4 Session Modification Request to UPF, requesting UPF to issue data collection request to UE.
4. UPF sends N4 Session Modification Response to the SMF.
5. UPF sends a subscription request to UE in the PDU Session specified to configure the data collection parameters of UE. The request message can be either HTTP or HTTPS, including the telemetry collector's IP (UPF's IP in this case), subscription data (such as QoS data such as delay/jitter/packet loss, QoE data specifying Applicantion ID), sampling period, transport protocol used and encoding method, and so on. 
6. UPF delivers the subscription configuration to the UE, and the process for the UE to report the collected data to the UPF is the same as Solution #X: Providing UE measured data to the NWDAF.
7. UPF reports the data to SMF by sending N4 Session Modification Response message.
8. SMF responds to Session Report ACK.
9. SMF notifies the data collected by UE to NWDAF by invoking a Nsmf_EventExposure_Notify.
6.x.1.3 NWDAF cancels data collection
1. If NWDAF cancels data collection, NWDAF sends unsubscribe message to SMF by invoking Nsmf_EventExposure_UnSubscribe.
2. After receiving the unsubscribe message, SMF sends a Session Modification Request to UPF to cancel the data collection of UE.
3. After receiving the unsubscribe message, UPF sends the unsubscribe message to the UE
4. After receiving the unsubscribe message, UE deletes the local collection configuration file and returns the unsubscribe response to the UPF.
5. After receiving the unsubscribe response, UPF deletes the local configuration and sends a Session Modification Response to SMF
6. After receiving a Session Modification Response, the SMF sends an unsubscribe by invoking a Nsmf_EventExposure_UnSubscribe Response to NWDAF
7. NWDAF sends an unsubscribe of notifing PDU session status to SMF.
8. SSMF sends unsubscribe response
6.x.1.4 Branch process: PDU Session is released during data collection
1. When the PDU Session is released during data collection, the SMF notifies the PDU Session of the release event to NWDAF by invoking Nsmf_EventExposure_Notify.
2. After receiving the PDU Session release message, NWDAF sends a unsubscribe to SMF by invoking an Nsmf_EventExposure_UnSubscribe
3. After receiving the unsubscribe message, SMF sends N4 Session Modification Request to UPF to cancel UE message collection
4. After receiving the Session Modification Request, UPF deletes the local configuration and sends N4 Session Modification Response to SMF 
5. After receiving Session Modification Response from UPF, SMF sends an unsubscribe response to NWDAF by invoking a Nsmf_EventExposure_UnSubscribe Response
6.x.1.5 Procedure


6.x.2	Impacts on services, entities and interfaces
UE:
-	Supports new protocols and processes for configuration and reporting of UE data collection.
-	Supports for providing measure data.
UPF:
-	Supports new protocols and processes for configuration and receiving of UE data collection.
-	Supports to receive data collection indication and report data collected from UE in the N4 Session Establishment/Modification Request.
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