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FIRST CHANGE
[bookmark: _Toc19197265][bookmark: _Toc27896418][bookmark: _Toc36192585][bookmark: _Toc37076316][bookmark: _Toc45194762][bookmark: _Toc47594174][bookmark: _Toc36192645][bookmark: _Toc37076376][bookmark: _Toc45194822][bookmark: _Toc47594234]1	Scope
The present document defines the Stage 2 policy and charging control framework for the 5G System specified in TS 23.501 [2] and TS 23.502 [3].
The policy and charging control framework encompasses the following high level functions:
-	Flow Based Charging for network usage, including charging control and online credit control, for service data flows;
-	Policy control for session management and service data flows (e.g. gating control, QoS control, etc.);
-	Management for access and mobility related policies;
-	Management for UE access selection and PDU Session selection related policies.
Interworking with E-UTRAN connected to EPC is described in TS 23.501 [2].
TS 23.502 [3] contains the stage 2 procedures and flows for the policy and charging control framework and it is a companion specification to this specification.
TS 32.255 [21] contains the functional description of the converged offline and online charging functionality for the 5G System.
NEXT CHANGE
[bookmark: _Toc19197268][bookmark: _Toc27896421][bookmark: _Toc36192588][bookmark: _Toc37076319][bookmark: _Toc45194765][bookmark: _Toc47594177]3.1	Definitions
For the purposes of the present document, the terms and definitions given in TR 21.905 [1], TS 23.501 [2], TS 23.502 [3] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
Application detection filter: A logic used to detect packets generated by an application based on extended inspection of these packets, e.g. header and/or payload information, as well as dynamics of packet flows. The logic is entirely internal to a UPF, and is out of scope of this specification.
Application identifier: An identifier referring to a specific application detection filter.
Application service provider: A business entity responsible for the application that is being / will be used by a UE, which may be either an AF operator or has an association with the AF operator.
Authorised QoS: The maximum QoS that is authorised for a service data flow. In the case of an aggregation of multiple service data flows within one QoS Flow, the combination of the "Authorised QoS" information of the individual service data flows is the "Authorised QoS" for the QoS Flow. It contains the 5QI and the data rate.
Binding: The association between a service data flow and the QoS Flow transporting that service data flow.
Binding mechanism: The method for creating, modifying and deleting bindings.
Charging control: The process of associating packets, belonging to a service data flow, to a charging key and applying online charging and/or offline charging, as appropriate.
Charging key: information used by the CHF for rating purposes.
Detected application traffic: An aggregate set of packet flows that are generated by a given application and detected by an application detection filter.
Dynamic PCC Rule: a PCC rule, for which the definition is provided to the SMF by the PCF.
Gating control: The process of blocking or allowing packets, belonging to a service data flow / detected application's traffic, to pass through to the UPF.
Monitoring key: information used by the SMF and PCF for usage monitoring control purposes as a reference to a given set of service data flows or application (s), that all share a common allowed usage on a per UE and DNN basis.
Non-3GPP access network selection information: It consists of ePDG identifier configuration, N3IWF identification and non-3GPP access node selection information, as defined in clause 6.3.6.1 in TS 23.501 [2].
Non-Seamless Offload: A capability of the UE to access the data networks via non-3GPP access (e.g. WLAN radio access) outside of a PDU Session.
Operator-controlled service: A service for which complete PCC rule information, including service data flow filter information, is available in the PCF through configuration and/or dynamic interaction with an AF.
Operating System (OS): Collection of UE software that provides common services for applications.
Operating System Identifier (OSId): An identifier identifying the operating system.
OS specific Application Identifier (OSAppId): An identifier associated with a given application and uniquely identifying the application within the UE for a given operating system.
Packet flow: A specific user data flow from and/or to the UE.
Packet Flow Description (PFD): A set of information enabling the detection of application traffic provided by a 3rd party service provider.
PCC decision: A PCF decision for policy and charging control provided to the SMF (consisting of PCC rules and PDU Session related attributes), a PCF decision for access and mobility related control provided to the AMF, a PCF decision for UE access selection and PDU Session selection related policy provided to the UE or a PCF decision for background data transfer policy provided to the AF.
PCC rule: A set of information enabling the detection of a service data flow and providing parameters for policy control and/or charging control and/or other control or support information. The possible information is described in clause 6.3.1.
Policy control: The process whereby the PCF indicates to the SMF how to control the QoS Flow. Policy control includes QoS control and/or gating control.
Policy Control Request trigger report: a notification, possibly containing additional information, of an event which occurs that corresponds with a Policy Control Request trigger.
Policy Control Request trigger: defines a condition when the SMF shall interact again with the PCF.
Policy counter: A mechanism within the CHF to track spending applicable to a subscriber.
Policy counter identifier: A reference to a policy counter in the CHF for a subscriber.
Policy counter status: A label whose values are not standardized and that is associated with a policy counter's value relative to the spending limit(s) (the number of possible policy counter status values for a policy counter is one greater than the number of thresholds associated with that policy counter, i.e. policy counter status values describe the status around the thresholds). This is used to convey information relating to subscriber spending from CHF to PCF. Specific labels are configured jointly in CHF and PCF.
Policy Section: A Policy Section is identified by a Policy Section Identifier and consists of one or multiple URSP rule(s) or one or multiple WLANSP rule(s) or non-3GPP access network selection information or a combination of WLANSP rule(s) and non-3GPP access network selection information.
Predefined PCC Rule: a PCC rule that has been provisioned directly into the SMF by the operator.
Redirection: Redirect the detected service traffic to an application server (e.g. redirect to a top-up / service provisioning page).
Service data flow: An aggregate set of packet flows carried through the UPF that matches a service data flow template.
Service data flow filter: A set of packet flow header parameter values/ranges used to identify one or more of the packet flows in the UPF. The possible service data flow filters are defined in clause 6.2.2.2.
Service data flow filter identifier: A scalar that is unique for a specific service data flow (SDF) filter within a PDU session.
Service data flow template: The set of service data flow filters in a PCC Rule or an application identifier in a PCC rule referring to an application detection filter in the SMF or in the UPF, required for defining a service data flow.
Service identifier: An identifier for a service. The service identifier provides the most detailed identification, specified for flow based charging, of a service data flow. A concrete instance of a service may be identified if additional AF information is available (further details to be found in clause 6.3.1).
Session based service: An end user service requiring application level signalling, which is separated from service rendering.
Spending limit: A spending limit is the usage limit of a policy counter (e.g. monetary, volume, duration) that a subscriber is allowed to consume.
Spending limit report: a notification, containing the current policy counter status generated from the CHF to the PCF.
Subscribed guaranteed bandwidth QoS: The per subscriber, authorized cumulative guaranteed bandwidth QoS which is provided by the UDR to the PCF.
Subscriber category: is a means to group the subscribers into different classes, e.g. gold user, silver user and bronze user.
UE Local Configuration: Information about the association of an application to either a PDU session or to non-seamless Offload is configured in the Mobile Termination (MT) and in the Terminal Equipment (TE). For example, UE Local Configuration can include operator specific configuration (e.g. operator provided S-NSSAI(s)), or application specific parameters to set up a PDU session or end user configuration for specific applications.
[bookmark: _GoBack]UE policy: Policy preconfigured/provisioned in the UE for access and PDU Session selection (i.e. ANDSP, URSP), V2X communications (i.e. V2XP).
Uplink binding verification: The network enforcement of terminal compliance with the negotiated uplink traffic mapping to QoS Flows.
User Preferences On Non-3GPP Access Selection: The list of configuration parameters provided by a layer (e.g. application) above NAS and used by the UE for access network discovery and selection.

NEXT CHANGE
[bookmark: _Toc19197269][bookmark: _Toc27896422][bookmark: _Toc36192589][bookmark: _Toc37076320][bookmark: _Toc45194766][bookmark: _Toc47594178]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1], TS 23.501 [2], TS 23.502 [3], TS 23.316 [27] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
AMBR	Aggregated Maximum Bitrate
ANDSP	Access Network Discovery & Selection Policy
ARP	Allocation and Retention Priority
ASP	Application Service Provider
BSF	Binding Support Function
CHF	CHarging Function
H-PCF	A PCF in the HPLMN
H-UDR	A UDR in the HPLMN
MPS	Multimedia Priority Service
NBIFOM	Network-based IP flow mobility
NSWO	Non-Seamless WLAN Offload
NWDAF	Network Data Analytics Function
OAM	Operation Administration and Maintenance
OCS	Online Charging System
PCC	Policy and Charging Control
PFD	Packet Flow Description
PFDF	Packet Flow Description Function
PRA	Presence Reporting Area
RAN	Radio Access Network
URSP	UE Route Selection Policy
V2XP	V2X Policy
V-PCF	A PCF in the VPLMN
V-UDR	A UDR in the VPLMN
vSRVCC	video Single Radio Voice Call Continuity
WLANSP	WLAN Selection Policy

NEXT CHANGE
[bookmark: _Toc19197274][bookmark: _Toc27896427][bookmark: _Toc36192594][bookmark: _Toc37076325][bookmark: _Toc45194771][bookmark: _Toc47594183]4.2.2	UE policy control requirements
The 5GC shall be able to provide policy information from the PCF to the UE. Such UE policy information includes:
-	Access Network Discovery & Selection Policy (ANDSP): It is used by the UE for selecting non-3GPP accesses network.
-	UE Route Selection Policy (URSP): This policy is used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU Session, can be offloaded to non-3GPP access outside a PDU Session, or can trigger the establishment of a new PDU Session.
-	V2X Policy (V2XP): This policy provides configuration parameters to the UE for V2X communication over PC5 reference point or over Uu reference point or both. V2X Policies are defined in TS 23.287 [28].

NEXT CHANGE
[bookmark: _Toc19197300][bookmark: _Toc27896453][bookmark: _Toc36192621][bookmark: _Toc37076352][bookmark: _Toc45194798][bookmark: _Toc47594210]5.2.2	Roaming architecture
Figure 5.2.2-1 shows the local breakout roaming policy framework architecture in 5G:
[image: ]
Figure 5.2.2-1: Overall roaming reference architecture of policy and charging control framework for the 5G System - local breakout scenario


Figure 5.2.2-1a: Overall roaming reference architecture of policy and charging control framework for the 5G System - local breakout scenario (reference point representation)
NOTE 1:	In the LBO architecture, the PCF in the VPLMN may interact with the AF in order to generate PCC Rules for services delivered via the VPLMN. The PCF in the VPLMN uses locally configured policies according to the roaming agreement with the HPLMN operator as input for PCC Rule generation. The PCF in VPLMN has no access to subscriber policy information from the HPLMN for PCC Rule generation.
NOTE 2:	In the LBO architecture, N24 can be used to deliver UE access selection and PDU Session selection policy from the PCF in the HPLMN to the PCF in the VPLMN. The PCF in the VPLMN can provide access and motility policy information without contacting the PCF in the HPLMN.
NOTE 3:	In the LBO architecture, AF requests providing routing information for roamers targeting a DNN and S-NSSAI (targeting all roamers) or an External-Group-Identifier (identifying a group of roamers) are stored as Application Data in the UDR(in the VPLMN) by the NEF (in the VPLMN).
NOTE 4:	For the sake of clarity, SEPPs are not depicted in the roaming reference point architecture figures.
Figure 5.2.2-2 shows the roaming policy framework architecture (home routed scenario) in 5G:


Figure 5.2.2-2: Overall roaming reference architecture of policy and charging control framework for the 5G System - home routed scenario


Figure 5.2.2-2a: Overall roaming reference architecture of policy and charging control framework for the 5G System - home routed scenario (reference point representation)
NOTE 5:	All functional entities as described in Figure 5.2.1-1 non-roaming scenario, except NWDAF, applies also to the HPLMN in the home routed scenario above.
NOTE 6:	For the sake of clarity, SEPPs are not depicted in the roaming reference point architecture figures.
NEXT CHANGE
[bookmark: _Toc19197305][bookmark: _Toc27896458][bookmark: _Toc36192626][bookmark: _Toc37076357][bookmark: _Toc45194803][bookmark: _Toc47594215][bookmark: _Toc19197306][bookmark: _Toc27896459][bookmark: _Toc36192627][bookmark: _Toc37076358][bookmark: _Toc45194804][bookmark: _Toc47594216]5.3.3	Interactions between PCF and AMF
Npcf and Namf enable the PCF to provide Access and Mobility Management related policies to the AMF and support the following functionality:
-	Creation of an AM Policy Association as defined in clause 4.16 of TS 23.502 [3];
-	Request for access and mobility management related policies from the AMF to the PCF when a Policy Control Request Trigger related to Access and Mobility Management has been met;
-	Provision of access and mobility management decision from the PCF to the AMF;
-	Deletion of an AM Policy Association as defined in clause 4.16 of TS 23.502 [3];
-	Creation of an UE Policy Association as defined in clause 4.16 of TS 23.502 [3];
-	Notification of changes to the PCF when a Policy Control Request Trigger related to UE access selection and PDU Session selection has been met;
-	Request for DNN replacement from the AMF to the PCF when a Policy Control Request Trigger related to SMF selection management has been met;
-	Provision of DNN replacement decision from the PCF to the AMF;
-	Deletion of an UE Policy Association as defined in clause 4.16 of TS 23.502 [3];
-	Handling of transparent delivery UE access selection and PDU Session selection policy from PCF to the UE via the AMF.
The N15 reference point is defined for the interactions between PCF and AMF in the reference point representation.
NEXT CHANGE
5.3.4	Interactions between V-PCF and H-PCF
For roaming scenario, the interactions between V-PCF and H-PCF through Npcf enables:
-	Creation of an UE Policy Association as defined in clause 4.16 of TS 23.502 [3];
-	Relay of notification of changes from the V-PCF in the VPLMN to the H-PCF as defined in clause 4.16 of TS 23.502 [3];
-	Provision of UE access selection and PDU Session selection related policyies to the V-PCF in the VPLMN;
-	Deletion of an UE Policy Association as defined in clause 4.16 of TS 23.502 [3].
The N24 reference point is defined for the interactions between V-PCF and H-PCF in the reference point representation.
NEXT CHANGE
6.1.2.2	UE access selection and PDU Session selection related policy (UE policy) control
[bookmark: _Toc19197325][bookmark: _Toc27896478][bookmark: _Toc36192646][bookmark: _Toc37076377][bookmark: _Toc45194823][bookmark: _Toc47594235]6.1.2.2.1	General
The 5GC shall be able to provide policy information from the PCF to the UE. Such UE policy information includes:
1)	Access Network Discovery & Selection Policy (ANDSP): It is used by the UE for selecting non-3GPP accesses and for selection of the N3IWF in the PLMN. The structure and the content of this policy are specified in clause 6.6.1.
2)	UE Route Selection Policy (URSP): This policy is used by the UE to determine if a detected application can be associated to an established PDU Session, can be offloaded to non-3GPP access outside a PDU Session, or can trigger the establishment of a new PDU Session. The structure and the content of this policy are specified in clause 6.6.2. A URSP rule includes one Traffic descriptor that specifies the matching criteria and one or more of the following components:
2a)	SSC Mode Selection Policy (SSCMSP): This is used by the UE to associate the matching application with SSC modes.
2b)	Network Slice Selection Policy (NSSP): This is used by the UE to associate the matching application with S-NSSAI.
2c)	DNN Selection Policy: This is used by the UE to associate the matching application with DNN.
2d)	PDU Session Type Policy: This is used by the UE to associate the matching application with a PDU Session Type.
2e)	Non-Seamless Offload Policy: This is used by the UE to determine that the matching application should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU Session).
2f) Access Type preference: If the UE needs to establish a PDU Session for the matching application, this indicates the preferred Access Type (3GPP or non-3GPP or Multi-Access).
3)	V2X Policy (V2XP): This policy provides configuration parameters to the UE for V2X communication over PC5 reference point or over Uu reference point or both. V2X Policies are defined in TS 23.287 [28].
[bookmark: _Hlk499721075]The ANDSP and URSP may be pre-configured in the UE or may be provisioned to UE from PCF. The pre-configured policy shall be applied by the UE only when it has not received the same type of policy from PCF. 
The methods of configuring V2XP to the UE, including (pre-)configuration and provisioning, and the priority of the same type of parameters acquired from different sources are defined in clause 5.1.1 of TS 23.287 [28].
The PCF selects the ANDSP and URSPUE policy applicable for each UE based on local configuration, and operator policies taking into consideration the information defined in clause 6.2.1.2.
In the case of a roaming UE, the V-PCF may retrieve ANDSP and URSPUE policy from the H-PCF over N24/Npcf. When the UE is roaming and the UE has valid rules from both HPLMN and VPLMN the UE gives priority to the valid ANDSP rules from the VPLMN.
The ANDSP and URSPUE policy shall be provided from the PCF to the AMF via N15/Namf interface and then from AMF to the UE via the N1 interface as described in TS 23.502 [3] clause 4.2.4.3. The AMF shall not change the ANDSP and the URSPUE policy provided by PCF.
The PCF is responsible for delivery of UE policy. If the PCF is notified about UE pPolicy delivery failure (e.g. because of UE unreachable), the PCF may provide a new trigger "Connectivity state changes" in Policy Control Request Trigger of UE Policy Association to AMF as defined in TS 23.502 [3] clause 4.16.12.2. After reception of the Notify message indicating that the UE enters the CM-Connected state, the PCF may retry to deliver the UE pPolicy.
NOTE 1:	For backward compatibility the PCF may subscribe the "Connectivity state changes (IDLE or CONNECTED)" event in Rel-15 AMF as defined in TS 23.502 [3] clause 5.2.2.3.
If due to UE Local Configurations, a UE application requests a network connection using Non-Seamless Offload, the UE shall use Non-Seamless Offload for this application without evaluating the URSP rules. Otherwise, the UE shall select the PDU Session or Non-Seamless Offload in the following order:
-	If the UE has an URSP rule (except the URSP rule with the "match all" Traffic descriptor) that matches the application as defined in clause 6.6.2.3, the UE shall perform the association of the application to the corresponding PDU Session or to Non-Seamless Offload according to this rule; Otherwise,
-	If no URSP rule is applicable for the application (except the URSP rule with the "match all" Traffic descriptor), the UE shall perform the association of the application to a PDU Session according to the applicable UE Local Configurations, if any. If the UE attempts to establish a new PDU session according to the UE Local Configurations and this PDU Session Establishment request is rejected by the network, then the UE shall perform the association of the application to a PDU Session or to Non-Seamless Offload according to the URSP rule with the "match all" Traffic descriptor; Otherwise,
NOTE 2:	It is assumed that the S-NSSAI(s) in the UE Local Configurations are operator-provided S-NSSAI(s). The provision of the S-NSSAI(s) is not specified.
NOTE 3:	The application layer is not allowed to set the S-NSSAI when the UE establishes a PDU Session based on the UE Local Configurations.
NOTE 4:	Any missing information in the UE Local Configurations needed to build the PDU Session Establishment request can be the appropriate corresponding component from the URSP rule with the "match all" Traffic descriptor.
-	If neither the UE Local Configurations nor the URSP rules are applicable for the application (except the URSP rule with the "match all" Traffic descriptor), the UE shall perform the association of the application to a PDU Session or to Non-Seamless Offload according to the URSP rule with the "match all" Traffic descriptor
For the existing PDU Session(s), the UE shall examine the URSP rules within the UE pPolicy in order to determine whether the existing PDU Session(s) (if any) are maintained or not. If not, then the UE may initiate a PDU Session release procedure for the PDU Session(s) that cannot be maintained.
If there are multiple IPv6 prefixes within the PDU Session, then the IPv6 multi-homed routing rules, described in clause 5.8.2.2.2 in TS 23.501 [2], on the UE shall be used to select which IPv6 prefix to route the traffic of the application.
NOTE 5:	For the case that an application cannot be associated to any PDU Session, the UE can inform the application that association of the application to PDU Session fails.
[bookmark: _Toc19197326][bookmark: _Toc27896479][bookmark: _Toc36192647][bookmark: _Toc37076378][bookmark: _Toc45194824][bookmark: _Toc47594236]6.1.2.2.2	Distribution of the policies to UE
The UE access selection and PDU Session related policy control enables the PCF to provide UE access selection related policy information, and PDU Session related policy information and V2X Policy to the UE, i.e. UE policies, that includes either Access network discovery & selection policy (ANDSP) or UE Route Selection Policy (URSP) or V2X Policy (V2XP) or their combinationsboth using Npcf and Namf service operations. Only when the UE indicates the V2X Policy Provisioning Request in the UE Policy Container, the PCF includes V2XP in the UE policy as defined in clause 6.2.2 of TS 23.287 [28].
The PCF may be triggered to provide the UE access selection and PDU Session related policy information during UE Policy Association Establishment and UE Policy Association Modification procedures as defined in clause 4.16.11 and clause 4.16.12 of TS 23.502 [3].
NOTE 1:	The PCF can install a PCC Rule and activate start and stop of application detection in the SMF. When the same PCF is selected for SM policy association control and UE policy association control, THE reporting of start and stop of an application can trigger the installation or update of a URSP rule in the UE to send the application traffic to the PDU session as defined in the URSP rule.
NOTE 2: 	The PCF can subscribe to the UDR on Service specific information change, which will be taken into consideration by the PCF to determine the updated V2XP as defined in clause 4.15.6.7 of TS 23.502 [3].
Operator defined policies in the PCF may depend on input data such as UE location, time of day, information provided by other NFs, etc as defined in clause 6.2.1.2.
The PCF includes the UE access selection and PDU session relatedpolicy information delivered to the UE into a Policy Section identified by a Policy Section Identifier (PSI). The PCF may divide the UE access selection and PDU Session related policy information into different Policy Sections, each one identified by a PSI. Each Policy Section provides a list of self-contained UE access selection and PDU Session related policy information to the UE, via AMF. The PCF ensures that a Policy Section is under a predefined size limit, known by the PCF.
NOTE 32:	The size limit to allow the policy information to be delivered using NAS transport is specified in TS 29.507 [13]. The size limit is configured in the PCF.
A list of self-contained UE access selection and PDU Session related policy information implies that:
-	when the PCF delivers URSP rules to the UE, the PCF provides the list of URSP rules in the order of precedence and without splitting a URSP rule across Policy Sections;
- 	when the PCF delivers V2XP to the UE, the PCF provides the list of V2XP in the order of precedence and without splitting a V2XP across Policy Sections;
-	when the PCF delivers WLANSP rules, the list of WLANSP rules are provided in the order of priority and without splitting a WLANSP rule across Policy Sections;
-	when the PCF delivers the non-3GPP access network selection information, the whole list of non-3GPP access network selection information (as defined in clause 6.6.1.1) is provided in one Policy Section.
It is up to PCF decision how to divide the UE access selection and PDU Session related policy information into Policy Sections as long as the requirements for the predefined size limit and the self-contained content (described above) are fulfilled.
NOTE 43:	The Policy Section list can be different per user. One PSI and its corresponding content can be the same for one or more users.
NOTE 54:	The PCF may, for example, assign the URSP as one whole Policy Section, or it may subdivide the information in the URSP into multiple Policy Sections by assigning one or several URSP rules to each Policy Section.
The PLMN ID is provided to the UE together with UE access selection or PDU Session related policy information and it is used to indicate which PLMN a Policy Section list belongs to.
The AMF forwards the UE access selection and PDU Session related policy information transparently to the UE. If the (H-)PCF decides to split the UE policies to be sent to the UE, the PCF provides multiple Policy Sections separately to the AMF and then AMF uses UE configuration Update procedure for transparent UE policies delivery procedure to deliver the policies to the UE, this is defined in TS 23.502 [3] clause 4.2.4.3 and clause 4.16.
NOTE 65:	The AMF does not need to understand the content of the UE policy, rather send them to the UE for storage.
The UE shall update the stored UE access selection and PDU Session selection policies with the one provided by the PCF as follows (details are specified in TS 24.501 [22]):
-	If the UE has no Policy Sections with the same PSI, the UE stores the Policy Section;
-	If the UE has an existing Policy Section with the same PSI, the UE replaces the stored Policy Section with the received information;
-	The UE removes the stored Policy Section if the received information contains only the PSI.
The UE keeps the received UE policies stored even when registering in another PLMN. The number of UE policies to be kept stored in the UE for PLMNs other than the HPLMN is up to UE implementation. If necessary, e.g. the number of UE policies stored in UE for PLMNs exceeds the maximum value, the UE may remove earlier stored UE policy in UE.
The ANDSP for VPLMN, if provided within the UE policy in the UE Configuration Update procedure described in TS 23.502 [3] clause 4.2.4.3, applies to the equivalent PLMN(s) indicated in the last received list of equivalent PLMNs in Registration Accept.
At Initial Registration or the Registration to 5GS when the UE moves from EPS to 5GS:
-	The UE provides the list of stored PSIs which identify the Policy Sections associated to the home PLMN and the visited PLMN (if the UE is roaming) that are currently stored in the UE. If USIM is changed, the UE does not provide any PSI. If no policies are stored in the UE for the home PLMN, the UE does not provide any PSI associated to the home PLMN. If the UE is roaming and has policies for the home PLMN but no associated policies for the visited PLMN the UE includes only the list of PSIs associated to the home PLMN. 
-	UE may indicate its ANDSP support to the PCF. If it is received, the PCF shall take it into account for the determination on whether to provide the ANDSP to the UE. The PCF does not provide ANDSP rules to the UE if the UE does not indicate support for ANDSP.
-	UE may indicate the V2X Policy Provisioning Request in the UE Policy Container. If this indication is received, the PCF includes V2XP in the UE policy as defined in clause 6.2.2 of TS 23.287 [28].
-	The UE may also provide the OSId.
The UE may trigger an Initial registration with the list of stored PSIs to request a synchronization for example if the UE powers up without USIM being changed.
During Initial Registration, the (H-)PCF retrieves the list of PSIs and its content stored in the (H-)UDR for this SUPI while the V-PCF (in the roaming scenario) retrieves the list of PSIs and its content stored in the V-UDR for the PLMN ID of this UE (alternatively, the V-PCF can have this information configured locally).
NOTE 67:	The PSI list and content stored/configured for a PLMN ID can be structured according to e.g. location areas (e.g. TAs, PRAs). The V-PCF can then provide PSIs and its content only if they correspond to the current UE location.
In the roaming scenario, the V-PCF shall also forward any UE provided PSIs that are associated to the home PLMN to the H-PCF.
When the PCF (i.e. the (H-)PCF as well as the V-PCF) receives a list of PSIs associated to the PLMN of the PCF from the UE, the PCF compares the list of PSIs provided by the UE and the list of PSIs retrieved from the UDR. In addition, the PCF checks whether the list of PSIs provided by the UE or its content needs to be updated according to operator policies, e.g. change of Location and/or time. If the two lists of PSIs are different or an update is necessary according to operator policies (which includes the case that the UE did not provide a list of PSIs associated to the PLMN of the PCF), the PCF provides the changes in the list of PSIs or the corresponding content to the AMF which forwards them to the UE.
The (H-)PCF maintains the latest list of PSIs delivered to each UE as part of the information related to the Policy Association until the UE policy association termination request is received from the AMF. Then the (H-)PCF stores the latest list of PSIs and its contents in the (H-)UDR using the Nudr_DM_Update including DataSet "Policy Data" and Data Subset "Policy Set Entry".
The (H-)PCF may use the PEI provided by the AMF and/or the OSId provided by the UE, to determine the operating system of the UE.
If the PEI, the OSId or the indication of UE support for ANDSP is available to the PCF, the PCF stores them in the UDR using Nudr_DM_Create including DataSet "Policy Data" and Data Subset "UE context policy control data" when such information is received from the UE in the UE Policy Container.
If the (H-)PCF is not able to determine the operating system of the UE, and if the (H-)PCF requires to deliver URSP rules that contain Application ID as Traffic Descriptors, then the Traffic Descriptors of such URSP rules include multiple instances of Application IDs each associated to supported UE operating systems by the network operator implementation.
If the (H-)PCF determines the operating system of the UE and if the (H-)PCF requires to deliver URSP rules that contain Application ID as Traffic Descriptors, then the Traffic Descriptors of such URSP rules include the Application ID associated with the operating system determined by the PCF.
NOTE 87:	If the PCF does not take into account the received PEI and/or OSId then the PCF can send URSP rules containing application traffic descriptors associated to multiple operating systems.
NEXT CHANGE
[bookmark: _Toc45194862][bookmark: _Toc47594274][bookmark: _Toc19197363][bookmark: _Toc27896516][bookmark: _Toc36192684][bookmark: _Toc37076415][bookmark: _Toc45194865][bookmark: _Toc47594277]6.2.1.1.2	Non-session management related functionality
The PCF provides the following non-session management related functionality:
-	Access and mobility related policy control (as described in clause 6.1.2.1);
-	UE access selection and PDU Session selection related policy control (as described in clause 6.1.2.2);
-	Negotiation for future background data transfer (as described in clause 6.1.2.4).
NEXT CHANGE
6.2.1.2	Input for PCC decisions
The PCF shall accept input for PCC decision-making from the SMF, the AMF, the CHF, the NWDAF if present, the UDR and if the AF is involved, from the AF, as well as the PCF may use its own predefined information. These different nodes should provide as much information as possible to the PCF. At the same time, the information below describes examples of the information provided. Depending on the particular scenario all the information may not be available or is already provided to the PCF.
The AMF may provide the following information:
-	SUPI;
-	The PEI of the UE;
-	Location of the subscriber;
-	Service Area Restrictions;
-	RFSP Index;
-	RAT Type;
-	GPSI;
-	Access Type;
-	Serving Network identifier (PLMN ID or PLMN ID and NID, see clause 5.34 of TS 23.501 [2]);
-	Allowed NSSAI;
-	UE time zone;
-	Subscribed UE-AMBR;
-	Mapping Of Allowed NSSAI;
-	S-NSSAI for the PDU Session;
-	Requested DNN.
NOTE 1:	The Access Type and RAT Type parameters should allow extension to include new types of accesses.
The UE may provide the following information:
-	OSId;
-	List of PSIs;
-	Indication of UE support for ANDSP.
The SMF may provide the following information:
-	SUPI;
-	The PEI of the UE;
-	IPv4 address of the UE;
-	IPv6 network prefix assigned to the UE;
-	Default 5QI and default ARP;
-	Request type (initial, modification, etc.);
-	Type of PDU Session (IPv4, IPv6, IPv4v6, Ethernet, Unstructured);
-	Access Type;
-	RAT Type;
-	GPSI;
-	Internal-Group Identifier
-	Location of the subscriber;
-	S-NSSAI;
-	NSI-ID (if available);
-	DNN;
-	Serving Network identifier (PLMN ID or PLMN ID and NID, see clause 5.34 of TS 23.501 [2]);
-	Application identifier;
-	Allocated application instance identifier;
-	Detected service data flow descriptions;
-	UE support of reflective QoS (as defined in clause 5.7.5.1 of TS 23.501 [2]);
-	Number of supported packet filters for signalled QoS rules for the PDU session (indicated by the UE as defined in clause 5.7.1.4 of TS 23.501 [2]);
-	3GPP PS Data Off status;
-	DN Authorization Profile Index (see clause 5.6.6 of TS 23.501 [2]);
-	Session AMBR (see clause 5.6.6 of TS 23.501 [2]).
The UDR may provide the information for a subscriber connecting to a specific DNN and S-NSSAI, as described in the sub clause 6.2.1.3.
The UDR may provide the following policy information related to an ASP:
-	The ASP identifier;
-	A transfer policy together with a Background Data Transfer Reference ID, the volume of data to be transferred per UE, the expected amount of UEs.
NOTE 2:	The information related with AF influence on traffic routing may be provided by UDR when the UDR serving the NEF is deployed and stores the application request.
The UDR may provide the service specific information as defined in clause 4.15.6.7 of TS 23.502 [3].
The AF, if involved, may provide the following application session related information directly or via NEF, e.g. based on SIP and SDP:
-	Subscriber Identifier;
-	IP address of the UE;
-	Media Type;
-	Media Format, e.g. media format sub-field of the media announcement and all other parameter information (a= lines) associated with the media format;
-	Bandwidth;
-	Sponsored data connectivity information;
-	Flow description, e.g. source and destination IP address and port numbers and the protocol;
-	AF application identifier;
-	AF-Service-Identifier, or alternatively, DNN and possibly S-NSSAI
-	AF Communication Service Identifier (e.g. IMS Communication Service Identifier), UE provided via AF;
-	AF Application Event Identifier;
-	AF Record Information;
-	Flow status (for gating decision);
-	Priority indicator, which may be used by the PCF to guarantee service for an application session of a higher relative priority;
NOTE 3:	The AF Priority information represents session/application priority and is separate from the MPS 5GS Priority indicator.
-	Emergency indicator;
-	Application service provider;
-	DNAI;
-	Information about the N6 traffic routing requirements;
-	GPSI;
-	Internal-Group Identifier;
-	Temporal validity condition;
-	Spatial validity condition;
-	AF subscription for early and/or late notifications about UP management events;
-	AF transaction identifier;
-	TSN QoS information as described in clause 6.1.3.23.
-	QoS information to be monitored;
-	Reporting frequency.
The AF may provide the following background data transfer related information via NEF:
-	Background Data Transfer Reference ID.
-	Background Data Transfer Policy.
-	Volume per UE.
-	Number of UEs.
-	Desired time window.
-	Network Area Information.
The CHF, if involved, may provide the following information for a subscriber:
-	Policy counter status for each relevant policy counter.
The NWDAF, if involved, may provide analytics information as described in clause 6.1.1.3.
In addition, the predefined information in the PCF may contain additional rules based on charging policies in the network, whether the subscriber is in its home network or roaming, depending on the QoS Flow attributes.
The 5QIs (see clause 5.7.4 of TS 23.501 [2]) in the PCC rule is derived by the PCF from AF or UDR interaction if available. The input can be SDP information or other available application information, in line with operator policy.
The Allocation and Retention Priority in the PCC Rule is derived by the PCF from AF or UDR interaction if available, in line with operator policy.
NEXT CHANGE
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The Access and Mobility Management Function (AMF) is defined in TS 23.501 [2] and additionally supports the following policy related functionalities:
-	Enforcement of access and mobility related policies received from the PCF.
-	Transfers of UE access selection and PDU Session selection policyies received from the PCF to the UE via N1 interface.
-	Reporting of events to the PCF that the PCF has subscribed to.

NEXT CHANGE
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NEXT CHANGE
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The V2X Policy information is defined in TS 23.287 [28].

END OF CHANGES

image1.emf
H-PCF

Nudr

UDR

Npcf

UPF

AMF

SMF

V-PCF

Namf Nsmf

Npcf

N

4

Nnef

NEF

VPLMN

HPLMN

AF

Naf

vSEPP hSEPP

NWDAF

Nnwdaf


image2.emf
 

A F  

  V - PC F  

N 5  

N 7  

SM F  

N 15  

AM F  

UDR  

N 36  

  H - PC F  

N2 4  

VPLMN  

H PLMN  

N4  

UP F  

NWDAF  

N 23  

NEF  

N 30  


oleObject1.bin


N30







NEF







N23







NWDAF







UPF







N4







HPLMN







VPLMN







N24











H-PCF







N36







UDR







AMF







N15







SMF







N7







N5











V-PCF







AF












image3.emf
VPLMN

HPLMN

CHF UDR

Npcf

Nchf

PCF

Nudr

AMF

V-PCF

Namf

Npcf

UPF

AF

Naf

SMF

Nsmf

Nnef

NEF

vSEPP

hSEPP

N32


Microsoft_Visio_2003-2010___.vsd
VPLMN


HPLMN


CHF


UDR


Npcf


Nchf


PCF


�

Nudr


AMF


V-PCF


Namf


Npcf


UPF


N4


AF


�

Naf


SMF


Nsmf


Nnef


NEF


vSEPP


hSEPP


N32



image4.emf
 

A F  

  H - PC F  

N 5  

N 7  

SM F  

N 15  

AM F  

CHF  

N28  

  V - PC F  

N2 4  

VPLMN  H PLMN  

NEF  

N 30  

N 29  

UDR  

N 36  

N4  

UP F  

N 40  


oleObject2.bin


N40







N28







HPLMN







UPF







N7







N29







N30







N36







UDR







N5







AF











H-PCF







NEF







CHF







AMF







SMF







N15







N24











V-PCF







N4







VPLMN












