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Abstract of the contribution: This contribution proposes a new solution for NWDAF assisting in user plane performance.
1. Discussion
The UPF shall support reporting of data plane usage usage information to the SMF. The UPF shall be capable to support reporting based on different triggers, including: i) Periodic reporting with period defined by the SMF. ii) Usage thresholds provided by the SMF. iii) Report on demand received from the SMF. Also, the SMF shall make sure that the multiple granularity levels required by the reporting keys in the Usage Reporting rules satisfy the following aggregation levels without requiring knowledge of the granularity levels by the UPF: i) PDU Session level reporting. ii) Traffic flow (for both charging and usage monitoring) level reporting iii) per UE, iv) per slice as defined by the reporting keys in the Usage Reporting Rule. Based on this mechanism of PFCP protocol between SMF and UPF via N4 interface, when the OAM or any other NF like AF request NWDAF to have an analysis report about data plane performance, the SMF should forwarding the usage information packages which received by UPF to the NWDAF.
2.	Proposal
It is proposed to include the added text into the TR 23.700-91 as a solution for Key Issue #210.
* * * * First Change * * * *
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Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	Key Issues

	1
	11
	
	
	

	2
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	15
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	12
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	21
	
	
	

	
	
	
	
	



* * * * Second Change(All text is new)  * * * *
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This solution is for Key Issue #2021: NWDAF assisting in user plane performance. assisting in detecting anomaly events for the user plane. 
The objective of this solution is to let SMF forwarding the data plane usage information packages which contains the PDU session and traffic level reporting information elements to NWDAF for supporting the analysis report of data plane performance.
The below are the principles of the solution: 
- The UPF shall support reporting of usage information to the SMF as describe in TS23.501. Then SMF should forward the Usage Information package to NWDAF after receiving the NWDAF subscribing data plane performance request.  
- The NWDAF analysis the PDU session and traffic flow characteristics.
- The NWDAF reports the estimated top data volume users and their data usage ranking at the slicearea of interest

6.X.2	Input Data
NWDAF collects PDU session level and traffic level information elements from SMF for a specific UPF. The detailed data are described in Table 6.X.2-1. 

Table 6.X.2-1 input data to detect new application from NFs
	Information
	Source
	Description

	SUPI
	
	

	S-NSSAI 
	SMF
	Identifies the Network Slice for which analytics information is provided.

	DNN
	SMF
	Identifies the data network name (e.g. internet) for which analytics information is provided

	Start/end time
	SMF
	Start and end time of traffic detection

	Data volume
	SMF
	Measured data traffic volume (per per sliceUL/DL) 

	Data duration
	SMF
	Measured data traffic duration (per sliceUL/DL)

	QoS flow Bit Rate
	SMF
	The observed bit rate (per per sliceUL/DL) 

	Packet transmission
	SMF
	The observed number of packet transmission (per sliceUL/DL) 

	Payload packets
	SMF
	The user plane packets collected. 

	QoS flow Bit Rate
	UPF
	The observed bit rate for UL direction; and
The observed bit rate for DL direction

	QoS flow Packet Delay
	UPF
	The observed Packet delay for UL direction; and
The observed Packet delay for the DL direction

	Packet transmission
	UPF
	The observed number of packet transmission

	Packet retransmission
	UPF
	The observed number of packet retransmission

	N4 Session ID
	UPF
	Uniquely identifies a session.Uniquely identifies the Packet Detection Rule or Usage Reporting Rule within a session which triggered the report.

	N4 Session ID
	UPF
	Identifies the N4 session associated to this URR

	Rule ID
	UPF
	Unique identifier to identify this information.

	Reporting triggers
	UPF
	One or multiple of the events can be activated for the generation and reporting of the usage report.

	Periodic measurement threshold 
	UPF
	Defines the point in time for sending a periodic report for this URR (e.g. timeofday).

	Volume measurement threshold
	UPF
	Value in terms of uplink and/or downlink and/or total byte-count when the measurement report is to be generated.

	Time measurement threshold
	UPF
	Value in terms of the time duration (e.g. in seconds) when the measurement report is to be generated.

	Event measurement threshold
	UPF
	Number of events (identified according to a locally configured policy) after which the measurement report is to be generated.

	Inactivity detection time
	UPF
	Defines the period of time after which the time measurement shall stop, if no packets are received.

	Event based reporting
	UPF
	Points to a locally configured policy which is identifies event(s) trigger for generating usage report.

	Linked URR ID(s)
	UPF
	Points to one or more other URR ID.

	Measurement Method
	UPF
	Indicates the method for measuring the network resources usage, i.e. the data volume, duration, combined volume/duration, or event.

	Measurement information
	UPF
	Indicates specific conditions to be applied for measurements




6.X.3	Output Analytics
The output analytics of NWDAF is defined in Table 6.X.3-1. 
· Table 6.X.3-1. Output for data plane performance detecting anomaly eventsanalysis for the user plane
	Information
	Description

	S-NSSAI
	Identifies the Network Slice for which analytics information is provided.

	DNN
	Identifies the data network name (e.g. internet) for which analytics information is provided

	Flow descriptor
	Flow descriptor containing 3-tuple, server side (destination address, port, and protocol) 

	URL
	the significant parts of the URL to be matched, e.g. host name defined in  

	Area of Interest
	A list of TAIs or Cell IDs

	List of anomaly events Analytics (1..max)
	

	 >Type
	PDU sessionUser Plane level or Traffic levelControl Plane

	 >Applicable Time Window
	The time period that the analytics applies to

	 >Network Status Indication
	Usage levelanomaly events

	>Data PlaneTraffic Usageusage
	Report of user plane traffic in the UPF for the accumulated usage of network resources
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In this procedure upon analysis info request of user plane performance in any slice of interest, either by OAM or other NFs like AF, the OAM requests the NWDAF to report the data plane characteristics analytics at the slice of interest. 
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1. 1. The OAM is requesting a user plane performance analysis from to the NWDAF.
2. The NWDAF send Event Exposure Subscribe to SMF to gathering the relative parameters.
3. 2. The UPF shall support reporting of usage information to the SMF as describe in TS23.501. Then SMF should forward the Usage Information package to NWDAF after receiving the NWDAF subscribing data plane performance request via Event Exposure Notify message.  
Editor’s note: Whether SMF using Nsmf_EventExposure_Notify message to forward the Usage Information or not is FFS.
Editor’s Note : It’s FFS, if SMF should be directly forwarded Usage Information packets to NWDAF, or not.
4. 3. The NWDAF analysis the PDU session and traffic flow characteristics.
5. 4. The NWDAF reports the estimated top data volume users and their data plane performance of intrest slice.usage ranking at the area of .interest 

[bookmark: _Toc528436045][bookmark: _Toc528569789][bookmark: _Toc528576633]6.X.5	Impacts on services, entities and interfaces
NWDAF:
Need to provide a new analytic for data plane performance information.
SMF:
Need to forward Usage Information packets to NWDAF.
* * * * End of change * * * *
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