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1	Introduction
Several solutions in the TR introduce a new Function, aka LDNSR, that coordinates DNS for AS discovery for an application with the 5GC connectivity for that application traffic. This contribution evaluates the alternatives for the placement of this function in the network and proposes to place it in SMF.
2	Proposal
Several solutions in the TR introduce a new Function, aka LDNSR, that coordinates DNS for AS discovery and the connectivity for the application traffic. This function enables that it is possible to select an Edge AS for a potential Edge PSA that can be closer to the edge than current PSA. It then triggers an update of the PDU Session so that the ULCL/Edge PSA is inserted and the application that that Edge AS is broken out there.
Some version of this new function is part of: 
· Solution 3, which refers to it as “DNS AF” and places it after the central PSA and before an (optional) NAT
· Solution 6, that assigns this functionality to SMF
· Solution 8, which describes a simpler form of coordination (on DNS Query only) split between UPF and SMF.
· Solution 9, which seems to place it in a DNS Resolver with AF capabilities (the update of the connectivity is not addressed though).
· Solution 11, that places it outside 5GC in a DoH server with AF capabilities.
· Solution 12, which also describes a simpler form (on DNS Query only) and places it in SMF.
· Solution 22, which introduces the term “LDNSR” to refer to it, and places it in between SMF and UPF, or on one of them.
Though procedures are not exactly the same in all these solutions, they have in common that, as part of this new function:
· The User location needs to be mapped into a candidate DNAI/Local PSA for the Application Traffic, and then either into a Local DNS or an Edge DN client subnet address. That information is then used in the DNS Query handling.
· A PDU Session needs to be updated to add a Local PSA either Triggered by the DNS Query and the candidate PSA (bullet above), or triggered by the EAS selected by the DNS as received in the DNS response, 
Placing this functionality (aka LDNSR) in SMF has the following advantages:
· It can take into account the latest SMF PDU Session information. It opens for smarter and more dynamic decisions. And no additional ad-hoc session needs to be created and manage in another NF. 
· All the SMF Configuration related to topology of UPFs and N6 accesses to the DNs can be reused. No need to replicate parts of it in another NF.
· The R’16 AF influence on routing API related procedures bring application layer information all the way down to SMF. An LDNSR in SMF can access this information and take into account.
· A bit lesser number of signals are needed, procedures are simpler and DNS resolution is possible with slight less latency.
With the proposed placement, the DNS Resolver provided to the UE at session establishment would be the SMF. This way, the SMF can terminate the DNS secure connection and influence the DNS in alignment with the connectivity. 
This approach has no impacts on the N4 Reference point. Data forwarding between the SMF and UPF as described in TS 23.501 5.8.2.5.is used. The Central UPF/PSA needs to be provisioned rules per PFCP session context that instruct UPF to:
-  forward to the CP function the UL traffic addressed to the LDNSR
-  forward to the UE over N3/N9 the traffic coming from CP from the LDNSR
SMF may directly forward the DNS Query to (and received the DNS response from) the DNS Resolver. One alternative though is to use Forwarding of packets between the CP function and the external PDN (over SGi) / DN (over N6) via UP (see TS 23.501 5.8.2.5). 
.
************* Start Changes *************
7	Overall Evaluation
7.x	Evaluation of Solutions for Key Issue #1 for Dynamic Insertion of an ULCL/Edge PSA 
Several solutions in the TR introduce a new function that coordinates DNS for AS discovery and the connectivity for the application traffic. This function enables that it is possible to select an Edge AS for a potential Edge PSA that can be closer to the edge than current PSA. It then triggers an update of the PDU Session so that an ULCL and local PSA is inserted to break out application traffic to the Edge AS.
Some version of this function is included in: 
Solution 3, which refers to it as “DNS AF” and places it after the central PSA and before an (optional) NAT
Solution 6, that assigns this functionality to SMF
Solution 8, which describes a simpler form of coordination (on DNS Query only) that is split between UPF and SMF.
Solution 9, which seems to place it in a DNS Resolver with AF capabilities (the update of the connectivity is not addressed though).
Solution 11, which places it outside 5GC in a DoH server with AF capabilities.
Solution 12, which also describes a simpler form of coordination (on DNS Query only) used for PDU session re-anchoring instead. It places this function in SMF.
Solution 22, which introduces the term “LDNSR” to refer to it, and places it in between SMF and UPF, bits mentions SMF and UPF as alternative placements.
For simplicity, that new function is referred to as “LDNSR” in this evaluation. 
On very high level, LDNSR needs to: 
Map the User location into a candidate DNAI and/or Local PSA for the Application Traffic. And then, depending on the solution, it may need to map that one into either a Local DNS or an Edge DN client subnet address.
Be able to update the PDU Session to have a Local PSA. In the simplest form that is triggered by the DNS Query and based on the candidate Local PSA selected above. Or it is triggered by the EAS selected by the DNS as received in the DNS response.
When LDNSR is part of SMF:
LDNSR has full access to the PDU Session information (no additional session needs to be created) and can take smarter decisions and adapt better to the PDU Session dynamic changes. 
The SMF Configuration related to topology of UPFs and their N6 accesses to the DNs can be reused. No need to replicate any of that information in another NF
The information received via AF influence on routing API is available to SMF, and so to LDNSR.
Less signaling is needed, and thus procedures are simpler and DNS resolution is possible with slight less latency.
It is proposed to have LDNSR as an SMF function. This approach has no impacts on the N4 Reference point. Data forwarding between the SMF and UPF (as described in TS 23.501 [2] chapter 5.8.2.5.) can be used.
[bookmark: _Toc23255042][bookmark: _Toc26346414][bookmark: _Toc26346627][bookmark: _Toc26773897][bookmark: _Toc31192364][bookmark: _Toc31192524][bookmark: _Toc31193015][bookmark: _Toc31616194][bookmark: _Toc31616269][bookmark: _Toc31616345][bookmark: _Toc31616421][bookmark: _Toc43317521][bookmark: _Toc43374993][bookmark: _Toc43375454][bookmark: _Toc43801978][bookmark: _Toc43806244][bookmark: _Toc43806551]9	Conclusions
9.x	Conclusions regarding solutions for Key Issue #1 for Dynamic Insertion of an ULCL/Edge PSA
LDNSR should be an SMF function.
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