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Abstract of the contribution: KI 1: partial conclusions
1 Discussion
The support of the dynamic insertion of a local UPF acting as UL CL or BP (branching Point) is beneficial if following conditions are met

· a local UPF acting as UL CL or BP makes sense (usage of SSC mode 2 / mode 3 does not render a local UPF pointless because the PSA of the PDU Session is always fairly local)
· There is no other reason to insert a local UPF: if UP traffic forwarding rules already require the deployment of a local UPF, adding an UL CL or BP functionality to this local UPF is not a high burden and the benefit of the support of the dynamic insertion of a local UPF acting as UL CL or BP becomes low

· The system load induced by the dynamic insertion of a local UPF acting as UL CL or BP is not too high
The LDNSR needs to be able to update the DNS requests (adding the ECS options) and to see the DNS responses (to detect whether the IP address being provided by the authoritative server matches the IP addres ranges configured as eligible for traffic offload). Thus it has to terminate any DNS security and thus handle any DNS traffic from / to the UE;
Having the LDNSR in SMF implies that every DNS request and response involve any UE has to be handled by the SMF. This would load the SMF and the N4 interface of the UPF; as UE usage of DNS signaling may be quite intensive it does not appear efficient to put the associated load onto the SMF;
2 Proposal

It is proposed to update TR 23.748 as follows
FIRST CHANGE 
9
Conclusions


9.X
Conclusions on KI 1

Editor's note:
This clause currently lists interim conclusions.
Pre-requisites

a) DNS traffic may be encrypted between the UE and the DNS forwarder / resolver in the operator or 3rd party network
R17 specifications will support:

1)  the capability for a DNS forwarder / resolver under control of the 5GC operator to provide the authoritative DNS server with information related with UE location; the information related with UE location corresponds to the ECS DNS option as defined in RFC 7871. As a consequence of Pre-requisites a), the DNS forwarder / resolver under control of the 5GC operator may have to support DNS encryption.
NOTE 1: 
This leverages the capability of many Authoritative DNS servers to return different responses based on ECS received in the DNS request.
2) The 5GC needs to support an interface allowing a3rd party AF to control on which PDU Session a DNS request for a domain is going to be sent by the UE
If the capability to support dynamic insertion of UL CL / BP based on the output of a DNS exchanges with the UE is specified in R17, the corresponding capability to inspect DNS responses sent to the UE is not to be supported by the SMF: such capability would correspond to a network function (other than SMF) able to trigger SMF insertion of an UL CL / BP based on its (network function other than SMF) inspection of DNS responses sent to the UE
NEXT CHANGE (2)
NEXT CHANGE (3)
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