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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes a new solution for KI#3
1	Introduction

2	Proposal
It is proposed to agree the following changes in TR 23.748.

************* Start Changes *************
6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	Key Issues

	
	1
	2
	3
	5

	#1: Provisioning URSP configuration to the UE to establish PDU Sessions for edge applications
	X
	
	
	

	#2: Local DNS based edge server address discovery
	X
	
	
	

	#3: DNS AF
	X
	
	
	

	#4: Providing the DNS authoritative server with IP addressing information about where the UE is located
	X
	
	
	

	#5: Server Discovery using DNS, IP Routing and URSP
	X
	
	
	

	#6: Discovery of EAS based on DNS
	X
	
	
	

	#7: SMF/I-SMF selection based on DNAI
	X
	
	
	

	#X: RAN information exposure in AMF
	
	
	X
	



************* Next Change*************
6.x	Solution #n: RAN Information Exposure in AMF 
6.x.1	Solution description
6.x.1.1	General
This solution addresses the Key Issue #3:
In some Edge Computing deployment the EAS may need to request the RAN information from RAN node directly. The main issue is how to identify the RAN node that the UE is current accessing and how to identify the UE within the RAN node. This solution proposes that for UE in Connected mode the AMF notifies the information of the RAN node that the UE is current accessing to the EAS. The RAN node information includes the available TNL address in the RAN node and the RAN UE NGAP ID. The EAS may establish an TNLA towards the associated RAN node if not available or reuse the existing TNLA and then request RAN information over the TNLA. As the RAN UE NGAP ID is unique within the RAN node the EAS can uses the RAN UE NGAP ID to uniquely identify the UE in the RAN node.
NOTE: 	What information can be provided by RAN node and the protocol used between the RAN node and the EAS are outside of this solution. 

6.x.2	Procedures
The procedure describes how the EAS can request information from RAN node. The NEF is optional and if needed it can be deployed separately or together with the EAS.


Figure 6.x.2-1 Call flow for RAN information exposure
Step 1. The NEF/EAS discover the UDM serving the UE and invokes the Nudm_EventExposure_Subscribe service(Event ID(s), NEF address, GPSI, DNN, S-NSSAI) in UDM. This message includes Event ID which indicates to subscribe the RAN node information from the AMF.
Step 2. Based on the current Registered AMF information, the UDM invokes the Namf_EventExposure_Subscribe service(Event ID, SUPI, NEF address, S-NSSAI, DNN ) in AMF. The Event ID indicates to subscribe the RAN node information from the AMF. 
Step 3. The AMF stores the subscription information in the UE context. The AMF sends Namf_EventExposure_Subscribe Respose to the UDM.
Step 4. The UDM sends Nudm_EventExposure_Subscribe Response to the NEF/EAS.
Step 5. When the UE enters the CONNECTED mode or handovers to another RAN node, the AMF sends Namf_EventExposure_Notification to the NEF/EAS including the RAN node information. The RAN node information includes RAN node TNLA address(es) and RAN UE NGAP ID. 
Step 6, If the TNL association is used between the NEF/EAS and RAN, and if the TNL association has not been established, the NEF/EAS select one TNLA address of the RAN node as target address to establish the TNL association between the RAN node and the NEF/EAS
Step 7, The RAN node confirms the TNL association establishment by sending the response message
Step 8, The NEF/EAS sends RAN info Subscription Request to the RAN node. This information is sent to RAN over the TNL association between RAN node and NEF/EAS if TNL association is used. The RAN info Subscription Request includes the requested radio network information and the RAN UE NGAP ID to uniquely identify the UE context in the RAN.
Step 9, The RAN node response the RAN info Subscription Response.
Step 10, The RAN node sends the radio network information notification towards the NEF/EAS immediately, or periodically, or after detection of the event received in the subscription request from the NEF/EAS
NOTE: 	Step 6-10 are shown as example and not within the scope of this solution
Step 11, When the UE enters IDLE mode or Deregistered state the AMF sends Namf_EventExposure_Notification to notify the NEF/EAS to remove the RAN UE NGAP ID. The TNLA between the NEF/EAS and RAN node may be kept for other UE.

6.x.3	Impacts on Existing Nodes and Functionality
UDM
1.	Support new event to expose the RAN node information.
AMF
1.	Support new event to exposure the RAN node information. The RAN node information includes RAN node TNLA addresses and current RAN UE NGAP ID of the UE in Connected mode.

*************** End Changes ***************
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