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1	Discussion
Since there are several other papers in this meeting that provide detailed comparision of solutions, this contribution will not go into the details of comparison of different solutions. However, we provide high level principles for agreements for KI#4.

1.1  	Commercial IoT Onboarding and Provisioning Solutions

Onboarding and remote provisioning speficially for IoT is a very hot topic in the industry. Several schemes have been developed. Intel's Secure Device Onboard is one scheme and ARM Pelion Device management is for remote provisioning (several references in the web) is another. Schemes like these will also be applicable for onboarding and remote provisioning for SNPNs. 

The following figure illustrates the work flow and complexity involved:
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Figure 1: Overview of Intel's Secure Device Onboard scheme.

The objective of this contribution is not to propose the use of Intel's Secure Device Onboard, but to use this to highlight some of the salient features that are characteristics of scalable onboarding procedure:

Requirement for late-binding: From the point of manufacture to the point where the device is deployed, there are several transitions, from chip manufacturer, to OEM/ODM vendor, to distributor, to retailer and then finally deployment. The site for authentication will in most cased not be able to provisioned into the device, only the rendezvous point from where to obtain the address of the authenticating server. 

It does not make sense for 3GPP to specify an onboarding scheme, but the key requirement is that IP connectivity to onboarding site is provided. Then OTT onboarding proceure takes place.
[bookmark: _Toc510607461]3.	References
[1]		Intel's Secure Device Onboard, https://www.youtube.com/watch?v=jpAPKmLOm3A 
[2]		ARM Pelion Device Management, https://www.pelion.com/  
2	Proposal
It is proposed to update TR 23.700-07 as indicated below.

* * * * Start of Change (All text is new)* * * *
8.X	Key Issue #4: UE onboarding and remote provisioning
The following principles are agreed for onboarding and remote provisioning for SNPN:
-	The details of the onboarding and remote provisioning procedure is not specified by 3GPP and uses industry developed mechanisms.
NOTE: SA3 may evaluate these mechanism and provide guidance on appropriateness of use for SNPNs.
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* * * * End of Change * * * *
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