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Abstract: This contribution proposes conclusion texts for KI#1, KI#2 and KI#3.
1. Discussion
2. Proposal
It is proposed to capture the following texts as the conclusion for KI#1, KI#2 and KI#3 in TR 23.754.
* * * * First Change * * * *
[bookmark: _Toc510607506][bookmark: _Toc28869886][bookmark: _Toc30008185][bookmark: _Toc31035886][bookmark: _Toc31037031][bookmark: _Toc43132137][bookmark: _Toc26520138][bookmark: _Toc26530876][bookmark: _Toc26530926][bookmark: _Toc26530975][bookmark: _Toc519004414]8	Conclusions
Editor's note:	This clause will capture conclusions from the study.

For KI#1 it is agreed that (below also applies to KI#3 for networked UAV-C):
-	An UAV is identified by USS/UTM using a CAA-level UAV ID assigned by USS/UTM.
-  An UAV is identified by the 3GPP System using a 3GPP UAV ID assigned by the MNO.
-  The CAA-level UAV ID may be transmitted by USS/UTM to the 3GPP system.
-  The 3GPP UAV ID may be transmitted by the 3GPP system to the USS/UTM during UAV authentication and authorization, UAV and UAV-C pairing authorization and tracking of UAV.
-  The 3GPP UAV ID is transmitted by the USS/UTM to the 3GPP system when invoking MNO services (e.g. exposure function/location services) or authorization/revocation.
- 	The CAA-level UAV ID is included by the 3GPP system in messages towards USS/UTM when providing MNO services e.g. exposure function/location services.
- 	The CAA-level UAV ID is used for Remote ID functionality (network or broadcast remote ID)

For KI#2 it is agreed that (below also applies to KI#3 for networked UAV-C):
-  An UAV may be authenticated and authorized by USS/UTM during UAV registration with the 3GPP system. Existing authentication and authorization framework is leveraged as much as possible to minimize the impact on 5GS and EPS system protocols, depending however on security solutions defined possibly outside 3GPP. A UAV includes during registration a CAA Level UAV identity in a transparent container. The 3GPP system determines whether to initiate UAV authentication/authorization based on subscription and local policies.

-  UAV authentication and authorization by USS/UTM is conditional on the UE having performed successfully a primary 3GPP authentication and with Aerial UE function as part of the subscription (see Rel.15 and solution #8).
-  An UAV is authenticated and authorized by USS/UTM using a CAA-level UAV ID and based on security mechanisms and credentials defined outside the scope of 3GPP.
-	The 3GPP network shall be informed of the UAV authentication and authorization result and enforce the result accordingly. 
	Comment by Lenovo r02: Propose to delete this as it adds no value to the conclusions for Key Issue #1
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