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Abstract: This contribution introduces the updates on the support of roaming-based or N3IWF-based architecture for mobility scenarios
1. Introduction/Discussion
Solution #1, #2 use the roaming-like architecture to address the KI#1: Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN. They allow the interworking between SNPN and Home Service Provider, which may be the PLMN. In R16, the N3IWF-based architecture is already adopted to support the interworking between SNPN and PLMN. Therefore, there is a scenario depicted in the following figure, where the PLMN1 supports roaming with PLMN2 via SEPP/IPUS, interworking with SNPN1 via both the SEPP/IPUPS and the N3IWF, interworking with SNPN2 via N3IWF. The following aspects should at least to clarify to enable the both support of roaming-like based interworking and N3IWF-based interworking in the network:
· UE1 is the subscriber of PLMN1. UE1 is allowed to access to SNPN1. UE1 can register to SNPN1 using PLMN1 subscription or credentials. Still the UE1 may attempt to register to PLMN1 via SNPN1 via N3IWF of PLMN1. Then whether the PLMN1 allows UE1 to register?
· In this case, it is assumed that UE1 will not to attempt to access PLMN1 via SNPN1 via N3IWF of PLMN1. If the PLMN1 receives UE’s registration attempt, the PLMN1 will accept UE’s registration and keep UE registered via 3GPP access type and N3GPP access type at the same time.
· UE2 is the subscriber of SNPN2, as well as the subscriber of PLMN1. UE2 is not allowed to access to SNPN1. UE2 supports SNPN access mode to register to SNPN2, and supports N3GPP registration to PLMN1 via SNPN2 via N3IWF of PLMN1. When UE2 moves to SNPN1, the UE2 may attempt to select SNPN1 by e.g., manual selection disregarding the RAN broadcast, then register to SNPN1 using PLMN1 subscription or credentials. How does SNPN1 prevent this attempt?
· The allowed SNPN list is part of UE2 PLMN subscription, and then the SNPN1 can validate whether the UE’s attempt is valid or not according to the allowed SNPN list. If Xn interface is supported between SNPN1 and SNPN2, the allowed SNPN list can be considered as the criteria to decide the target network by the source RAN.
· Roaming support between PLMN1 and PLMN2 is based on SEPP/IPUPS deployed at the border of PLMN. For PLMN1, whether the same SEPP/IPUPS entity is used to support interworking with SNPN1?
· Considering that there are tens of thousands of SNPNs in the future, if PLMN interacts with these SNPNs by the existing SEPP entity that is used to support roaming between PLMNs, these will bring a lot of impacts to the existing SEPP, e.g., will raise a lot configuration and routing load at the existing SEPP, also, the routing path between SNPN and PLMN will always to through a “remote” existing SEPP, this is not optimal. Hence, the PLMN SEPP/IPUPS entity used for interactions between PLMN and SNPN is suggested to be deployed independently from the SEPP/IPUPS entity used roaming with other PLMNs. The PLMN SEPP/IPUPS entity used for interactions between PLMN and SNPN can follow the current mechanism defined in TS33.501. And they can be deployed distributed or locally in order to mitigate the configuration and routing load, as well as optimize the routing path. This also helps simplify the maintenance work.


· UE3 is the subscriber of SNPN2, as well as the subscriber of PLMN1. UE3 is allowed to access to PLMN2, SNPN1 and SNPN2. When UE3 moves between PLMN2 and SNPN1, the UE2 can use the HO procedure as defined in TS23.502 clause 4.9.1 since the PLMN2 and SNPN1 support interworking via SEPP/IPUPS; when UE3 moves between SNPN1 and SNPN2, the UE2 can use the HO procedure as defined in TS23.502 clause 4.9.2 since the SNPN1 and SNPN2 support interworking via N3IWF. However, when UE3 moves to a SNPN or PLMN with which the source network does not support interwork, the UE2 can use the procedure as defined in TS23.502 clause 4.3.2. therefor there exists three possible options for mobility between source network and target network when allowing both support of the roaming-like based interworking and N3IWF-based interworking, how does the UE behave correctly in the mobility scenarios
· When UE moves to the target network, the UE performs HO registration to the target network, the target network may know the interworking between source network and the target network, and then may inform UE of a mobility indication to instruct UE how to behave to handover the PDU Session. Then the UE performs the handover of the PDU Session to the target network according to the mobility indication and local configuration. If the UE doesn't receive the mobility indication, the UE first tries for PDU Session handover using procedure as defined in TS23.502 clause 4.9.1, if failed, then the UE tries for PDU Session handover using procedure as defined in TS23.502 clause 4.9.2, if failed, finally the UE established a new PDU Session using procedure as defined in TS23.502 clause 4.3.2.


Proposal: Update Sol#1 and Sol#2 to clarify the above aspects to enable the both support of roaming-like based interworking and N3IWF-based interworking.



2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-07 v0.4.0.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc43475749][bookmark: _Toc43475373][bookmark: _Toc43392577][bookmark: _Toc31114303][bookmark: _Toc26337056][bookmark: _Toc25934676]6.1	Solution #1: Standalone non-public network supporting service providers
[bookmark: _Toc43475750][bookmark: _Toc43475374][bookmark: _Toc43392578][bookmark: _Toc31114304][bookmark: _Toc26337057][bookmark: _Toc25934677]6.1.0	Definitions
Visited-SNPN (V-SNPN): An SNPN for which the UE does not have a subscription associated with the SNPN's identity (PLMN ID and NID combination) and which supports access using credentials (Home SP credentials) owned by an entity separate from the SNPN.
Home Service Provider (Home SP): An entity separate from the SNPN that supports that its subscription is used to access a (different) SNPN. Also referred in the text simply as "Service Provider".
[bookmark: _Toc43475751][bookmark: _Toc43475375][bookmark: _Toc43392579]6.1.1	Introduction
The solution addresses key issue #1 (Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN). The solution also addresses the service continuity aspect in KI#2.



Figure 6.1.1-1: Standalone Non-public network supporting service providers with services provided by the Serving SNPN
NOTE 1:	The entity separate from the SNPN is referred to as service provider. The SP owns at least an AUSF and a UDM.
NOTE 2:	Reference points between the SNPN and the Home SP need not be roaming interfaces (e.g. N12, N8, N10, N16…).
NOTE 3:	In the case of the Home SP is PLMN, the Home SP SEPP/IPUPS entity used for interactions between Home SP and SNPN is recommended to be deployed independently from the ones used for roaming with other PLMNs. In addition, they can be deployed distributed or locally within the Home SP to mitigate the configuration and routing load, as well as optimize the routing path and simplify the maintenance work.
Editor's note:	The different cases when the SP credentials are PLMN credentials and the case when the SP credentials are SNPN credentials need to be individually addressed in detail.
The following are the main principles of the solution:
-	Depicted in Figure 6.1.1-1 is the architecture for Standalone Non-Public Network (SNPN) supporting Service Providers with services provided by the Serving SNPN.
-	It is assumed that there is a service level agreement between the SNPN owner and the Service Provider.
-	The Service Provider owns the subscription of the UE(s) and Standalone NPN provides access and connectivity for the UE. When the Service Provider uses PLMN credentials for its subscribers, the UE uses USIM credentials.
-	For each subscription with a service provider, the UE is configured with an "Equivalent Home Service Provider" list and/or a "Service Provider Controlled Network Selector" list that assists the UE in network selection.
[bookmark: _Toc43475752][bookmark: _Toc43475376][bookmark: _Toc43392580][bookmark: _Toc31114305][bookmark: _Toc26337058][bookmark: _Toc25934678]-	During mobility scenarios, the target network may inform the UE of a mobility indication to instruct UE to handover the Home Routed PDU Session using procedure as defined in TS23.502 clause 4.9.1 during UE registration
-	During mobility scenarios, the target network may inform the UE of a mobility indication to instruct UE how to handover the Local Breakout PDU Session during UE registration. This mobility indication is made based on the interworking situations between the source network and the target network (e.g., roaming-like interworking or N3IWF-based interworking or no interworking support). According to the mobility indication the UE performs the handover of the Local Breakout PDU session using procedure as defined in TS23.502 clause 4.9.1 or procedure as defined in TS23.502 clause 4.9.2 or procedure as defined in TS23.502 clause 4.3.2 to the target network according to the mobility indication. If mobility indication is not received, the UE performs the handover of the Local Breakout PDU session in the following order:
-	Procedure as defined in TS23.502 clause 4.9.1;
-	Procedure as defined in TS23.502 clause 4.9.2;
-	Procedure as defined in TS23.502 clause 4.3.2;
6.1.2	Functional Description



Figure 6.1.2-1: Standalone Non-public network supporting service continuity for services provided by the Home SP
NOTE 1:	Reference points between the SNPN and the Home SP need not be roaming interfaces (e.g. N12, N8, N10, N16…).
Editor's note:	The different cases when the SP credentials are PLMN credentials and the case when the SP credentials are SNPN credentials need to be individually addressed in detail.
The solution has the following assumptions:
-	A standalone non-public network has control plane and optionally user plane interfaces with one or more service providers. At the minimum, the 5GC of the SNPN needs to have an interface with the AUSF/UDM residing in the Service Provider.
-	SNPN access mode in the UE as defined in Rel-16 is not required to be supported because the network selection is controlled via configured lists (refer below to the "Equivalent Home Service Provider" list and "Service Provider Controlled Network Selector" list) which include a mix of both PLMN IDs and "service provider IDs" (i.e. PLMN ID + NID tuples) and the SNPN selection is fully integrated into PLMN selection as specified in TS 23.122 [5].
Editor's note:	SA WG1 needs to clarify the service requirements for the solution and CT WG1 needs to confirm the solution and therefore the network selection proposal in this solution is FFS.
NOTE 2:	In Rel-16, the purpose of SNPN access mode was to serve as a 'switch' between SNPN selection (specified in TS 23.501 [4]) and PLMN selection (specified in TS 23.122 [5]) whereby the UE is instructed to use either SNPN selection or PLMN selection, but not both at the same time.
NOTE 3:	Rel-16 UEs are not impacted by this solution as they can continue using SNPN access mode.
The solution is based on the following principles:
-	The UE has subscription with Service Provider identified with a service provider ID. The service provider identifier may be identified by a PLMN ID or PLMN ID+NID.
-	When the Service Provider of the UE is identified by a PLMN ID, the UE subscription data and credentials are stored at the UDM/UDR and the UE uses USIM credentials. This is represented in Figure 6.1.2-1.
-	The stand-alone non-public network can provide local services to the UE using the architecture in Figure 6.1.1-1 or provide access to the Service Provider services using the architecture in Figure 6.1.2-1 or Figure 6.1.2-2.
-	When the Service Provider of the UE is identified by a PLMN ID, the standalone non-public network selects the session management function and PDU Session Anchor (PSA) in the SP to support PDU sessions that require service continuity using the architecture in Figure 6.1.2-1 or Figure 6.1.2-2.
-	Mobility in the absence of the N14 interface between SNPN and PLMN is handled by the "Existing PDU Session" indication in the PDU Session Establishment Request.
-	When the Service Provider of the UE is a SNPN, the UE subscription data and credentials are maintained by the SNPN. This is represented in Figure 6.1.2-3, where UE has subscription with the Service Provider which is a SNPN and the UE is authorized to services provided by the SNPN.
-	The NG-RAN nodes in the standalone non-public network broadcasts the following:
-	List of combined PLMN IDs and NIDs identifying the standalone non-public networks to which the NG-RAN provides access.
-	The UE shall be configured with the following:
-	Subscriber identifier and credentials for the subscribed service provider (which is identified by PLMN ID or a combination of PLMN ID and NID).
-	A "Service Provider Controlled Network Selector" list which is modelled based on the Operator Controlled PLMN Selector with Access Technology list defined in TS 23.122 [5].This list can include both PLMN ID and combination of PLMN ID and NID ranked in priority order. In addition, the UE may be configured with an "Equivalent Home Service Provider" list which is modelled based on the EHPLMN list defined in TS 23.122 [5].
-	The above information can be updated by a Home SP (for its subscription) using the UE Configuration Update procedure as defined in TS 23.502 [6] clause 4.2.4.2. An alternative is to use the UE parameter update procedure and other provisioning methods can be considered by Stage 3 WGs.
-	A UE that can register in a SNPN using the credentials of a Home SP can also access services of the Home SP using the architecture depicted in Figure 6.1.2-1. The UE will not attempt to access the Home SP services via the Home SP's N3IWF; however, the Home SP will not reject UE’s attempt if there is one, and will accept it as a normal N3GPP registration.
If the Rel-17 UE does not need to be prevented from attempting to register with a Rel-16 SNPN completely (i.e. not even make a single attempt), the Rel-17 UE may attempt to connect to a Rel-16 SNPN (e.g. because the serving SNPN identity is configured in the UE configured lists). In this case the SNPN rejects the registration attempt with an appropriate rejection cause specified in TS 24.501 [8] e.g. #74 (Temporarily not authorized for this SNPN) or #75 (Permanently not authorized for this SNPN). This will prevent the Rel-17 UEs (either temporarily or permanently) from future registration attempts with this SNPN.
If the Rel-17 UE needs to be prevented from attempting to register with a Rel-16 SNPN completely (i.e. not even make a single attempt), then it is proposed to use a new SIB indication (with the meaning "access using Home SP credentials is supported") so that Rel-17 UEs can only attempt to connect to an SNPN using Home SP credentials when this indication is advertised. For introducing this indication, co-ordination with RAN WG2 is required.
If the UE attempts to connect to the SNPN using the credentials of a Home SP by e.g., manual selection disregarding the SIB indication, the SNPN will reject this attempt using the allowed SNPN list in the subscription data of Home SP during the registration procedure. The allowed SNPN list is also used by source network as the criteria to trigger the HO procedure towards the target SNPN.	Comment by Huawei-ZQH824: Allowed SNPN list

Editor's note:	Regarding service continuity: As non-3GPP credentials are limited to isolated networks per service requirement this clause needs to be updated accordingly TS 22.261 [2], clause 8.3.
[bookmark: _Toc43475753][bookmark: _Toc43475377][bookmark: _Toc43392581][bookmark: _Toc31114306][bookmark: _Toc26337059][bookmark: _Toc25934679]6.1.3	Procedures
The UE configuration is described in clause 6.1.2.
The principles for standalone non-public network discovery and selection with support for service providers is as given below:
-	UE has subscription with a service provider identified in the configured lists in the UE by its PLMN ID or combination of PLMN ID and NID. (For example - identified as SP#X).
-	SP#X has an agreement with standalone non-public network (NPN#A) that is identified in the information broadcasted on the radio interface by its combination of PLMN ID and NID (For example - identified as NPN#A), allowing the UEs that have subscription with SP#X to access the services of SP#X via NPN#A.
-	The UE has a stored "Service Provider Controlled Network Selector" list, and optionally an "Equivalent Home Service Provider" list, that contains both SP#X and NPN#A.
-	The radio access network of NPN#A broadcasts its own ID i.e. NPN#A.
-	The UE which has subscription with SP #X selects NPN #A since NPN #A is configured in UE's "Equivalent Home Service Provider" list or "Service Provider Controlled Network Selector" list. If UE is configured with both "Equivalent Home Service Provider" list or "Service Provider Controlled Network Selector" list, the UE considers the entries in "Equivalent Home Service Provider" list have precedence during network selection. This is similar as currently specified in TS 23.122 [5] where EHPLMN list has higher priority than Operator Controlled PLMN Selector list.
NOTE:	If the UE is in coverage of the service provider's SNPN (i.e. the information broadcasted on the radio interface includes the PLMN ID + NID tuple of the SNPN), the UE selects this SNPN.
-	Once the network selection is complete, the UE registers with the network by providing the UE identity, (including the SP identity e.g. as part of the "realm" part in the UE identity) and credential corresponding to the service provider. It is assumed that the authentication request is routed to UDM in the service provider's administrative domain.
-	If during network selection the UE has exhausted all the PLMN ID or PLMN ID + NID tuples in the configured list without finding a match with the information advertised on the radio interface, the UE does not attempt to register with any SNPN.
-	If the UE has subscriptions with multiple service providers, this solution assumes that the user selects the subscription which it wants to use before network selection is triggered.
[bookmark: _Toc43475754][bookmark: _Toc43475378][bookmark: _Toc43392582][bookmark: _Toc31114307][bookmark: _Toc26337060][bookmark: _Toc25934680]6.1.4	Impacts on services, entities and interfaces
UE:
-	UE is configured with "Service Provider Controlled Network Selector" list, and optionally an "Equivalent Home Service Provider" list, that contains both SNPN identities and PLMN identities.
-	Integrated PLMN and SNPN selection procedure (i.e. SNPN access mode is not used).
-	Support of mobility indication or local configuration for PDU session handover.
NG-RAN:
-	None (if the use of rejection cause is deemed sufficient) or a new SIB indication with the meaning of "access using Home SP credentials is supported".
-	Support of allowed SNPN list
5GC:
-	Support for PlmnIdNid data type on N16.
-	Support of allowed SNPN list
-	Support of mobility indication

Editor's note:	Other impact on N8, N12, N16, N24 and N31 reference points is FFS.

* * * * Second change * * * *
[bookmark: _Toc43475755][bookmark: _Toc43475379][bookmark: _Toc43392583][bookmark: _Toc31114308]6.2	Solution #2: SNPN access using credentials owned by an entity separate from the SNPN
[bookmark: _Toc43475756][bookmark: _Toc43475380][bookmark: _Toc43392584][bookmark: _Toc31114309][bookmark: _Toc19722246]6.2.1	Introduction
This solution addresses Key Issue #1 ("Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN "). Those entities separate from the SNPN are referred to as Home SPs hereafter. The solution also addresses Key Issue 2 ("NPN support for Video, Imaging and Audio for Professional Applications (VIAPA)") as it enables UEs with e.g. a PLMN subscription to access a venue NPN that provides e.g. audience services.
Key idea of the solution is that a Visited-SNPN (V-SNPN) broadcasts information that enables a UE to determine whether the UE can access the V-SNPN using any of the Home SP credentials that the UE is configured with.
In particular, a V-SNPN may broadcast identities of Home SPs that the V-SNPN has an agreement with, i.e. which supports access to the V-SNPN using the credentials of those Home SPs.
This approach addresses e.g. scenarios where it is not guaranteed that the Home SP can always provide the UE with the list of all allowed V-SNPNs before the UE needs to select a V-SNPN. The latter refers for example to scenarios where a new SNPN needs to be added for a UE while the UE is disabled and the UE is powered on in a location where only that V-SNPN is available. One example is audio/video recording equipment that is transported from a storage facility to a venue where it needs to be temporarily installed and connected to the venue's SNPN. If the UE attempts to connect to the V-SNPN using the credentials of a Home SP by e.g., manual selection disregarding the broadcast, the V-SNPN will reject this attempt using the allowed V-SNPNs in the subscription data of Home SP during the registration procedure. The allowed V-SNPNs is also used by source network as the criteria to trigger the HO procedure towards the target SNPN.
A V-SNPN may also broadcast the identities of Roaming Groups that the V-SNPN has an agreement with for access to the V-SNPN using the credentials of any of the Home SPs that are part of the Roaming Group. The UE is assumed to be configured by the Home SP with one or more Roaming Groups that the Home SP is part of so that the UE can select a V-SNPN that supports one of the Roaming Groups the UE is configured with. One benefit of the Roaming Group is that the V-SNPN does not need to broadcast the identities of all the Home SPs that are part of the Roaming Group but only needs to broadcast the Roaming Group ID instead.
Roaming Group examples include:
-	National operating companies of a multi-national operator
-	By broadcasting the Roaming Group ID assigned to the multi-national operator, a V-SNPN can enable the UEs from all the national operating companies of the multi-national operator to select the V-SNPN (instead of having to broadcast the Home SP IDs of each of the national operating companies, which may also exceed the number of Home SP IDs supported by SIB).
-	Home SPs that are connected to a roaming hub provider
-	Typically mobile operators have direct interconnections and roaming agreements only with large partner networks.
-	For the large amount of small partner networks, mobile operators typically use the services of a roaming hub provider that provide interconnection and roaming with a large amount of partner networks while avoiding the need for bilateral agreements and interconnection.
-	By broadcasting the Roaming Group ID assigned to the roaming hub provider, a V-SNPN can enable the UEs from all the Home SPs connected to the roaming hub provider to select the V-SNPN (instead of having to broadcast the IDs of each of the Home SPs, which may also exceed the number of Home SP IDs supported by SIB) while also avoiding the need for the Home SPs to maintain an accurate list of all the supported V-SNPNs.
NOTE 1:	The Roaming Group ID is assumed to be globally unique or self-managed. Assignment of a unique Roaming Group ID is beyond the scope of 3GPP.
Editor's note:	Roaming Group ID can be based on private enterprise number issued to e.g. a multi-national operator group or to a roaming hub provider by Internet Assigned Numbers Authority (IANA) in its capacity as the private enterprise number administrator [9].The exact format of the Roaming Group ID will be defined by CT WG4. Considering only subsets of the solution during conclusion of the key issue is not precluded, e.g. the need for Home SP ID broadcast is FFS.
Editor's note:	roaming hub provider and roaming group approach needs to be clarified with GSMA and is therefore FFS.
The following clauses illustrate the solution in greater detail.
[bookmark: _Toc43475757][bookmark: _Toc43475381][bookmark: _Toc43392585][bookmark: _Toc31114310][bookmark: _Toc19722247]6.2.2	Functional Description
[bookmark: _Toc43475758][bookmark: _Toc43475382][bookmark: _Toc43392586][bookmark: _Toc31114311]6.2.2.1	Definitions
The following definitions apply:
Visited-SNPN (V-SNPN): An SNPN for which the UE does not have a subscription associated with the SNPN's identity (PLMN ID and NID combination) and which supports access using credentials owned by an entity separate from the SNPN (Home SP credentials).
Home Service Provider (Home SP): A PLMN or an SNPN that supports that its subscription is used to access a (different) SNPN.
Home SP subscription: A subscription issued by an SNPN or a PLMN.
Home SP-ID: Identifies the Home-SP that issued the subscription that a UE is using to access a V-SNPN. The Home SP ID consists of a PLMN ID, if the Home SP is a PLMN or a PLMN and NID, if the Home SP is an SNPN.
Roaming Group: A group of Home SPs that a V-SNPN has an agreement with for access to the V-SNPN using the credentials of any of the Home SPs that are part of the Roaming Group.
Roaming Group ID: Identifies a Roaming Group.
[bookmark: _Toc43475759][bookmark: _Toc43475383][bookmark: _Toc43392587][bookmark: _Toc31114312]6.2.2.2	Architectures
Registration with V-SNPNs and access to data networks located in the V-SNPN or the Home SP is supported based on the following architectures:
1)	5GS architecture for local breakout scenarios as documented in TS 23.501 [4] clause 4.2.4 with the V-SNPN taking the role of the V-PLMN and the Home SP taking the role of the HPLMN (Figure 6.2.2.2-1).
	This architecture enables access to V-SNPN services (e.g. local IP access or Internet access).
Editor's note:	it should actually be stated that the Home SP takes the role of subscription and credentials provider (authentication is in scope).
2)	5GS architecture for home-routed scenarios as documented in TS 23.501 [4] clause 4.2.4) with the V-SNPN taking the role of the V-PLMN and the Home SP taking the role of the HPLMN (Figure 6.2.2.2-2).
-	This architecture enables access to Home SP services using a home-routed PDU session.
NOTE:	This scenario requires 3GPP credentials being used as usage of non-3GPP credentials in this release is per service requirement for isolated networks only.


Figure 6.2.2.2-1: Access to V-SNPN services (e.g. local IP access or Internet access) using home SP credentials for authentication in the V-SNPN


Figure 6.2.2.2-2: Access to Home SP services (e.g. local IP access or Internet access)
using a home-routed PDU session.
NOTE 1:	It is assumed that a UE that can register in a V-SNPN using the credentials of a Home SP can also access services of the Home SP using the architecture depicted in Figure 6.X.2.2-2, i.e. the UE will not access the Home SP services via the Home SP's N3IWF. However, the Home SP will not reject UE’s attempt if there is one, and will accept it as a normal N3GPP registration.
[bookmark: _Toc43475760][bookmark: _Toc43475384][bookmark: _Toc43392588][bookmark: _Toc31114313]NOTE 2:	In the case of the Home SP is PLMN, the Home SP SEPP/IPUPS entity used for interactions between Home SP and SNPN is recommended to be deployed independently from the ones used for roaming with other PLMNs. In addition, they can be deployed distributed or locally within the Home SP to mitigate the configuration and routing load, as well as optimize the routing path and simplify the maintenance work.
6.2.2.3	System information broadcast
NG-RAN nodes which support access using Home SP credentials broadcast the following information per SNPN:
-	Indication that access using Home SP credentials is supported
-	List of supported Home SP IDs
-	List of supported Roaming Group IDs
NOTE:	Further details, number of supported Home SP IDs and number of supported Roaming Group IDs that can be broadcast as well as optimizations will be determined by RAN WG2. This includes whether the indication that access using Home SP credentials is supported is needed or can be combined with other information and whether the (full) list of supported Home SP IDs/roaming group IDs is always provided or only on demand as part of the broadcast information.
[bookmark: _Toc43475761][bookmark: _Toc43475385][bookmark: _Toc43392589][bookmark: _Toc31114314]6.2.2.4	UE configuration
A UE is configured with a Home SP subscriptions and the corresponding Home SP ID.
A Home SP subscription issued by an SNPN may optionally contain the following information:
-	User-controlled prioritized list of preferred SNPNs and Roaming Groups
-	Home SP-controlled prioritized list of preferred SNPNs and Roaming Groups
A Home SP subscription issued by a PLMN may optionally contain the following information:
[bookmark: _Hlk40709173]-	User-controlled prioritized list of preferred SNPNs, preferred PLMNs and Roaming Groups
-	Home SP-controlled prioritized list of preferred SNPNs, preferred PLMNs and Roaming Groups
[bookmark: _Hlk40709249]-	Visited Network Type Preference (PLMN preferred or SNPN preferred or PLMN only, or SNPN only)
The above information (except the user-controlled list) can be updated by the Home SP using the UE Configuration Update procedure as defined in TS 23.502 [6] clause 4.2.4.2.
[bookmark: _Hlk29980094]If the Home SP subscription is an SNPN subscription, the UE operates in SNPN access mode. If the Home SP subscription is a PLMN subscription, the UE does not operate in SNPN access mode.
NOTE 1:	Details of AS/NAS impacts of searching for SNPNs when using a Home SP subscription issued by a PLMN are expected to be discussed by RAN WG2 and CT WG1.
NOTE 2:	AKA credentials are assumed when using a Home SP subscription issued by a PLMN.
NOTE 3:	Home SPs that support access to V-SNPNs using the Home SP subscription are assumed to provision the UE with a SUPI that enables the V-SNPN to find the Home SP's UDM.
NOTE 4:	If the UE has multiple Home SP subscriptions it is assumed that the subscription to use is selected by implementation specific means (e.g. based on user input) prior to network selection.
[bookmark: _Toc43475762][bookmark: _Toc43475386][bookmark: _Toc43392590][bookmark: _Toc31114315][bookmark: _Toc19722248]6.2.3	Procedures
[bookmark: _Toc43475763][bookmark: _Toc43475387][bookmark: _Toc43392591][bookmark: _Toc31114316]6.2.3.1	Automatic network selection and registration procedure
If the UE's Home SP network is not available, then the UE discovers and selects an SNPN or PLMN (if Home SP ID is a PLMN ID) as follows:
-	In the remainder of this clause the UE ignores SNPNs that do not broadcast the indication that access using Home SP credentials is supported.
[bookmark: _Hlk41578011]-	If the UE is configured with a user-controlled prioritized list of preferred SNPNs (and optionally PLMNs if Home SP ID = PLMN ID) then the UE evaluates the list in priority order as follows:
-	if a PLMN ID and NID in the list matches the PLMN ID and NID of an available SNPN, then the UE selects that SNPN;
-	if a PLMN ID in the list matches the PLMN ID of an available PLMN, then the UE selects that PLMN.
-	If the UE has not been able to select a network based on the above and the UE is configured with a Home SP-controlled prioritized list of preferred SNPNs, Roaming Groups (and optionally PLMNs if Home SP ID = PLMN ID) then the UE evaluates the list in priority order as follows:
-	if a PLMN ID and NID in the list matches the PLMN ID and NID of an available SNPN, then the UE selects that SNPN;
-	if a PLMN ID in the list matches the PLMN ID of an available PLMN, then the UE selects that PLMN;
-	if a Roaming Group ID in the list matches a Roaming Group ID broadcast by an available SNPN, then the UE selects that SNPN.
NOTE 1:	Which SNPN to select if multiple SNPNs support access using the same Roaming Group ID is up to UE implementation.
-	If the UE has not been able to select a network based on the above but if an available SNPN broadcasts a supported Home SP ID that matches the UE's Home SP subscription then the UE selects that SNPN.
NOTE 2:	Which SNPN to select if multiple SNPNs broadcast the UE's Home SP ID is up to UE implementation.
NOTE 3:	In the remainder of this clause the term "selecting an available SNPN" assumes the same selection for SNPNs as currently defined for PLMNs in TS 23.122 [5] clause 4.4.3.1.1 steps iv) and v). Details are up to CT WG1.
-	If the UE has not been able to select a network based on the above:
-	If Home SP=SNPN then the UE selects an available SNPN.
-	If Home SP=PLMN and if the UE has been configured with a Visited Network Type Preference, then the UE selects a network as follows:
-	If the Visited Network Type Preference indicates "PLMN only" then the UE ignores available SNPNs and selects an available PLMN according to TS 23.122 [5] clause 4.4.3.1.1 steps iv) and v).
-	If the Visited Network Type Preference indicates "PLMN preferred" then the UE tries to first select an available PLMN according to TS 23.122 [5] clause 4.4.3.1.1 steps iv) and v) before trying to select an available SNPN.
-	If the Visited Network Type Preference indicates "SNPN only" then the UE tries to select an available SNPN and ignores the PLMNs.
-	If the Visited Network Type Preference indicates "SNPN preferred" then the UE tries to first select an available SNPN before trying to select a PLMN according to TS 23.122 [5] clause 4.4.3.1.1 steps iv) and v).
-	If Home SP=PLMN and if the UE has not been configured with a Visited Network Type Preference, then the UE selects an available PLMN according to TS 23.122 [5] clause 4.4.3.1.1 steps iv) and v).
Once the UE has selected an SNPN or PLMN according to the procedure above, the UE performs the Registration procedure (TS 23.502 [6], clause 4.2.2.2.2). The UE provides the SUCI of the Home SP subscription. The UE is authenticated by the Home SP.
Editor's note:	The need to support access to SNPNs using a PLMN subscription (and the related changes to the PLMN selection procedure) will be determined during conclusion of the study.
Editor's note:	Network selection is in scope of SA WG1 and CT WG1. Whether there are service requirements for this, needs to be clarified with SA WG1 and the issue should be analysed by CT WG1. This clause needs to be updated based on the response from these groups
[bookmark: _Toc43475764][bookmark: _Toc43475388][bookmark: _Toc43392592]6.2.3.2	Manual network selection and registration procedure
For manual selection the UE shall present the following SNPNs for selection:
-	Available SNPNs that broadcast the indication that access using Home SP credentials is supported
-	If Home SP=PLMN, then the UE shall also present the available PLMNs
Once the user has selected an SNPN or PLMN from the available networks, the UE performs the Registration procedure (TS 23.502 [6], clause 4.2.2.2.2). The UE provides the SUCI of the Home SP subscription. The UE is authenticated by the Home SP.
NOTE 1:	Further details are assumed to be defined by CT WG1.
[bookmark: _Toc43475765][bookmark: _Toc43475389][bookmark: _Toc43392593][bookmark: _Toc31114317][bookmark: _Toc19722249]6.2.3.3	Session continuity support
During mobility scenarios, the target network may inform the UE of a mobility indication to instruct UE to handover the Home Routed PDU Session using procedure as defined in TS23.502 clause 4.9.1 during UE registration:
[bookmark: _Hlk29206025]-	If a UE is registered with a V-SNPN using a Home SP subscription moves to a different V-SNPN that supports access using Home SP credentials for the same Home SP but no N14 interface between source and target V-SNPN, then the UE attempts to transfer PDU sessions to the target V-SNPN using the PDU Session Establishment procedure with Existing PDU Session indication as defined in TS 23.502 [6] clause 4.3.2.2.
-	If a UE is registered with a V-SNPN using a Home SP subscription (where Home SP = PLMN) moves to a PLMN which does not support the N14 interface between V-SNPN and PLMN, then the UE attempts to transfer PDU sessions to the PLMN using the PDU Session Establishment procedure with Existing PDU Session indication as defined in TS 23.502 [6] clause 4.3.2.2.
-	If a UE is registered with a PLMN and moves to a V-SNPN that supports access using Home SP credentials for the UE's HPLMN but does not support the N14 interface between V-SNPN and PLMN, then the UE attempts to transfer PDU sessions to the target V-SNPN using the PDU Session Establishment procedure with Existing PDU Session indication as defined in TS 23.502 [6] clause 4.3.2.2.
The allowed V-SNPNs is used by source network as the criteria to trigger the HO procedure towards the target SNPN if there is Xn interface between source network and target network. 
[bookmark: _GoBack]During mobility scenarios, the target network may inform the UE of a mobility indication to instruct UE how to handover the Local Breakout PDU Session during UE registration. This mobility indication is made based on the interworking situations between the source network and the target network (e.g., roaming-like interworking or N3IWF-based interworking or no interworking support). According to the mobility indication the UE performs the handover of the Local Breakout PDU session using procedure as defined in TS23.502 clause 4.9.1 or procedure as defined in TS23.502 clause 4.9.2 or procedure as defined in TS23.502 clause 4.3.2 to the target network according to the mobility indication. If mobility indication is not received, the UE performs the handover of the Local Breakout PDU session in the following order:
-	Procedure as defined in TS23.502 clause 4.9.1;
-	Procedure as defined in TS23.502 clause 4.9.2;
-	Procedure as defined in TS23.502 clause 4.3.2;

NOTE 1:	Session continuity is only supported for PDU sessions anchored in the Home SP network.
Editor's note:	The need to support access to SNPNs using a PLMN subscription (and the related changes to the PLMN selection procedure) will be determined during conclusion of the study.
NOTE 21:	Service continuity even between SNPN requires 3GPP credentials being used as usage of non-3GPP credentials in this release is per service requirement for isolated networks only. Session establishment and continuity with an Home SP requires 3GPP credentials as usage of non-3GPP credentials in this release is per service requirement for isolated networks only.
[bookmark: _Toc43475766][bookmark: _Toc43475390][bookmark: _Toc43392594]6.2.3.4	Roaming Group Identity
[bookmark: _Toc43475767][bookmark: _Toc43475391][bookmark: _Toc43392595]6.2.3.4.1	General
The Roaming Group Identity shall consist of an Assignment Mode and Roaming Group Value as shown in figure 6.2.3.4.1-1.


Figure 6.2.3.4.1-1: Roaming Group ID (RG ID)
Roaming Group Identity can be assigned using following assignment modes
a)	Self-managed Roaming Group ID. This assignment mode is encoded by setting the assignment mode to 1.
b)	Globally Managed Roaming Group ID. This assignment mode is encoded by setting the assignment mode to 2
Other Assignment mode values are reserved.
Roaming Group Value can be based on IANA Private Enterprise Numbers (PEN) while the assignment mode allows the flexibility to support both locally managed (enterprise self-managed) and globally managed (by a central authority, e.g. IANA).
NOTE:	Further details of Roaming Group ID, e.g. to further sub-divide the Roaming Group Value can be discussed by CT WG4.
[bookmark: _Toc43475768][bookmark: _Toc43475392][bookmark: _Toc43392596]6.2.3.4.2	Roaming Group ID of assignment mode 1
Roaming Group Value is assigned by organizations and used internal to the organization. It does not remain unique. It can be assigned to UEs belonging to the Organization and moving between different V-SNPNs which are part of the Organization Network.
[bookmark: _Toc43475769][bookmark: _Toc43475393][bookmark: _Toc43392597][bookmark: _Toc31114318]6.2.4	Impacts on services, entities and interfaces
NG-RAN:
-	Broadcast of additional information
-	Support of allowed SNPN list
UE:
-	Support of additional configuration information (user-controlled prioritized list of preferred SNPNs and PLMNs (if Home SP=PLMN); Home SP-controlled prioritized list of preferred SNPNs, PLMNs (if Home SP=PLMN) and Roaming Groups, Visited Network Type Preference (if Home SP=PLMN)
-	Reading and processing of additional information from SIB
-	Support of V-SNPN selection and registration procedure
-	Support of mobility indication or local configuration for PDU session handover
AMF/UDM:
-	Support of additional information for UE Configuration Update procedure
-	Support of allowed SNPN list
-	Support of mobility indication

* * * * End of changes * * * *
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