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Abstract of the contribution: This contribution proposes an update to Sol#2 to remove ENs on slice load analytics.
1. Background 
3GPP SA2 approved Sol#2 in the TR with some ENs. This contribution addresses the following repeated one:

Editor's note:
How input data for slice load analytics is collected by NWDAF is FFS.  
2. Text Proposal

It is proposed to adopt the following text within the TR.  
 *** First change ***
2
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6.2
Solution #2: Remaining aspects on how to ensure that slice SLA is guaranteed
6.2.1
Description

This solution addresses Key Issue #4 by leveraging NWDAF slice level analytics to trigger a slice load distribution mechanism aimed at assisting with SLA guarantee. Relying on observed service experience analytics for a Network Slice as defined in TS 23.288 [5] and on slice load analytics described in clauses 6.2.1.1 and 6.2.1.3.3, the proposed load distribution mechanism can act at Network Slice level, Network Slice instance level, or both, and the consumer NF of analytics that also triggers the mechanism can be NSSF, or in its absence, AMF.

6.2.1.1
General

In this solution, NSSF or AMF subscribe to slice service experience analytics and NWDAF collects the corresponding data as detailed in TS 23.288 [5]. In addition, NSSF or AMF subscribe to slice load analytics to avoid selecting an overloaded slice for new UE registrations and/or PDU session establishments. Because no input data mechanisms or procedures were defined in Rel-16 for slice load analytics, clause 6.2.1.1 proposes input data and output analytics, and clause 6.2.1.3.3 shows the corresponding procedure.
To assist with slice SLA, NSSF/AMF continuously analyse statistics and/or predictions for both service experience and load of the slice. The internal logic of NSSF/AMF determine when a load distribution decision is required to address an issue identified by processing the analytics. For example, when a slice is detected or forecasted to experience service experience degradation, new UE registrations or PDU sessions may not be assigned to that slice anymore by triggering a Network Slice load distribution mechanism. The proposed mechanism can act on both Network Slice and Network Slice instance levels, and s based on the simple idea of establishing a restriction for UE registrations and/or PDU sessions on a Network Slice or Network Slice instance whenever NSSF/AMF decide to do so based on the slice level NWDAF analytics. The restriction(s) may be enforced by a quota management NF when applied to a Network Slice, as described in TR 23.700‑40 [10].

In addition to NSSF/AMF, OAM may also simultaneously subscribe to both slice service experience and slice load analytics from NWDAF. OAM may use these analytics in addition to other management plane data to make eventual management decisions on a slice (e.g. scaling of a slice) and, if required, it may inform 5GC of such decisions.
6.2.1.2
Slice information collection


[image: image1.emf]NWDAF

OAM

1. Slice Creation Subscription Request

2. Slice Creation Subscription Notify

3. Slice Information Request 

4. Slice Information Response 


Figure 6.2.1.2-1: Procedure for slice information collection. 
1. It is a generic subscription that NWDAF subscription for slice creation notification with the OAM.

2. Upon creation or configuration of a new slice in the network, the OAM system notifies the NWDAF with the S-NSSAI, optionally NSI, number of UE quota, number of PDU session quota, slice throughput quota and associated NFs, slice SLA to the NWDAF. 
3. The NWDAF (e.g. when a NF consumer requests the NWDAF for slice information (e.g. for slice load of a S-NSSAI#1)) explicitly requests the OAM system slice information. In this case, NWDAF provides the S-NSSAI (optionally NSI) to the OAM.

4. OAM system provides the slice information along with the associated NFs list and SLA to the NWDAF.  
Editor´s Note: The procedure for slice information collection should be shared with OAM SA5 WG, and feedback is needed before reaching conclusions.
6.2.1.3
Slice load analytics
This clause specifies slice load analytics by providing input data and output analytics for this data analytics type. The corresponding procedures are shown in clause 6.2.1.4.
To assist with the functionality of slice load distribution, within slice load analytics NWDAF may provide statistics and predictions for the Network Slice instance load measured in terms of i) UE registrations, ii) PDU Session establishments, and iii) resource usage of NF(s) associated to the Network Slice instance by collecting data from OAM and 5GC NFs, e.g. AMF, SMF. NWDAF may also provide information about threshold crossings if such thresholds are provided with the analytics subscription/request.
Finally, NWDAF may also provide analytics on the load of the Network Slice, e.g. when multiple Network Slice instances are not deployed for the S-NSSAI or NSI IDs are not available.
6.2.1.3.1
Input data
Table 6.2.1.3.1-1: Input data for slice load analytics
	Information
	Source
	Description

	Timestamps
	5GC NF
	A time stamp associated with the collected information.

	UE registrations on a Network Slice/Network Slice instance
	AMF, OAM
	Data sent to NWDAF for UE registrations

	PDU session establishments on a Network Slice/Network Slice instance
	SMF, OAM
	Data sent to NWDAF for PDU session establishments

	Quota for number of UEs on a Network Slice
	OAM
	Maximum number of UEs allowed on a Network Slice

	Quota for number of PDU Sessions on a Network Slice
	OAM
	Maximum number of PDU sessions allowed on a Network Slice

	Quota for Network Slice throughput
	OAM
	Maximum data rate allowed on a Network Slice in UL and DL

	
	
	

	Load of NFs associated to Network Slice instance
	OAM, NRF
	Resource utilization information of a Network Slice instance obtained from its constituent NF instances. NF instance load input data collection is described in clause 6.5, TS 23.288 [5]

	Traffic usage
	SMF 
	Report of  usage using URR defined in TS 23.501 [2] usage of network resources (see TS 29.244 [X])

	
	
	


NOTE 1:
Some of the sources in Table 6.2.1.3.1-1 could be revisited after eNS_ph2 concludes its study.

6.2.1.3.2
Output analytics
Table 6.2.1.3.2-1: Output analytics for Network Slice instance load
	Information
	Description

	S-NSSAI 
	Identification of the Network Slice

	Network Slice instances (1,…,max)
	List of Network Slice instance(s) within the S-NSSAI

	> NSI ID
	Identification of the Network Slice instance

	> NSI UE load
	UE load on a Network Slice instance expressed as a value between 0 and 1 where 1 represents reaching the UE quota for the Network Slice

	> NSI PDU Session load 
	PDU session load on a Network Slice instance expressed as a value between 0 and 1  where 1 represents  reaching the PDU session quota for the Network Slice

	> Resource usage
	The usage of assigned virtual resources currently in use for the NF instances (mean usage of virtual CPU, memory, disk) as defined in TS 28.552 [Y] clause 5.7, belonging to a particular Network Slice instance.

	> NSI UE threshold crossings (optional)
	Number of UE threshold crossings on a Network Slice instance during analytics target period. 

	> NSI UE threshold crossings time period 
(1,…, max) (optional)
	UE load threshold crossing vector including time elapsed between each threshold crossing on the Network Slice instance.

	> NSI PDU Session threshold crossings (optional)
	Number of PDU Session threshold crossings on a Network Slice instance during analytics target period.

	> NSI PDU Session threshold  crossings times period (1,…,max) (optional)
	PDU Session threshold crossing vector including time elapsed between each threshold crossing on the Network Slice instance. 

	> Resource usage threshold crossings (optional)
	Number of resource usage threshold crossings on the Network Slice instance.

	> Resource usage threshold crossings time period (1,…,max) (optional)
	Resource usage threshold crossing vector including time elapsed between each threshold crossing on the Network Slice instance. 


NOTE 1:
The deployment of Network Slice instances in the network is optional and depends on the deployment choices of the operator. If Network Slice instances are not deployed, slice load output analytics may be provided according to Table 6.2.1.3.2-2.

NOTE 2:
Table 6.2.1.3.2-1 shows output analytics applicable to NWDAF-compliant statistics and predictions. Predictions may require one additional entry to Table 6.2.1.3.2-1 with the confidence of the prediction. This should not preclude NWDAF from providing instantaneous notifications of threshold crossings when required, as specified in TS 23.288 [5].
Table 6.2.1.3.2-2: Output analytics for Network Slice load
	Information
	Description

	S-NSSAI
	

	> Network Slice UE load
	UE load on a Network Slice expressed as a value between 0 and 1 where 1 represents reaching the UE quota for the Network Slice

	> PDU session load
	PDU session load on a Network Slice expressed as a value between 0 and 1  where 1 represents  reaching the PDU session quota for the Network Slice

	> UE threshold crossings (optional)
	Number of UE threshold crossings on a Network Slice during analytics target period. 

	> UE threshold crossings time period (1,…,max) (optional)
	UE load threshold crossing vector including time elapsed between each threshold crossing on the Network Slice.

	>  PDU Session threshold crossings (optional)
	Number of PDU Session threshold crossings on a Network Slice during analytics target period.

	>  PDU Session threshold  crossings time period (1,…,max) (optional)
	PDU Session threshold crossing vector including time elapsed between each threshold crossing on the Network Slice. 


6.2.1.4
Procedures
NOTE:
In all the procedures below, AMF* indicates the AMF instance involved in the call flow may refer to any AMF instance(s) within a same AMF Set.
6.2.1.4.1
NSSF based solution
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Figure 6.2.1.4.1-1: Procedure for NWDAF-assisted slice SLA guarantee solution based on NSSF

0a.-0b.
OAM creates a new slice and configures initial resources in RAN and in CN allocated to the slice. The slice is also configured to support a maximum number of UEs and/or PDU sessions. If a NWDAF subscribed for the slice creation notification, the OAM notifies the slice information as described in clause 6.2.1.2.
1a.-1b.
NSSF and optionally OAM subscribe to slice service experience analytics from NWDAF. One or multiple subscriptions to one or multiple S-NSSAI(s), NSI ID(s) are possible.

2.
NSSF and optionally OAM subscribe to slice load analytics from NWDAF.

NOTE:
Input data for slice load analytics is collected by NWDAF according to clause 6.2.1.3.3.
3.
New UEs get continously registered in the slice.

NOTE 1:
Steps 0b and 3 should be performed according to the currently ongoing eNS_ph2 work on how to enforce UE and/or PDU session quotas on a Network Slice.

4. NWDAF collects input data required to derive slice service experience analytics as described in TS 23.288 [5] and as according to clause 6.2.1.3.

NOTE 2:
Figure 6.2.1.3.1-1 does not show the exhaustive list of NFs that may provide input data to NWDAF.

5.
Slice service experience analytics are continuously delivered by NWDAF to NSSF and optionally to OAM.

6.
Slice load analytics are continuously delivered by NWDAF to NSSF and optionally to OAM.

NOTE 3:
How OAM may use NWDAF slice level analytics needs to be determined by SA5

7.
NSSF continuously analyzes statistics and predictions on slice load and service experience aiming to improve slice assignment decisions.

8.
[OPTIONAL] OAM continuously monitors slice SLA. For that purpose it may use as optional inputs NWDAF slice level analytics in addition to other management data.

9.
NSSF decides to trigger action based on the slice analytics provided by NWDAF. Hence, NSSF may trigger either Network Slice load distribution, or Network Slice instance load distribution, or both.

NOTE 4:
This solution assumes that more than one slice may have been previously created by OAM.

10a.
[OPTIONAL] NSSF triggers a Network Slice load distribution procedure (details below).

10b.
[OPTIONAL] NSSF triggers a Network Slice instance load distribution procedure (details below).

NOTE 5:
Step 10b can only be applied if the deployment choice of the operator allows Network Slice instance(s) in the 5GC, and those are identified via NSI ID(s)..

11.
[OPTIONAL] OAM may take management decisions based on the collected inputs including management data and NWDAF analytics. If required, OAM may inform 5GC of such management decisions.

(Figure 6.2.1.4.1-1, Step 10a) NSSF triggers a Network Slice load distribution procedure:
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Figure 6.2.1.4.1-2: Detail of Step 10a in Figure 6.2.1.4.1-1
1.
Based on the slice level analytics provided by NWDAF, NSSF concludes a Network Slice restriction is required.

2a.
NSSF sends a Network Slice restriction to AMF.
Editor´s Note: Which information the Network Slice restriction contains and how the AMF or NSSF uses it is FFS.
2b.
The UE initiates registration procedure requesting registration on the restricted Network Slice (via e.g. S-NSSAI).

2c.
AMF/NSSF determine whether the Network Slice restriction can be satisfied for UE registration leveraging the Network Slice registration procedures defined in TS 23.501 [2].

2d.
The UE registration is completed or rejected. If completed, PDU sessions may be establised for the registered UE if/when required.

Editor's note:
An alignment with FS_eNS_Ph2 may be required for this solution based on the outcome of FS_eNS_Ph2.

(Figure 6.2.1.4.1-1 Step 10b) NSSF triggers a Network Slice instance load distribution procedure:
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Figure 6.2.1.4.1-3: Detail of Step 10b in Figure 6.2.1.4.1-1
1.
Based on the slice level analytics provided by NWDAF, NSSF concludes a Network Slice instance restriction is required.

2.
[OPTIONAL] NSSF sends a Network Slice instance restriction to AMF.
Editor´s Note: Which information the Network Slice restriction contains and how the AMF or NSSF uses it is FFS.
3.
New UE initiates registration procedure requesting registration on the Network Slice (identified via S-NSSAI) containing the restricted Network Slice instance (identified via NSI ID).

4.
[OPTIONAL] If AMF handles NSI ID(s) information during UE registration, it may take into account the Network Slice instance restriction to assign NSI ID to the new UE registration.

5.
[OPTIONAL] AMF and NSSF may interact as described in TS 23.501 [2] to determine the NSI ID to be used for the new UE registration.

6.
UE registration is completed or rejected

7.
A UE already registered in the network requests a new PDU session establishment according to TS 23.502 [3].

8.
[OPTIONAL] If AMF handles NSI ID(s) information during PDU session establishment, it may take into account the Network Slice instance restriction to assign NSI ID to the new PDU session establishment.

9.
[OPTIONAL] SMF selection is performed according to TS 23.502 [3] accounting for the restricted NSI ID(s).

10.
PDU session establishment is completed.

6.2.1.4.2
AMF based solution
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Figure 6.2.1.4.2-1: Overall procedure for NWDAF-assisted slice SLA guarantee solution based on AMF

0a.-0b.
OAM creates a new slice and configures initial resources in RAN and in CN allocated to the slice. The slice is also configured to support a maximum number of UEs and/or PDU sessions. If a NWDAF subscribed for the slice creation notification, the OAM notifies the slice information as described in clause 6.2.1.2.
1a.-1b.
AMF and optionally OAM subscribe to slice service experience analytics from NWDAF. One or multiple subscriptions to one or multiple S-NSSAI(s), NSI ID(s) are possible.

2.
AMF and optionally OAM subscribe to slice load analytics from NWDAF.

NOTE:
Input data for slice load analytics is collected by NWDAF according to clause 6.2.1.3.3.

3.
New UEs get continously registered in the Network Slice.

NOTE 1:
Steps 0b and 3 should be performed according to the currently ongoing eNS_ph2 work on how to enforce UE and/or PDU session quotas on a Network Slice.

4.
NWDAF collects input data required to derive slice service experience analytics as described in TS 23.288 [5] and as according to clause 6.2.1.3.

NOTE 2:
Figure 6.2.1.3.2-1 does not show the exhaustive list of NFs that may provide input data to NWDAF.

5.
Slice service experience analytics are continuously delivered by NWDAF to AMF and optionally to OAM.

6.
Slice load analytics are continuously delivered by NWDAF to AMF and optionally to OAM.

NOTE 3:
How OAM may use NWDAF slice level analytics needs to be determined by SA5

7.
AMF continuously analyzes statistics and predictions on slice load and service experience.

8.
[OPTIONAL] OAM continuously monitors slice SLA. For that purpose it may use as optional inputs NWDAF slice level analytics in addition to other management data.

9.
AMF decides to trigger action based on the slice analytics provided by NWDAF. Hence, AMF may trigger either Network Slice load distribution, or Network Slice instance load distribution, or both.

NOTE 4:
This solution assumes that more than one slice may have been previously created by OAM.

10a.
[OPTIONAL] AMF triggers Network Slice load distribution (details below).

10b.
[OPTIONAL] AMF triggers Network Slice instance load distribution (details below).

NOTE 5:
Step 10b can only be applied if the deployment choice of the operator allows Network Slice instance(s) in the 5GC, and those are identified via NSI ID(s).

11.
[OPTIONAL] OAM may take management decisions based on the collected inputs including managament data and NWDAF analytics. If required, OAM may inform 5GC of such management decisions.

(Figure 6.2.1.4.2-1, Step 10a) AMF triggers a Network Slice load distribution procedure:
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Figure 6.2.1.4.2-2: Detail of Step 10a in Figure 6.2.1.4.2-1
1.
Based on the slice level analytics provided by NWDAF, AMF concludes a Network Slice restriction is required.

2a.
The UE initiates registration procedure requesting registration on the restricted Network Slice (via e.g. S-NSSAI).

2b.
AMF determines whether the Network Slice restriction can be satisfied for UE registration leveraging the Network Slice registration procedures defined in TS 23.501 [2].

2c.
The UE registration is completed or rejected. If completed, PDU sessions may be established for the registered UE if/when required.

Editor's note:
An alignment with FS_eNS_Ph2 may be required for this solution based on the outcome of FS_eNS_Ph2.

(Figure 6.2.1.4.2-1, Step 10b) AMF triggers a Network Slice instance load distribution procedure:
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Figure 6.2.1.4.2-3: Detail of Step 10b in Figure 6.2.1.4.2-1
1.
Based on the slice level analytics provided by NWDAF, AMF concludes a Network Slice instance restriction is required.

2.
New UE initiates registration procedure requesting registration on the Network Slice (identified via S-NSSAI) containing the restricted Network Slice instance (identified via NSI ID).

3.
[OPTIONAL] If AMF handles NSI ID(s) information during UE registration, it may take into account the Network Slice instance restriction to assign NSI ID to the new UE registration.

4.
UE registration is completed or rejected

5.
A UE already registered in the network requests a new PDU session establishment according to TS 23.502 [3].

6.
[OPTIONAL] If AMF handles NSI ID(s) information during PDU session establishment, it may take into account the Network Slice instance restriction to assign NSI ID to the new PDU session establishment.

7.
SMF selection is performed according to TS 23.502 [3] accounting for the restricted NSI ID(s).

8.
PDU session establishment is completed.
6.2.1.4.3
Procedures for slice load analytics
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Figure 6.2.1.4.3-1: Procedure to support slice load analytics by NWDAF
Fig. 6.2.1.4.3-1 shows the procedure for NWDAF to derive slice load analytics. The steps are described as follows: 
1. The service consumer subscribes to slice load analytics via the Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request service operations.  In addition, the service consumer provides Analytics ID = Load level  information and a set of Event Filters. Mandatory Analytics Filters include S-NSSAI and Area of Interest. Optional event filters may include NSI ID(s) and load threshold value(s). 

2. [OPTIONAL] If NWDAF does not have already the slice information, it gains the slice information from OAM (as described in clause 6.2.1.2) and discovers from NRF the AMF, SMF and NSSF instance(s) relevant to the Analytics Filters provided in the analytics subscription.

3. [OPTIONAL] If the NSI ID(s) are nor provided in the analytics subscription by the service consumer, NWDAF invokes Nnssf_NSSelection_Get service operation from NSSF to obtain the NSI ID(s) corresponding to the S-NSSAI in the subscription.

4a. NWDAF subscribes to input data from OAM following the procedure captured in Clause 6.2.3.2. of TS 23.288 [2]. The input data may include Network Slice quotas for UEs and PDU sessions as well as resource usage related information for the Network Slice instance(s) and/or its constituent NF instances..
4b. [OPTIONAL] NWDAF may collect input data from NRF (see clause 6.5 in TS 23.288 [5]) to derive slice instance resource usage statistics and predictions for a Network Slice instance.
5. NWDAF subscribes to AMF’s event exposure service to collect data on the number of UEs currently registered on certain Network Slice and, if available, its constituent Network Slice instance(s). An UE access and mobility information event is used for that purpose as defined in TS 23.502 [3] using as Event Filters S-NSSAI and, if available, NSI ID(s). If required, NWDAF may also collect the corresponding UE IDs.

6. NWDAF subscribes to SMF’s event exposure service to collect data on the number of PDU sessions currently registered on certain Network Slice and, if available, its constituent Network Slice instance(s). A PDU Session related event is used for that purpose as defined in TS 23.502 [3] and potential Event Filters are S-NSSAI, NSI ID(s), UE IDs, etc. 

7. NWDAF derives slice load analytics.

8. NWDAF delivers analytics to service consumer by invoking Nnwdaf_AnalyticsSubscription_Notify or Nnwdaf_AnalyticsInfo_Request response service operations.
6.2.2
Impacts on services, entities and interfaces
NWDAF:

-
Needs to provide both slice service experience and slice load analytics to NSSF, AMF and OAM.

NSSF/AMF:

-
Subscribes to both slice service experience and slice load analytics from NWDAF;

-
Continuously analyses slice level analytics (i.e. service experience and load) provided by NWDAF;

-
Based on analytics, trigger Network Slice and/or Network Slice instance load distribution procedure.

-
Support Network Slice/Network Slice instance restriction.

OAM (needs SA5 validation before conclusions are reached):

-
May take management decisions using NWDAF slice level analytics as inputs and inform 5GC if required.
-  Provides the slice information collection and notification service to the NWDAF.
*** End of the change ***
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9. AMF decides to trigger action based on slice level analytics subscription
UE
7. AMF processes and analyzes slice load and service experience analytics
2a. AMF subscribes to slice load analytics

1b. OAM subscribes to slice service experience analytics
5. NWDAF provides slice service experience notifications to AMF, OAM
Continously
0a. OAM creates a new slice and configures initial resources in RAN and in 5GC allocated to the slice
0b. The slice is configured to support a maximum number of UEs and PDU sessions and provide a certain service experience according to the SLA
3. UEs get registered in the Network Slice
8. OAM monitors SLA based on NWDAF analytics and other management data
2b. OAM subscribes to slice load analytics

6. NWDAF provides slice load notifications to AMF, OAM
11. OAM may take management decisions based on NWDAF slice analytics and inform 5GC if required
10a. NWDAF-informed Network Slice load distribution
10b. NWDAF-informed Network Slice instance load distribution
1a. AMF subscribes to slice service experience analytics
4. NWDAF input data collection



RAN
AMF
UE
SMF
5. A registered UE initiates a new PDU session establishment
8. PDU session establishment is completed
2. New UE initiates registration on the Network Slice containing the restricted Network Slice instance
3. AMF takes into account Network Slice instance restriction if it handles NSI ID during UE registration
1. Based on analytics, AMF concludes a restriction to a Network Slice instance is required
6. AMF takes into account Network Slice instance restriction if it handles NSI ID during PDU session establishment
4. UE registration is completed/rejected
NRF
7. SMF selection as in Clause 4.3.2.2.3.2 of 3GPP TS 23.502  accounting for restricted NSI ID(s)



NWDAF
OAM
1. Slice Creation Subscription Request
2. Slice Creation Subscription Notify
3. Slice Information Request
4. Slice Information Response



Service Consumer
NWDAF
AMF
SMF
1. Analytics Subscription/Request 
(Analytics ID = Load level information
Filters = S-NSSAI, AoI, [NSI ID(s), thresholds])

NSSF
NRF




3. Nnssf_NSSelection_Get
5. Namf_EventExposure_Subscribe
6. Nsmf_EventExposure_Subscribe


OAM


2. Nnrf_NFDiscovery_Request

8. Analytics delivery


4a. Data collection from OAM
7. NWDAF derives slice load analytics


4b. Nnrf_NFManagement_NFStatusSubscribe



1. Based on analytics, AMF concludes a restriction to a Network Slice is required
AMF*
RAN
UE
2a. New UE initiates registration on the restricted Network Slice
2b. AMF determines whether the Network Slice restriction can be satisfied for UE registration
2c. UE registration is completed/rejected. 
PDU sessions are established if/when required.



NSSF
1. Based on analytics, NSSF concludes a restriction to a Network Slice is required

AMF*
2a. Network Slice restriction*
RAN
UE
2b. New UE initiates registration on the restricted Network Slice
2c. AMF/NSSF determine whether the Network Slice restriction can be satisfied for UE registration
2d. UE registration is completed/rejected. 
PDU sessions are established if/when required.



RAN
AMF
NSSF
UE
SMF
7. A registered UE initiates a new PDU session establishment

2. Network Slice instance restriction*
10. PDU session establishment is completed
3. New UE initiates registration on the Network Slice containing the restricted Network Slice instance
4. AMF takes into account Network Slice instance restriction if it handles NSI ID during UE registration
5. AMF – NSSF NSI ID negotiation
1. Based on analytics, NSSF concludes a restriction to a Network Slice instance is required
8. AMF takes into account Network Slice instance restriction if it handles NSI ID during PDU session establishment
6. UE registration is completed/rejected
NRF
9. SMF selection as in Clause 4.3.2.2.3.2 of 3GPP TS 23.502  accounting for restricted NSI ID(s)
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OAM

1a. NSSF subscribes to slice service experience analytics

9. NSSF decides to trigger action based on slice level analytics subscription
UE
7. NSSF processes and analyzes slice load and service experience analytics
2a. NSSF subscribes to slice load analytics

1b. OAM subscribes to slice service experience analytics
5. NWDAF provides slice service experience notifications to NSSF, OAM
Continously
0a. OAM creates a new slice and configures initial resources in RAN and in 5GC allocated to the slice
0b. The slice is configured to support a maximum number of UEs and PDU sessions and provide a certain service experience according to the SLA
3. UEs get registered in the Network Slice
8. OAM monitors SLA based on NWDAF analytics and other management data
2b. OAM subscribes to slice load analytics

6. NWDAF provides slice load notifications to NSSF, OAM
11. OAM may take management decisions based on NWDAF slice analytics and inform 5GC if required
10a. NWDAF-informed Network Slice load distribution
4. NWDAF input data collection
10b. NWDAF-informed Network Slice instance load distribution



