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Abstract of the contribution: This contribution proposes a new solution for Key Issue #13 "Triggering conditions for analytics".
1. Discussion
As described in Key Issue #13 "Triggering conditions for analytics", for network data analytics, one aspect which has not been investigated yet is under which conditions the consumers can request for these analytics; besides, to allow real-time or near real-time communication for analytics, it is required to investigate the triggers at NWDAF for starting data collection or analytics. Therefore, "it is proposed to study:
-	which types of triggers can be used by analytics consumers to request for or subscribe to analytics;
-	whether triggers need to be defined for data collection by NWDAF and which types of triggers can be used by NWDAF to start collecting data;
-	whether triggers need to be defined for analytics generation by NWDAF and which types of triggers can be used by NWDAF to build analytics;
-	whether configuration for these triggers is needed;
-	whether changes to 5Gs architecture and services are needed to allow for such triggers and configuration."
The triggers for consumer NF to request or subscribe to analytics vary for different NF types, while the triggers for NWDAF to start collecting data or building analytics may vary for different Analytics IDs and other factors.
One way to define or configure the triggers flexibly and effectively is that the PCF provides the configuration of the triggers as network analytics control information (or network analytics policy) in PCC rules to the consumer NF (e.g. AMF, SMF) and the NWDAF.
The network analytics control information may include:
a)	Whether real-time data collection is required.
b)	Whether real-time data analytics is required. Only applicable to the NWDAF. 
c)	Whether analytics request needs to be initiated.
d)	Target of data collection and/or analytics, which can be Analytics ID(s), or a combination of Analytics ID(s) and other information (e.g. Target of Analytics Reporting (i.e. UE ID, UE group ID or any UE), Analytics Filter Information as defined in TS 23.288 [5]).
e)	Real-time/trigger setting, which can be:
-	Immediate. That is, the NF initiates the analytics request/subscription or the NWDAF starts data collection/analytics as defined in d) immediately upon receiving the network analytics control information.
-	Triggers for data collection. This may include time period, location and other criteria for starting data collection. When the conditions meet, the NWDAF starts data collection as defined in d).
-	Triggers for data analytics. This may include time period, location and other criteria for starting data analytics. When the conditions meet, the NWDAF starts data analytics as defined in d).
-	Triggers for analytics request. This may include time period, location and other criteria, including network/NF status or performance (e.g. network performance lower than a threshold, NF load higher than a threshold), UE status or performance (e.g. frequent registration), application status or performance (e.g. service experience lower than a threshold), and etc. When the conditions meet, the NF initiates the analytics request/subscription as defined in d) to the NWDAF.
f)	data collection/analytics requirements, which may include:
-	Confidence for prediction in analytics information.
-	Sampling ratio, e.g. the percentage of UEs/PDU Sessions to be measured.
The PCF provides the network analytics control information to the NF(s) (i.e. AMF, SMF) via AM/SM Policy Association Establishment/Modification/Termination procedures as specified in TS 23.502 [3] clause 4.16, where the network analytics control information is provisioned as part of AM/SM Policy to the AMF and SMF respectively.
In addition, the PCF provides the network analytics control information to the NWDAF as Network Analytics (NA) Policy, using NA Policy control procedures.
These procedures can be performed during Registration, PDU Session Establishment/Modification, Service specific parameter provisioning procedures, or initiated by the PCF based on other triggers (e.g. analytics information from the NWDAF, local configuration), etc.
The AF may provide the service specific analytics control information (i.e. analytics and/or data collection control information for specific applications/services) to the PCF via the service specific parameter provisioning procedures as specified in TS 23.502 [3] clause 4.15.6.7. Based on the service specific analytics control information, the PCF derives the network analytics control information for the service/application, and provides to the NF(s) and NWDAF.
2. Proposal
It is proposed to include the following changes in TR 23.700-91.
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Editor's note:	Describe the solutions. (sub) clause(s) may be added to capture details, input data, output analytics, procedural flow etc. if necessary.
This solution addresses Key Issue #13 "Triggering conditions for analytics".
The triggers for consumer NF to request or subscribe to analytics vary for different NF types, while the triggers for NWDAF to start collecting data or building analytics may vary for different Analytics IDs and other factors.
One way to define or configure the triggers flexibly and effectively is that the PCF provides the configuration of the triggers as network analytics control information (or network analytics policy) in PCC rules to the consumer NF (e.g. AMF, SMF) and the NWDAF.
The PCF provides the network analytics control information to the NF(s) (i.e. AMF, SMF) via AM/SM Policy Association Establishment/Modification/Termination procedures as specified in TS 23.502 [3] clause 4.16, where the network analytics control information is provisioned as part of AM/SM Policy to the AMF and/ SMF respectivelyto trigger the AMF/SMF to request or subscribe for analytics information related to access and mobility management / session management from the NWDAF.
In addition, the PCF provides the network analytics control information to the NWDAF as Network Analytics (NA) Policy, using NA Policy control procedures.
The network analytics control information may include:
a)	Whether (real-time) data collection is required.
b)	Whether (real-time) data analytics is required. Only applicable to the NWDAF. 
c)	Whether analytics request needs to be initiated.
d)	Target of data collection and/or analytics, which can be Analytics ID(s), or a combination of Analytics ID(s) and other information (e.g. Target of Analytics Reporting (i.e. UE ID, UE group ID or any UE), Analytics Filter Information, as defined in TS 23.288 [5]).
e)	Real-time/trigger setting, which can be:
-	Immediate. That is, the NF initiates the analytics request/subscription or the NWDAF starts data collection/analytics as defined in d) immediately upon receiving the network analytics control information.
-	Triggers for data collection. This may include time period, location and other criteria for starting data collection. When the conditions meet, the NWDAF starts data collection as defined in d).
-	Triggers for data analytics. This may include time period, location and other criteria for starting data analytics. When the conditions meet, the NWDAF starts data analytics as defined in d).
-	Triggers for analytics request. This may include time period, location and other criteria, including network/NF status or performance (e.g. network performance lower than a threshold, NF load higher than a threshold), UE status or performance (e.g. frequent registration), application status or performance (e.g. service experience lower than a threshold) and etc. When the conditions meet, the NF initiates the analytics request/subscription as defined in d) to the NWDAF.
f)	data collection/analytics requirements, which may include:
-	Confidence for prediction in analytics information. 
-	Sampling ratio, e.g. the percentage of UEs/PDU Sessions to be measured.
The provision of network analytics control informationThese procedures can be performed during Registration, PDU Session Establishment/Modification, Service specific parameter provisioning procedures, or initiated by the PCF based on other triggers (e.g. analytics information from the NWDAF, local configuration), etc.
The AF may provide the service specific analytics control information (i.e. analytics and/or data collection control information for specific applications/services) to the PCF via the service specific parameter provisioning procedures as specified in TS 23.502 [3] clause 4.15.6.7. Based on the service specific analytics control information, the PCF derives the network analytics control information for the service/application, and provides to the NF(s) and NWDAF.
The service specific analytics control information may include, for specific service(s)/application(s):
a)	Whether (real-time) data collection is required.
b)	Whether (real-time) data analytics is required.
c)	Target of data collection and/or analytics, which can be Analytics ID(s), or a combination of Analytics ID(s) and other information (e.g. Target of Analytics Reporting (i.e. UE ID, UE group ID or any UE), Analytics Filter Information as defined in TS 23.288 [5]).
d)	Real-time/trigger setting, which can be:
-	Immediate. The data collection and/or analytics starts immediately upon the start of the service(s)/application(s);
-	Triggers for data collection. This may include time period, location and other criteria (e.g. service experience lower than a threshold) for data collection of the service(s)/application(s).
-	Triggers for data analytics. This may include time period, location and other criteria (e.g. service experience lower than a threshold) for data analytics of the service(s)/application(s).
e)	data collection/analytics requirements, which may include:
-	Confidence for prediction in analytics information. 
-	Sampling ratio, e.g. the percentage of UEs/PDU Sessions to be measured.
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Void.
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Void.
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The procedure of network analytics control information provisioning by the PCF to the NF (AMF, SMF) is shown in Figure 6.X.4.1-1.


Figure 6.X.4.1-1: Provisioning of network analytics control information
1. The PCF provides the network analytics control information to the NF (AMF or SMF) using policy control procedures as described in TS 23.502 [3] clause 4.16.
If the NF is AMF, the PCF sends the network analytics control information as part of AM Policy in Npcf_AMPolicyControl_Create Response, Npcf_AMPolicyControl_Update Response or Npcf_AMPolicyControl_UpdateNotify Request, to trigger the AMF to request or subscribe for analytics information related to access and mobility management from the NWDAF.
If the NF is SMF, the PCF sends the network analytics control information as part of SM Policy in Npcf_SMPolicyControl_Create Response, Npcf_SMPolicyControl_Update Response or Npcf_SMPolicyControl_UpdateNotify Request, to trigger the SMF to request or subscribe for analytics information related to session management from the NWDAF.
2. Based on the network analytics control information, the NF (AMF or SMF) subscribes to or requests the analytics information from the NWDAF as specified in TS 23.288 [5].
The procedure of Network Analytics (NA) Policy provisioning by the PCF to the NWDAF is shown in Figure 6.X.4.1-2.


Figure 6.X.4.1-2: Provisioning of Network Analytics (NA) Policy
1.	The NWDAF invokes Npcf_NAPolicyControl_Create or Npcf_NAPolicyControl_Update service operation to the PCF, to request to establish or update the NA Policy Association between the NWDAF and the PCF.
	The NWDAF may initiate this procedure based on local configuration or triggers, e.g. after registering to the NRF, upon change of its NF profile (e.g. change of supported analytics types, serving area).
2.	The PCF provides the network analytics control information as Network Analytics (NA) Policy to the NWDAF in the Npcf_NAPolicyControl_Create Response, Npcf_NAPolicyControl_Update Response or Npcf_NAPolicyControl_UpdateNotify Request.
3.	Based on the NA Policy, the NWDAF performs data collection and/or analytics as specified in TS 23.288 [5]. If an updated NA policy is received, the NWDAF may stop or modify the existing data collection/analytics, or initiate new data collection/analytics, based on the new NA policy.
6.X.4.2	Provisioning of service specific analytics control information
The procedure of service specific analytics control information provisioning by the AF to the PCF is shown in Figure 6.X.4.2-1.


Figure 6.X.4.2-1: Provisioning of service specific analytics control information
1~5.	Same as TS 23.502 [3] clause 4.15.6.7 step 1~5, where the AF request contains the service specific analytics control information, i.e. requirements regarding analytics and/or data collection for specific application(s)/service(s).
6.	Based on the service specific analytics control information, the PCF derives the network analytics control information for the service/application.
7.	The PCF provides the network analytics control information to the NF(s) and/or the NWDAF as described in clause 6.X.4.1.
6.X.5	Impacts on services, entities and interfaces
Editor's note:	This clause lists impacts to services and interfaces.
PCF:
-	Provide network analytics control information to the NF(s) and/or the NWDAF;
-	Derive the network analytics control information for the service/application based on the service specific analytics control information provided by the AF.
AMF/SMF:
-	Subscribe to or request the analytics information from the NWDAF based on the network analytics control information provided by the PCF.
NWDAF:
-	Perform data collection and/or analytics based on the Network Analytics (NA) Policy provided by the PCF.
AF:
-	Provide service specific analytics control information to the PCF via the service specific parameter provisioning procedures.
***** End of Changes *****
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