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1. Introduction/Discussion
1.1	Background
Currently there are 14 solutions recorded in TR 23.757. This document is trying to find the common aspects of the solutions and achieve the interim conclusions.
1.2	MBS Session Establishment/Release
On Join and leave Methods,
· Whether the CP-based join/leave and UP-based join/leave are both supported, or only one of them?
	Join and leave Methods

	CP only
	#2, #6, #14

	CP and UP
	#3, #4, #8, #10, #16.


Among the solutions, it seems that Sol.#3, #4, #8, #10 and #16 supports both CP-based and UP-based, while Sol.#2, #6, and #14 support only CP-based. Sol.#5 and #9 are for broadcast scenario and there is no network-level join/leave procedures. 
Proposal 1. Proposal 1: Rapporteur to propose to have both CP and UP (most of solutions have them, flexibility, support for IPTV).

On N3 Tunnel establishment,
· Data transfer from UPF and RAN nodes: UPF-RAN tunnels or distribution tree?
	N3 Tunnel establishment

	Both distribution tree and N3 tunnels
	#2, 

	N3 tunnels only *
(*distribution tree possible but not described)
	#3, #4, #5, #6, #8, #9, #10, #14, #15, #16.


Among the solutions, it seems that the majority prefers to only address the N3 tunnel transmission (although distribution tree method could be possible in the solutions).
Proposal 2. Proposal 2: Rapporteur to propose interim agreement to focus only tunnel based approach: more flexible and support for QoS. Some backbone technology are not supporting or are not friendly for IP Multicast. Tunnel is good also for interworking with unicast.

On N6 connectivity, there are two available solutions:
· No pre-negotiation between AF and 5GC (loose coupling) 
· Pre-negotiation between AF and 5GC (tight coupling – exchange of IP adds);
	N6 connectivity

	Support both pre-negotiation and no negotiation on N6 connectivity
	#2, #3, #8,

	No pre-negotiation
	#5, #9, #10, #14

	Unclear
	#4, #6,


Among the solutions, it seems that there is no overwhelming majority on this topic. Note that the Data Network may not always support IP multicast therefore the pre-negotiation way (as MB2/xMB) is necessary in that case. For more flexibility, it is proposed to have both.
Proposal 3. Proposal 3: Rapporteur to propose to have both approaches for more flexibility.
For UE Authorization,
	UE Authorization

	MBSF
	#10, #14

	M-SMF
	#4, #14

	N/A or unclear
	#2, #3, #6, #8


It seems that some solutions cannot support the UE authorization feature. In fact besides the application level, UE authorization is needed at 3GPP level as well, otherwise they may attempt to get content even if not authorized. 
Proposal 4. Proposal 4: Rapporteur suggests that solutions of KI#1 on multicast consider UE Authorization issue.
For TMGI Requirement,
	TMGI awareness by application

	Required
	#2, #4

	Not Required
	#3

	N/A or unclear
	Other KI#1 solutions



At least for transparent multicast transport, it is not reasonable to require AF to distribute TMGI information to UEs at application level.
Proposal 5. It is suggested that the evaluation of solutions of KI#1 considers TMGI requirement at application level.
1.3	Transmission and QoS Flow Model
On MBS Session Context, several questions shall be considered:
· Stored in which NF(s)?
	Session context

	
	RAN
	AMF
	(M-)SMF
	NEF
	MBSF

	#2
	Y
	Y
	Y
	Y
	Y

	#3
	Y
	
	Y
	Y
	

	#4
	
	
	Y
	
	

	#5
	
	
	Y
	
	

	#6
	
	
	Y
	
	Y

	#8
	Y
	
	Y
	Y
	

	#9
	
	
	Y
	
	Y

	#10
	Y
	
	Y
	Y
	

	#14
	
	
	Y
	
	Y

	#15
	Y
	
	Y
	
	

	#16
	
	Y
	Y
	
	


Among the solutions, it seems that all solution considers to store the MBS Session Context in the (M-) SMF and a number of the solutions consider to store the MBS Session Context at RAN. 
Proposal 6. Proposal 5: Rapporteur to propose to store MBS Session Context in at least SMF and RAN.
For the traffic Model of the shared delivery,
· Is the multiple Flows per MBS Session allowed?
	Traffic Model of the shared delivery

	Multiple Flows per MBS Session allowed
	#3, #4, #10, #14

	Not allowed
	#5, #8, #9

	Unclear
	#2, #6, #15, #16


No overwhelming majority on this topic, to accommodate more flexible multicast transmission (e.g., audio/video using different multicast flows), at least one QoS Flow per MBS Session, multiple QoS Flow per MBS Session is possible.
Proposal 7. Proposal 6: Rapporteur to propose to have at least one QoS Flow per MBS Session, multiple QoS Flow per MBS Session is possible.
· Can the same N3 tunnel be used for multiple MBS Sessions?
On this aspect, it needs to be clarified for the solutions, and 1-to-1 mapping between MBS Session and N3 tunnel will be considered. In other words, multiple MBS Sessions cannot share the same N3 tunnel. Note that this does not mean different transport multicast (source address, destination address) pairs have to be used for different N3 tunnels.
Proposal 8. Proposal 7: Rapporteur to propose to clarify that there is a 1-to-1 mapping between MBS Session and N3 tunnel.
For the delivery method of the shared delivery,
· Does CN use only shared traffic delivery (STD) or also combination of STD and individual traffic delivery (ITD)?
Both shared and individual traffic delivery shall be used, this is to address scenarios in which MBS is not supported everywhere, or possibly small groups for which MBS is not beneficial versus well distributed UEs (i.e., few UES per RAN node want the same content).
Proposal 9. Proposal 8: Rapporteur to propose to use both shared and individual traffic delivery.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.757.
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7.X	Evaluation for Key Issue #1: MBS session management
Evaluation should be based on the following principles for this study:
· For user join, CP (NAS) based join/leave shall be supported by UE and network.
Editor’s Note: It is FFS if the network and UE in addition may support multicast session join/leave operation via UP e.g. IGMP Join/Leve.
· For N3 transport of the shared delivery method, GTP-U tunnelling using a transport layer IP multicast method shall be supported and with support for QoS. 
· For N3 transport of the shared delivery method, GTP-U tunnelling using a shared N3 (GTP-U) Point-to-Point tunnel shall be supported and with support for QoS. 
· For N6 connectivity, solutions shall support tunnelling of MBS data towards the external network, and may support untunnelled MBS data (IP multicast based) towards the external network.
· Solutions of KI#1 shall consider UE Authorization for multicast.
· Whether a KI#1 solution requires UE application to be aware of TMGI allocated by 5GS should be considered. Such requirement may not be reasonable for certain services, e.g. transparent multicast transport.
· One QoS Flow per MBS Session shall be supported.
Editor’s Note: Multiple QoS Flow per MBS Session is FFS.
· There shall be a 1-to-1 mapping between MBS Session and N3 tunnel, though different multicast N3 tunnels may use the same transport multicast destination address (e.g., some popular media content may need to be transported to all RAN nodes or the same set of RAN nodes so the same multicast destination address can be used for the related N3 tunnels, up to the choice of vendor implementation and operator deployment considerations).
· Both 5GC Shared MBS traffic delivery method and 5GC Individual MBS traffic delivery method shall be used for MBS data delivery within NR.
· The network shall only use the 5GC individual MBS Traffic delivery method for a UE served by a RAN node not supporting 5G MBS.
· An MB Session shall be uniquely identified by an ID. 
· Once a MB Session is stopped, the network may release all the NG-RAN resources for a MBS Session. 
· It shall be possible to restart an inactive MBS Session that has been stopped and NG-RAN resources released but still has its ID and resources in 5GC (similarly to moving a PDU Session from CM-IDLE to CM-CONNECTED). 
· The network shall be able to prepare and start multicast traffic transmission for a MBS session after MBS service is requested and started from AF.
· The network shall support selection of MB-SMF by NEF or MBSF downstream at session start. The network shall support selection of MB-SMF by AMF upstream at session join. 
· 
· 
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