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Abstract of the contribution: This contribution proposes a solution for KI#11 that how to increase efficiency of data collection for multiple NWDAF instances scenario.
1. Discussion
TR 23.700-91 has discussed and given requirements for KI#11:
//Requirements extracted from KI #10//:
…
Similarly, an event that a NF may raise may be of interest to multiple NWDAFs that are supporting different Analytics IDs. In subscription/notification model, all of these NWDAFs need to make explicit subscription with the NF. NF has to send multiple notifications to NWDAFs i.e. one for each subscriber.
In a multiple NWDAF environment, NWDAF instance(s) may receive from different consumers the request for the same Analytics ID and trigger multiple times the data collection for the same type of data.
As the networks scale the above mentioned issues in the context of Network Analytics become manifold leading to inefficiencies and complexity and may cause important signalling load in data collection by the NWDAF.
Based on this discussion, the proposal as per this Key Issue is to investigate whether mechanisms are needed to:
-	Reduce signalling load for data collection;
-	Achieve communication efficiencies in large networks consisting of many NF instances and NWDAF instances.
-	Reduce dependency on managing subscriptions because of lifecycle events on NF/NWDAF.
-	Reduce dependency on managing subscriptions because of change in serving entities for a UE.
-	Reduce complexity at NWDAF in determining entities serving a UE or a group of UEs and entities serving an area at a particular time window.
-	Which architectural enhancement should be defined to minimize load for data collection, e.g. for a single NWDAF as well as in a multiple NWDAF environment?
-	Which enhanced mechanisms can be defined for NWDAF and NFs to minimize the load for data collection?
-	How to prevent NWDAF(s) triggering multiple times the data collection of the same data from the same NF(s)/AF(s)/OAM?
-	How to reduce frequency of notifications that are transmitted by the source NF.
Problem: if there are multiple NWDAF instances deployed in the network, they may trigger multiple times of data collection for the same type of data from the same 5GC NF(s)/AF(s)/OAM, this may impact the major performance of 5GC NF(s)/AF(s)/OAM.
Objective: this contribution is to provide solution for how to prevent NWDAF(s) triggering multiple times the data collection of the same data from the same NF(s)/AF(s)/OAM?

2.	Proposal
It is propose a new solution for KI#11 into the TR 23.700-91.
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* * * * First Change * * * *
6.X	Solution for Key Issue #11: < increasing efficiency of data collection>
6.X.1	Description
This solution is proposed to address Key Issue #11: increasing efficiency of data collection.
For multiple NWDAF instances deployed in the network, if multiple NWDAF instances trigger multiple times of data collection for the same type of data from the same 5GC NF(s)/AF(s)/OAM, this may impact the major performance of 5GC NF(s)/AF(s)/OAM. 
 
This solution is complementary with solution#9, addressing how to retrieve the historical data that could be only stored in one NWDAF but not stored in DCCF.
For data collection of historical data, the key point is to discover which entity stored the historical  data:
1) DCCF is not mandatory, especially considering:
a) Scenario A: there may be some NWDAFs collect data directly from 5GC NFs  rather than via DCCF
b)  Scenario b: please also note that NWDAF could be collocated with 5GC NF and in this case the data collection shall not go through DCCF unnecessarily. 
2) With the above two scenarios, the historical data could be only stored in one NWDAF but not stored in DCCF and the data profile of such historical data needs to register its data profile in DCCF. 
3)  When one data consumer is to retrieve the historical data in the above two scenarios, it will first discover where the historic data is stored via DCCF and then contact either NWDAF (if the historic data is only stored in the NWDAF) or DCCF (if the historic data is stored in DCCF).



The procedure is illustrated in 6.x.2.













	
6.X.2	Procedure


Figure 6.X.2-1: Procedure for increasing efficiency of data collection
1. NWDAF1 service consumer sends subscription request to NWDAF1 including analytics ID(s).
2. According to the analytics ID(s), the NWDAF1 as a data consumer collects relevant input data from 5GC NF/AF/OAM via existing NF event exposure services and/or OAM services, including event ID(s), target of event (UE(s)), event filter and event reporting information etc.
3. 5GC NF/AF/OAM reports related data according to the NWDAF1 data collection requirements.
4. After data collection from 5GC NF/AF/OAM, the NWDAF1  stores the collected input data and generates a related data profile (e.g. UE list/group, event ID list, filter, reporting info etc.) for these data, which may contain one or more following parameters:
-	UE group/list 
- Event ID list 
- Reporting info
-	Timestamp e.g. collection time.
-	Data validity time e.g. validity of collected data.
-	Data validity area e.g. data is valid for specific TA or area or slice, etc. 
5. Based on the collected data, the NWDAF1 generates the data analytics and notifies it to the consumer.
6. The NWDAF1 as a data provider registers/updates its NF status in DCCF  with its NF profile (e.g. NWDAF instance ID, NWDAF FQDN/IP address, NWDAF serving area) and the generated data profile.
7.  NWDAF2 service consumer sends another subscription request to NWDAF2 including analytics ID(s).
8. Then NWDAF2 as a data consumer needs to do data collection, it should inquire firstly the DCCF using the NF discovery service including the related data profile (e.g. UE (s), event ID (s), filter, reporting info etc.), and discover if there is a NWDAF instance which has once obtained/stored the same or similar data.
9. If yes, then DCCF should prefer to feedback the NWDAF instance ID/NWDAF address (e.g. NWDAF1 as a data provider) rather than the 5GC NF/AF/OAM instance to the NWDAF2.
10. NWDAF2 as a data consumer collects related data from the NWDAF instance ID/NWDAF address as a data provider provided by DCCF in step 9, e.g. NWDAF1. 
11. After data collection, the NWDAF2 as a data provider also registers/updates its NF status in DCCFwith its NF profile and the data profile.
NOTE x:	The NWDAF may aggregate the data profile prior to registration to DCCF, which may need to efficiently store the data profile information for enquiry.
	
Editor’s Note: What the exact role of DCCF in this solution needs to be evolved and is FFS. 



6.X.3	Impacts on services, entities and interfaces

NWDAF as a data provider:
-	Supports to registers/updates its data profile in DCCF.
-	Extends NWDAF subscription services to support interactions related to data collection among NWDAFs.
DCCF :
-	Supports to register/update data profiles of data provider NWDAF.
-	Supports data provider NWDAF instance discovery based on NWDAF data profiles.
* * * * End of change * * * *
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6. Nnrf_NFManagement_NFUpdate( NWDAF1 ID , NF profile(NWDAF serving area), data profile (event ID(s), UE(s), filter, reporting info) )







10、Nnwdaf_EventExposure_subscribe/notify



(event ID(s), UE(s), filter, reporting info)







11. Similar as steps 4-6
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2．Nnf_EventExposure_subscribe



(event ID(s), UE(s), filter, reporting info)







3．Nnf_EventExposure_Notify (event data)







4. Analyses data, and stores the event data and related data profile (event ID(s), UE(s), filter, reporting info)







5.Nnwdaf_AnalyticsSubscription_Notify
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7.Nnwdaf_AnalyticsSubscription
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8.Nnrf_NFDiscovery_Request(NF type=NWDAF, data profile (event ID(s), UE(s), filter, reporting info))







9.Nnrf_NFDiscovery_Response(NWDAF instance=NWDAF 1)
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