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1
Introduction

1.1
Background
Currently there are 14 solutions recorded in TR 23.757. This document is trying to find the common aspects of the solutions and achieve the interim conclusions.

Following are the features for MBS session management proposed by solutions:
A) Basic assumptions

A.1) Dynamic resource reservation (including radio and N3);

A.2) Static resource reservation (including radio and N3);

A.3) Support delivery method selection

B) Service operations

B.1) Multicast Service Activation / Modification / De-activation operation

B.1.1) Multicast Service Activation / Modification / De-activation are optional;

B.1.2) Support Multicast Service Activation / Modification with MBS Session IDs;

B.1.3) Support Multicast Service Activation without MBS Session IDs;

B.2) Service Announcement

B.2.1) Support service announcement without RAN impact;

B.2.2) Support RAN impacted service announcement;

C) Session operations

C.1) Multicast Session Join/Leave

C.1.1) Over UP;

C.1.2) Over N1;

C.1.3) Over Uu+N2;
C.1.4) Over application layer to trigger network initiated session join;
C.1.5) UE can silently leave a MBS session;
C.2) Multicast Session Start

C.2.1) Group paging / session start notification broadcasted by RAN;

C.2.2) Dedicated paging (per UE paging);

C.2.3) No paging without RAN impact;

C.3) Multicast Session Stop

C.3.1) Release shared N3 tunnels;

C.3.2) Keep shared N3 tunnels;

C.4) Multicast Session Delete

C.4.1) Support in order to release shared N3 tunnels;

C.5) Multicast Session Leg Removal

C.5.1) RAN triggered based on RAN counting;

C.6) Multicast Session Activation/De-activation

C.6.1) Support shared N3 tunnel release (and AN resource release) due to no data;

C.6.2) Support shared N3 tunnel establishment (and AN resource establishment) due to DL data arrival;

D) Transmission mechanism

D.1) PDU Session of unicast fall-back

D.1.1) Reserve PDU Session for unicast fall-back before or during session join;

D.1.2) Reserve PDU Session for unicast fall-back when needed;

D.1.3) Support unicast fall-back;

D.1.4) Do not support unicast fall-back;

D.2) Delivery method decision point

D.2.1) MBS Session Management Function controlling PDU Session for unicast fall-back;

C.2.2. MBS Session Management Function controlling MBS Session user plan anchor point;

D.3) Shared N3 tunnel activation

D.3.1) Support low layer IGMP/MLD operation;

D.3.2) Support without low layer IGMP/MLD operation;

E) Other considerations

E.1) Selection of MBS Session Management Function

E.1.1) NEF selects MBS Session Management Function;

E.1.2) MBSF selects MBS Session Management Function if MBSF is deployed;

E.1.3) AMF selects MBS Session Management Function;

E.2) MBS Session ID operations

E.2.1) Allocated by MBSF if MBSF is deployed

E.2.2) Allocated by MB-SMF if MBSF is not deployed;

E.2.3) Dynamic MBS Session ID association/provisioning;

E.2.4) AF queries MBS Session ID from UE and provides to 5GS when UP option used;

E.3) MBS Session Context storage
E.3.1) Stored in MBS Session Management Function;

E.3.2) Stored in AMF;

E.3.3) Stored in RAN node;

E.4) N6 tunnel operation

E.4.1) NEF provides N6 tunnel information to AF;

1.2
MBS Session Establishment/Release
On Join and leave Methods,
· Whether the CP-based join/leave and UP-based join/leave are both supported, or only one of them?

	Join and leave Methods

	CP only
	#2, #6, #14

	CP and UP
	#3, #4, #8, #10, #16.


Among the solutions, it seems that Sol.#3, #4, #8, #10 and #16 supports both CP-based and UP-based, while Sol.#2, #6, and #14 support only CP-based. Sol.#5 and #9 are for broadcast scenario and there is no network-level join/leave procedures. 

Proposal 1: Rapporteur to propose to have both CP and UP (most of solutions have them, flexibility, support for IPTV).

On N3 Tunnel establishment,

· Data transfer from UPF and RAN nodes: UPF-RAN tunnels or distribution tree?

	N3 Tunnel establishment

	Both distribution tree and N3 tunnels
	#2, 

	N3 tunnels only *

(*distribution tree possible but not described)
	#3, #4, #5, #6, #8, #9, #10, #14, #15, #16.


Among the solutions, it seems that the majority prefers to only address the N3 tunnel transmission (although distribution tree method could be possible in the solutions).
Proposal 2: Rapporteur to propose interim agreement to focus only tunnel based approach: more flexible and support for QoS. Some backbone technology are not supporting or are not friendly for IP Multicast. Tunnel is good also for interworking with unicast.
On N6 connectivity, there are two available solutions:
· No pre-negotiation between AF and 5GC (loose coupling) 

· Pre-negotiation between AF and 5GC (tight coupling – exchange of IP adds);

	N6 connectivity

	Support both pre-negotiation and no negotiation on N6 connectivity
	#2, #3, #8,

	No pre-negotiation
	#5, #9, #10, #14

	Unclear
	#4, #6,


Among the solutions, it seems that there is no overwhelming majority on this topic. Note that the Data Network may not always support IP multicast therefore the pre-negotiation way (as MB2/xMB) is necessary in that case. For more flexibility, it is proposed to have both.
Proposal 3: Rapporteur to propose to have both approaches for more flexibility.

For UE Authorization,

	UE Authorization

	MBSF
	#10, #14

	M-SMF
	#4, #14

	N/A or unclear
	#2, #3, #6, #8


It seems that some solutions cannot support the UE authorization feature. In fact besides the application level, UE authorization is needed at 3GPP level as well, otherwise they may attempt to get content even if not authorized. 
Proposal 4: Rapporteur suggests that solutions of KI#1 on multicast consider UE Authorization issue.

1.3
Transmission and QoS Flow Model
On MBS Session Context, several questions shall be considered:

· Stored in which NF(s)?

	Session context

	
	RAN
	AMF
	(M-)SMF
	NEF
	MBSF

	#2
	Y
	Y
	Y
	Y
	Y

	#3
	Y
	
	Y
	Y
	

	#4
	
	
	Y
	
	

	#5
	
	
	Y
	
	

	#6
	
	
	Y
	
	Y

	#8
	Y
	
	Y
	Y
	

	#9
	
	
	Y
	
	Y

	#10
	Y
	
	Y
	Y
	

	#14
	
	
	Y
	
	Y

	#15
	Y
	
	Y
	
	

	#16
	
	Y
	Y
	
	


Among the solutions, it seems that all solution considers to store the MBS Session Context in the (M-) SMF and a number of the solutions consider to store the MBS Session Context at RAN. 
Proposal 5: Rapporteur to propose to store MBS Session Context in at least SMF and RAN.

For the traffic Model of the shared delivery,

· Is the multiple Flows per MBS Session allowed?

	Traffic Model of the shared delivery

	Multiple Flows per MBS Session allowed
	#3, #4, #10, #14

	Not allowed
	#5, #8, #9

	Unclear
	#2, #6, #15, #16


No overwhelming majority on this topic, to accommodate more flexible multicast transmission (e.g., audio/video using different multicast flows), at least one QoS Flow per MBS Session, multiple QoS Flow per MBS Session is possible.
Proposal 6: Rapporteur to propose to have at least one QoS Flow per MBS Session, multiple QoS Flow per MBS Session is possible.

· Can the same N3 tunnel be used for multiple MBS Sessions?

On this aspect, it needs to be clarified for the solutions, and 1-to-1 mapping between MBS Session and N3 tunnel will be considered. In other words, multiple MBS Sessions cannot share the same N3 tunnel. 

Proposal 7: Rapporteur to propose to clarify that there is a 1-to-1 mapping between MBS Session and N3 tunnel.

For the delivery method of the shared delivery,

· Does CN use only shared traffic delivery (STD) or also combination of STD and individual traffic delivery (ITD)?

Both shared and individual traffic delivery shall be used, this is to address scenarios in which MBS is not supported everywhere, or possibly small groups for which MBS is not beneficial versus well distributed UEs (i.e., few UES per RAN node want the same content).
Proposal 8: Rapporteur to propose to use both shared and individual traffic delivery.

2
Proposal
It is proposed to capture the following interim agreements into TR 23.757.
* * * * First change * * * *

8
Conclusions
8.X
Key Issue #1: MBS session management
Based on the evaluation in clause 7.X, following are the interim agreement:

-
The network shall support resources reservation triggered by multicast session join. (A.1) 
-
The network shall support multicast session join/leave operation via N1 and UP, the UE shall support the operation either via N1 or via UP. (C.1.1, C.1.2) 
-
The network and UE shall support multicast session join operation via Uu+N2 for UE in RRC-INACTIVE state, and shall support multicast session leave operation via Uu+N2 when individual delivery method is used. (C.1.3) 
-
The network shall be able to support UE leaving a MBS session silently for UE in idle or RRC-INACTIVE state. (C.1.5) 
-
The network and UE shall support unicast fall-back for service continuity, and the PDU Session for unicast fall-back shall be able to be established or activated when needed. (D.1.1, D.1.4) 
-
The network shall support delivery method selection and the decision point is the MBS Session Management Function controls the MB-UPF. (A.3) 
-
The network shall be able to select individual delivery method for a UE served by a RAN node supporting 5G MBS. (A.3) 
-
The network shall support MBS traffic delivery via shared N3 tunnel using transport layer multicast method or by MB-UPF distributing over NG UP layer. Which method is used depends on deployment. (D.3.1, D.3.2) 
-
The network shall support the unawareness of MBS Session ID by multicast application client on UE and multicast application server. (E.2.3) 
-
The network shall be able to prepare for multicast traffic transmission for a MBS session after session start time provisioned by AF. (C.2.3) 
-
The network shall be able to prepare for multicast traffic transmission for a MBS session after broadcasting session start notification over radio triggered by session start command from AF. (C.2.1) 
-
The network shall support selection of MBS Session Management Function by NEF and AMF, may support the selection by MBSF. (E.1.1, E.1.2, E.1.3) 
-
The network shall support the MBS Session ID allocation by MB-SMF or MBSF depends on deployment. (E.2.1, E.2.2) 
-
The network and UE shall support service activation / modification / de-activation procedure with or without MBS session information. (B.1.1, B.1.2, B.1.3) 
-
The network shall release all the shared N3 tunnel resources during multicast session stop. (C.3.1) 

· 

· For N3 tunnel establishment, it is proposed to only focus on tunnel-based approach, since it is more flexible and support for QoS. 

· For N6 connectivity, solutions shall support the case that IP multicast is used in the external network, and the case that the IP multicast is not used in the external network.

· 

· 
· 

· Both shared and individual traffic delivery will be used for MBS data delivery.

Editor's note: More interim agreements may be needed. 
* * * * End of change * * * *

�Bullet 2 and 3 are more specific then this, but could be modified to use this


�Seems not needed, even transport layer multicast is used, N3 also is tunnel-based, different is whether we support transport layer multicast or not, which is in bullet 8


�Documented in conclusion for KI#3, where it will be more specific


�Documented in conclusion for KI#4, where it will be more specific


�Some overlapping with bullet 6, but keeping it has no harm
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