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Abstract of the contribution: This paper proposes a solution to address the Key Issue #2: NPN support for Video, Imaging and Audio for Professional Applications (VIAPA).
Discussion
During the discussion at the eNPN conference calls, in relation with KI#2, the case where VIAPA applications are delivered via SNPN, these applications are very demanding in terms of QoS, typically require high 5QI value in a small area for simultaneously access for a large number of users, since the capacity of the SNPN is limited, it will be beneficial to be able to instruct the UE on the subscription to use when the VIAPA application traffic is detected, this allows the UE to select the Uu interface that provides the best performance for the VIAPA application.
In addition, VIAPA ASP have SLA with the PLMN to provide QoS for those UE registered to the concert. In order to do that the PLMN has an SLA with the SNPN to serve e.g. X number of PLMN UEs PDU sessions for VIAPA application. At the time the VIAPA ASP communicates with the PLMN that a number of UEs are registered for the concert, the PLMN determines which UEs, of those attending the concert, will be served by SNPN, this is determined based on  local policies that consider the UE capabilities for SNPN mode support, UE preferences, Analytics on QoS sustainability in that area. 
Another option is that the VIAPA ASP have SLA with the SNPN to provide the best QoS performance to VIAPA users, at the time the SLA is agreed, the VIAPA ASP requests enhanced QoS for UEs e.g. attending a music festival for a specific time period (e.g. 2 hours). The SNPN can check if it can provide the expected performance or not, using analytics on QoS sustainability and if not, then check if any of the PLMNs that has an agreement with the SNPN can provide it. The result can be both: to inform the VIAPA ASP that SNPN network took into account the QoS requirements to deliver the application data to the users, and in case the SNPN decides to use an alternative PLMN to route VIAPA traffic, the configuration of the alternative PLMN to use and the Access Type to use. 
The following issues are addressed in this revision of this document as raised in the SA2#139E meeting:
· The terminology is clarified, this proposal is applicable for a single radio UE with both a SNPN subscription and at least a PLMN subscription-
· The UE receives an indication, that may be part of the URSP rule or a separate indicator, on the subscription to use when the VIAPA application traffic is detected. The proposal does not impact the PLMN selection procedure that remains unchanged. 
· For a UE that has multiple subscriptions and multiple, possibly conflicting, URSP rules for the same application, the UE should use the precedence of the URSP that is already defined in TS 23.503.

Proposal
Add the following solution to TR 23.700-07.

*** BEGIN CHANGES ***
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*** NEXT CHANGES – All new Text***
6.X	Solution #X:  Steering a single access UE to use Uu interface of the SNPN or the PLMN
[bookmark: _Toc16839383][bookmark: _Toc23236015]6.X.1	Introduction
[bookmark: _Toc16839384][bookmark: _Toc23236016]The solution addresses key issue #2 " NPN support for Video, Imaging and Audio for Professional Applications (VIAPA)". It applies for a single radio UE with both a SNPN subscription and at least a PLMN subscription as exemplify in figure 6.x.1-1:


Figure 6.x.1-1: Example of a single radio capable UE with both a SNPN and multiple PLMN subscriptions

This solution proposes a mechanism to allow the network to steer a single access UE to use a certain Uu interface for VIAPA traffic, either via PLMN or SNPN and then use IPSec tunnel via N3IWF in the other network to send or receive other type of data from the other network. 
The selection of the Uu interface to use for VIAPA services is based on operator policies that take into account:
- the SLA between the PLMN and the SNPN indicating that UEs acceding VIAPA application or VIAPA DNN from other NWs can be served.
- User preferences, that may be either stored in the UDR or received from the UE in NAS signalling.
- UE capabilities to support SNPN mode and
- QoS sustainability analytics
This selection of the Uu interface to use is based on the estimation on which network where the user has a subscription, either the SNPN or any of the PLMNs should be used for VIAPA traffic,  
Two possible scenarios are shown below:
[image: ]
Figure 6.x.1-1. s VIAPA traffic delivered over PLMN. The UE is connected to PLMN via Uu interface
[image: ]

Figure 6.x.1-2. VIAPA traffic delivered over SNPN. The UE is connected to SNPN via Uu interface
6.X.2	Functional Description
[bookmark: _Toc43392703][bookmark: _Toc43475502][bookmark: _Toc43475878]6.x.2.1	General
Some assumptions are listed below:
-	The UE is the area which is covered by the NG-RAN of both PLMN(s) and SNPN.
-	Both networks (PLMN and SNPN) can be operated by different operators.
-	-	The user has separated subscriptions to both PLMN(s) and SNPN. Alternatively, as SNPN is less regulated and for more local service, the UE does not have subscription with the SNPN, but SLA between the SNPN and the PLMN exist to serve X number of PLMN UEs PDU session for VIAPA applications or for VIAPA DNN. 
	Comment by Ericsson User: I guess you mean that how the UE is configured to select the SNPN to use for VIAPA services is FFS. I added a description so please check if it is okay with you.
-	The SNPN operator can have a business agreement with each of the PLMN operators serving the area where the UE is located.
-	The Data services being provided in this VIAPA KI are very demanding in terms of QoS.
When the user has a separate subscription to both PLMN and the SNPN, each Network may provide UE Policies that indicates that the traffic of VIAPA Application X should be transferred over the Uu interface of a different NW and the indication of the subscription to be used for Network selection. As result of this evaluation, the UE may select a different NW, either the PLMN or the SNPN, registers and is configured with URSP rules that indicate the characteristics of the PDU session for this VIAPA application (among other URSP rules that may also be provided). 
When the user has a subscription to the PLMN only and no subscription with the SNPN exists, the PLMN provides UE Policies that indicate that the traffic of VIAPA Application X should be transferred over the Uu interface of the SNPN, including the SNPNid. The UE registers to the SNPN, note that in KI#1 is studied how to access the SNPN using credentials owned by the PLMN, those solutions can be used in this case as well. The SNPN sends URSP rules that indicate the characteristics of the PDU session for this VIAPA application (among other URSP rules that may also be provided). These rules are generated based on the roaming agreements with the PLMN.
The UE may still register to the other NW via IPSec to the N3IWF of the other network to transfer other services that do not require Uu interface as depicted in Figure 6.x.1-1 and Figure 6.x.1-2.


[bookmark: _Toc43392764][bookmark: _Toc43475563][bookmark: _Toc43475939]6.x.3.1	High-level Procedures
6.x.3.1.x	General description
The high-level flow describes the scenario where the VIAPA ASP checks with the PLMN the QoS requirements to serve the UEs that bought tickets for the concert.  The PLMN has an SLA with an SNPN. The SNPN may be either less regulated and more a local services where the UE does not have a subscription with the SNPN or the UE may have a subscription with the SNPN. The procedure below aims to depict both options.



Figure 6.27.3.1-1: Checking QoS requirements for VIAPA applications - overview
1-	The following steps takes place at the time the VIAPA ASP, the SNPN and the PLMN prepare to deliver VIAPA services:
· The VIAPA Application Service Provider configures its portal with information on the SNPN to be used for delivering the VIAPA application to their consumers.
· The PLMN configures its network with the list of SNPNs that has an agreement with. For each SNPN, the SLA indicates the number of PLMN UE PDU sessions for VIAPA applications (or for VIAPA DNN) that can be served.   
2-	A number of users buy tickets to the concert.
3-	The VIAPA ASP portal informs the PLMN about the number of UEs (and its identities) that bought tickets, the area where the concert will take place, the type of Application that will be delivered and the time of the day.
[bookmark: _Hlk45289555]4-	The PLMN checks QoS requirements then estimates using analytics whether QoS degradation may happen. If SNPN PLMN estimates that QoS requirements can be fulfilled for all the VIAPA sessions, then step 7 6 follows.
5-	If the SNPN PLMN estimates that QoS requirements can be fulfilled for a subset of all the VIAPA sessions, then checks the SLA with the PLMN(s) that serve the area where the concert will take place and the users that bought a tickets and has a subscription with that PLMN(s). The SNPN informs the PLMN(s) of these UEs on QoS requirements for VIAPA applications, the number of UEs (and its identities), the area of the concert, the time, the Application id and QoS requirements are provided to the PLMN. Step 6 may happen to more than one PLMN. The PLMN determines, based on UE capabilities to support SNPN mode, QoS sustainability analytics, user preferences, which UE PDU sessions for VIAPA applications should be served by the SNPN.
6-	The PLMN checks QoS requirements then estimates using analytics whether QoS degradation may happen, the outcome of the estimation is sent to the SNPN. 
7-	Now, that the SNPN has an estimation on the amount of VIAPA sessions, their QoS requirements, the location and time. The SNPN performed some checks whether the QoS requirements can be fulfilled, it will send a response to the VIAPA ASP. The VIAPA ASP needs to take it into account when selling tickets for the concert
68-	 As result of the above process, the PLMN knows the list of UEs that use PLMN Uu access for VIAPA service and the list of UEs that use SNPN Uu access for VIAPA service. Then, at the time the UE registers to the PLMN where it has a subscription, the network provides UE Policies to indicate whether the SNPN Uu or PLMN Uu interface should be used to transfer the VIAPA traffic, including both the VIAPA traffic identifier (such as IP 3- tuple or DNN) and the indication of the subscription to use for NW selection (if the SNPN does not require to have subscriptions, then the SNPN id is provided to the UE instead).  When the UE determines that the UE Policy is applicable to VIAPA application traffic starts matching a URSP rule,the UE checks  the access type and the indication of the  NW subscription to be used for NW selection or the SNPN id, then registers to the SNPN. 
NOTE: When the UE Policy is a URSP rule, the UE determines if the URSP policy is applicable to VIAPA traffic as defined in TS 23.503 clause 6.6.2.1. For a UE Policy that is not a URSP rule, but still contains a traffic descriptor the same procedure as described in TS 23.503 clause 6.6.2.1 applies
NOTE: The indication of the subscription to use for PLMN selection may be part of the URSP rule or a separate indication in a new UE Policy.

Editor's note: Whether there is a need for the UE to determine if the PLMN subscription should be selected and then if so, how the UE determines to select the PLMN subscription again is FFS.

The UE determines the URSP rules that are applicable to VIAPA traffic by evaluating the traffic descriptor as defined in clause 6.6.2.1 in TS 23.503. Since the URSP rules are evaluated when the UE is registered in the PLMN or the SNPN, then the UE evaluates the URSP rules that are provided by that network. The same applies for a new UE Policy. 
6.x.4.1	Extensions to the URSP ruleHow to indicate to the UE which Uu interface to use for VIAPA traffic.
Method 1: Extending URSP rules
The RSD in the URSP rule is extended to indicate the subscription to use for PLMN selection as described below:
Table 6.6.2.1-1: Route Selection Descriptor extended with “Network id”indication on subscription to use for NW selection”
	Information name
	Description
	Category
	PCF permitted to modify in URSP
	Scope

	Route selection components
	This part defines the route selection components
	Mandatory

	
	

	Access Type preference
	Indicates the preferred Access Type (3GPP or non-3GPP or Multi-Access) when the UE establishes a PDU Session for the matching application.

The preferred access type may include a reference to the PLMN NW subscription to be used for the matching application. 
	Optional
	Yes
	UE context



Table 6.6.2.1-2:  SNPN URSP rules to route VIAPA App1 though 3GPP access ofusing the PLMN_1 subscription
	Example SNPN URSP rules
	Comments

	Traffic descriptor: VIAPA App1
Route Selection Descriptor Precedence=1 
Access Type preference: 
3GPP access, subscription PLMN id_1 

	This SNPN URSP rule associates the traffic of application "VIAPA App1" with 3GPP access. The subscription of the 
PLMN_id_1 should be used for network selection.




The UE may register on a equivalent PLMN, however the selected PCF to provide PCC Rules is the PCF that serves the UE in its PLMN and equivalent PLMNs. 
The UE may register on a different PLMN that may not have agreements with SNPN to serve their UEs, not equivalent one, then the UE may observe QoS degradation, since there was no agreement between the PLMN and the SNPN to provide QoS.
Table 6.6.2.1-3:  PLMN URSP rules to route VIAPA App1 though 3GPP access of PLMN_1
	Example PLMN URSP rules (PLMN_URSP_1)
	Comments

	Traffic descriptor: VIAPA App1
Route Selection Descriptor Precedence=1 
Network Slice Selection: S-NSSAI-b
SSC Mode Selection: SSC Mode 3
DNN Selection: internet
Access Type preference: 3GPP access 
	This PLMN URSP rule associates the traffic of application "VIAPA App1" with S-NSSAI-a, SSC Mode 3, the "internet" DNN and 3GPP Access. 





Method 2: A new UE Policy 
A UE Policy to indicate which subscription to use for NW selection for VIAPA applications or VIAPA DNNs is described below:
Table 6.6.2.1-4: Route Selection Descriptor extended with “indication on subscription to use for NW selection”
	Information name
	Description
	Category

	Traffic descriptor
	Application descriptor or IP descriptor or DNN
	Mandatory


	Indication on subscription to use for NW selection
	Indicates the subscription to use for NW selection when the UE detects traffic matching the traffic descriptor.
If a match is found, the UE uses the indication to select a subscription to trigger NW selection.
	Mandatory




[bookmark: _Toc16839386][bookmark: _Toc23236018]6.X.3	Procedures
6.X.3.1	Initial provisioning of QoS requirements from the ASP to the PLMN
Prior to transfer of VIAPA applications, both the ASP provides QoS requirements for an initial check at the  PLMN, the ASP provides the number of UEs that are registered for the event, their location and the time of the day. The PLMN requests predictions on QoS Sustainability to know the number of QoS flows (for VIAPA services) that will be released in the area and time where the UEs will be located. If the number reaches a threshold, then the PLMN considers that there will be QoS degradation and will determine with UE should use Uu interface in the SNPN to access VIAPA application. 


Figure 6.x.3.2. VIAPA ASP negotiates a Transfer Policy for users of the VIAPA application
1. Web portal at the ASP offers tickets to VIAPA application to end users. At some point in time, before the VIAPA application starts, the ASP informs the SNPN, using Nnef_Negotiate_Transfer_Policy Request service operation that a number of users, list of users, will use a VIAPA application, at certain time and location. 
2. The SNPN PLMN NEF authorizes the ASP request, select then send Npcf_Negotiate_Transfer_Policy Request to the SNPN PLMN PCF to handle the ASP request, this can be any PCF supporting this capability or service. The SNPN PLMN PCF checks the QoS requirements for the VIAPA application, the number of users and their location/time and determines using local policies and analytics on the ”QoS sustainability” in the location (i.e. gNB) where UEs would be located, and the 5QI of the VIAPA application. If the SNPN PCF estimates that the users of the VIAPA application would not experience QoS degradation, since the QoS sustainability threshold is not met then step 67 takes place.
3. The SNPN PLMN PCF may decide that QoS sustainability threshold will not be met and then determine which UE should use Uu interface in one of SNPN that has an agreement with to access VIAPA application. The PCF determines which UEs should use the Uu interface of the SNPN based on the SLA that the PLMN has with the SNPN, UE capabilities, user preferences, and operator policies. 
4. The SNPN PLMN PCF stores the SNPNPLMN_Transfer_Policy Id and its context into SNPN PLMN UDR using Nudr_DM_Create_Request for Data Set Application data.
5. The SNPN UDR sends Nudr_DM_Create_Response.
6. The SNPN PCF sends Npcf_Negotiate_Transfer_Policy Response to SNPN NEF including the SNPN_Transfer_Policy_Id.
7. The SNPN NEF sends Nnef_Negotiate_Transfer_Policy Response including the SNPN_Transfer_Policy_id that may indicate whether some users may experience QoS degradation based on predictions. 
Example:
- AF informs that VIAPA_App_1 is delivered to 100 users, (GPSI_1, GPSI_100), geographical area and time of day
- NEF translate GPSI. Geographical area to SUPI and area of interest
- SNPN PLMN PCF calculates 5QI, PER and PDB for VIAPA_App_1. PCF subscribes to NWDAF to report predictions on QoS retainability when threshold is reached, threshold is set to 10, area of interest (gnB) and time of day.
- SNPN PLMN PCF is informed that QoS retainability threshold is reached, so that 10 QoS flows are predicted to be released.
- SNPN PLMN PCF checks which SNPN has a SLA with and determines which UEs should use Uu interface of the SNPN.
 
6.X.3.1	Provisioning of NW preferences on the Uu interface to use for VIAPA applications to the UE
The procedure for UE Policy Association Establishment defined in TS 23.502 clause 4.16.11 is used, and then the PCF provides a new UE Policy (method 2) or a URSP Rule (method 1) to route VIAPA traffic via the 3GPP access of a different Network, if there is a URSP rule stored in UDR associated to that PLMN for that UE.

 
Figure 6.3.x.1-1. input for selection of subscription in the UE to use for Network selection 
Editor's note: Whether the decision which PLMN subscription to use can be determined by an SNPN is expected to be confirmed by SA1.
6.X.4	Impacts on existing entities and interfaces
NEF: 
-	New service to request negotiation of transfer policy for VIAPA applications.
PCF: 
-	New service to request negotiation of transfer policy for VIAPA applications.
-	Subscription to NWDAF Analytics on QoS Sustainability for GBR QoS flows for a 5QI, PDB, PER         corresponding to a VIAPA application.
-	Store Transfer Policy and PLMN URSP rule id for UEs that will transfer VIAPA applications via a different PLMN.
-	Provide URSP rule for VIAPA applications to be transferred over a different PLMN.
UE:  
-	Determine the Uu interface to be used to send VIAPA traffic based on the URSP rule extended (method 1) or w new UE Policy (method 2) with the PLMN subscription.
*** END CHANGES ***
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