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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes a way forward for KI#1 and URSPs for Multiple Sessions Connectivity model
1	Introduction
This contribution evaluates the enhancements proposed to the 5GC by the different solutions for KI#1 which are specific to Multiple Sessions Connectivity Model and proposes a way forward.
2	Discussion
With regards to KI#1, the Multiple Session connectivity model can be seen as an evolution of the distributed anchor connectivity model. Edge Computing applications can use a specific PDU session with the PDU Session Anchor in the local site whether the rest of applications use a PDU Session with a central PDU Session Anchor. The mapping between applications and PDU sessions is steered by the URSP rules.
This evaluation focuses on the enhancements proposed on the URSPs themselves and UE handling of the URSPs to solve KI#1.
A short description of the solutions that address URSPs follows:
	Solution#1
	It proposes to enhance the NEF service Nnef_ServiceParameter to allow the AF to influence PCF decisions for URSP rules for one UE, group of UEs, or any UE 
It assumes DNS for AS discovery. The UE, based on URSP rule matching, may need to establish a new PDU session to enable communication with the DN where the DNS server resides.
The DNS address configuration provided for the PDU session using one of already available means is the one used to send the DNS Query 

	Solution #4
	No enhancements to URSPs proposed.
It assumes the UE issues a DNS request targeting the FQDN of an App, and the PDU Session in which to send the DNS request is controlled by URSP rules. The DA of the DNS request is the DNS server address of this PDU Session configured by the 5GC (SMF) to the UE by one of the available means.

	Solution #5
	It identifies as an impact that the UE should be configured to use URSP procedures to setup the PDU session prior to sending a DNS query.
The DNS server address for the DNS Query could be locally configured in the UE or be the one of the PDU Session configured by the 5GC (SMF) to the UE by one of available means.

	Solution #21
	Aligned with a former version of Solution #1 (as in TR 23.748 v0.3.0), it further extends the AF influence to include the application Provisioning Domains (PvDs) in the URSPs. Provisioning Domains are used to obtain a PvD ID to include in the PDU Session Establishment procedure. SMF uses this PvD ID to determine the associated DNAI and relevant PSA.



Solutions #13 and #17, though they mention URSPs, they propose enhancement that would apply to all connectivity models and need to be discussed under a broader scope.
From evaluation of these solutions, the following is concluded:

A.)  For DNS based EAS Selection for the Multiple Session connectivity model, the solutions provided are aligned in the following aspects:
-  When a UE issues a DNS request targeting the FQDN of an App, the PDU Session in which to send the DNS request is controlled by URSP rules. 
-  The UE should be able to use URSP procedures to setup the PDU session prior to sending a DNS query
-  The DA of the DNS request is the DNS server address of this PDU Session configured by the 5GC (SMF) to the UE by one of available means.

B.)  Then, it is not explicitly stated, but an implicit prerequisite of these solutions (otherwise an LDNSR solution is needed) that:
-  URSPs are defined to steer both the DNS queries for the Application FQDN as well as the application traffic into the same PDU Session.
NOTE: This way, the DNS Query conveys the right location information.
Two options can be considered for how to steer the DNS queries using URSPs (see TS 23.503 chapter 6.6.2.1):
Domain Descriptors (i.e. FQDN) in URSP rules:
This solution works well if the operator DNS is used
It is also working well if the UE OS is configured with another DNS server but is applying the URSP rules prior to using that configuration, I.e. the PDU sessions specific DNS servers are used for all DNS traffic that is mapped towards these PDU sessions.
This will in most cases not work if DNS queries are done with DoH or other over the top mechanisms. That traffic will end up on the PDU sessions according to URSP Traffic Descriptors.
This will not work if the UE is tethering the access to a laptop or other device that is not using the DNS server provided over the tethered connection. 
Application Descriptors (OSId and OSAppId(s)):
With application identifiers all traffic belonging to the application needs to use the PDU session the URSP rules selects. This must then include DNS queries as well.
If the application uses other applications or services, the traffic created by these services (e.g. a browser providing http/web APIs) may also need to be routed via the PDU session. Whether that can be done is up to the OS and service vendors to resolve. This puts requirements on the application developers to take responsibility for what services they use from an edge computing perspective as well.
This will not work with tethering.
Which implies that, for a Use Case to work on multiple sessions using URSPs the solution involves
· The application, and how it is designed to interact with the OS and use OS APIs and OS DNS client. 
· The OS, and how it handles the application requests and related DNS queries and relation to user defined DNS settings, URSPs and the established PDU sessions and settings.  
· And the URSP rules traffic and route selection descriptors.
In principle, Domain Descriptors seems a simpler solution therefor it should be the Descriptor recommended 
-  The PDU Session Establishment request parameters and corresponding parameter configuration in SMF are used by SMF to determine the Session DNAIs and to select UPF/PSAs for the PDU Session. 
In this area, Solution #21 proposes and enhancement for adding one parameter (PvD ID) for that. The other solutions assume nothing additional is needed. E.g. this can be achieved e.g. using different DNNs. Solution #21 is in major parts redundant to already existing functionality. 

C).  Then, solution #1 and #21 both are proposing enhancements to allow the AF to influence PCF decisions for URSP rules 
The procedure proposed by solution #1 is preferred. Solution #21 takes as basis a former version of Solution #1 (as in TR 23.748 v 0.3.0).
The feasibility of the proposal is very much dependent on what information AF needs to provide. It should be feasible if that is Domain Names as proposed in this pCR. Challenge would be bigger if AS IPs, DNS Settings or PvDs are to be provisioned. That would require further alignment with the 5GC configuration.

The proposed way forward when moving into normative phase is:
-  To capture A) and B) above in the form of expected UE behaviors and other pre-requisites and recommendations on the solution components (for solution#21 enhancement proposal see below)
-  To recommend Solution #1 proposal to Enhance the NEF service Nnef_ServiceParameter to allow the AF to influence PCF decisions for URSP rules to normative phase.
-  Not to promote Solution #21 to normative phase

3	Proposal
************* Start Changes *************
7	Overall Evaluation
7.1	Evaluation of Solutions for Key Issue #1 for DNS based solutions for Multiple PDU Sessions

The Multiple Session connectivity model enables that Edge Computing applications can use a specific PDU session with the PDU Session anchor in the local site whether the rest of applications use a PDU Session with a central PDU Session anchor. The mapping between applications and PDU sessions is steered by the URSP rules.
Using DNS for EAS Discovery, also the mapping between the DNS and PDU sessions needs to be carefully considered
From evaluation of solutions #1, #4, #5 (URSP part), #7 and #21 the following is concluded:
For an EC Use Case to work on multiple sessions connectivity model using URSP rules, the solution involves:
-	The application, and how it is designed to interact with the OS and use OS APIs and OS DNS client. 
-	The OS, and how it handles the application requests and related DNS queries and the relation of that to user defined DNS settings, URSP rules and the established PDU sessions and their settings.
-	And the URSPs traffic and route selection descriptors.
-	The mapping rules between AF request parameters and URSP rules parameters in UE such as relationship between DNAI and DNN.
The recommendation is to define the URSPs so that Domain Descriptors are used to steer the DNS and the Application traffic into PDU sessions. Application Client and UE OS need to be designed to interact according to this recommendation to satisfy the requirements on the UE listed below.
Requirements on the UE based on existing mechanism:
-	When a UE issues a DNS request targeting the FQDN of an App, the PDU Session in which to send the DNS request is controlled by URSP rules. 
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]-	When a UE issues application layer service request targeting the EAS IP, the PDU session in which to send the request is controlled by URSP rules via mapping the EAS IP and destination address.
-	The UE should be able to (re)evaluates the application association with a PDU session based on Location Criteria generated per AF requested Spatial Validity Condition.
-	The UE should be able to use URSP procedures to setup the PDU session prior to sending a DNS query
-	The DA of the DNS request is the DNS server address of this PDU Session configured by the 5GC (SMF) to the UE by one of available means. 
The solution is not guaranteed to work when devices are doing tethering, when the UE doesn’t support URSP rule, when the DNS Server at the UE has been configured by the user, when the Application Client unilaterally generates the DNS Query, or when the DNS queries are done with DoT, DoH or other over the top mechanisms. The study conclusion shall address guidelines to address such scenarios.
[bookmark: _Hlk48217686]To manage an application that ignores DNS setting provided by the network (e.g. when the application generates the DNS queries, or DNS server configured manually by user), URSP rules can be configured by the operator to not map such application to a PDU session that rely on the DNS server address being provided by the 5GC.
In addition, as a pre-requisite:
-	The configuration in SMF for the parameters in the PDU Session Establishment Request shall assist SMF to select the right DNAIs and UPF/PSAs for the PDU Session.
-	The operator uses different S-NSSAI and DNN combinations for edge DN and central DN
Solution #1 proposing to Enhance the NEF service Nnef_ServiceParameter to allow the AF to influence PCF decisions for URSP rules is recommended for normative phase. The enhancements shall support the recommendations above.
Solution #1 fulfils the needs of the existing mechanisms, and therefore solution #21 is not needed. 
Solution #1 can only be applied to distributed anchor scenarios (eg: SSC2 and SSC3) and has no impact to existing UE configuration . URSP rules is not applicable to session breakout scenarios (eg: UL CL situation) because the DNN is invariant under UL CL scenarios. 
Solution #7 proposes to use DNAI as additional input parameters for SMF selection so it is possible for the operator to deploy generic S-NSSAI and DNN for both edge DN and central DN. This solution can be applied for UEs not supporting URSP rule.
************* Next Change *************
[bookmark: _Toc23255042][bookmark: _Toc26346414][bookmark: _Toc26346627][bookmark: _Toc26773897][bookmark: _Toc31192364][bookmark: _Toc31192524][bookmark: _Toc31193015][bookmark: _Toc31616194][bookmark: _Toc31616269][bookmark: _Toc31616345][bookmark: _Toc31616421][bookmark: _Toc43317521][bookmark: _Toc43374993][bookmark: _Toc43375454][bookmark: _Toc43801978][bookmark: _Toc43806244][bookmark: _Toc43806551]9	Conclusions
9.x	Conclusions regarding solutions for Key Issue #1 for DNS based solutions for Multiple PDU Sessions
Solution #1 proposing to Enhance the NEF service Nnef_ServiceParameter(AF Request needs to be enhanced to include the FQDN or IP address of EAS, Spatial Validity Condition) to allow the AF to influence PCF decisions for URSP rules is recommended for normative phase. 
Solution #1 fulfils the needs of the existing mechanisms, and therefore solution #21 is not needed.
The Solution #7 proposes to use DNAI as additional input parameters for SMF selection and can be used for UEs not supporting URSP rule. Therefore it is recommended to adopt both solution 1 and solution 7 for normative work. 
In addition, guidelines should be captured to cover scenarios where the OS, user or applications may override the operator-provided DNS settings.

*************** End Changes ***************
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