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Abstract of the contribution: This contribution proposes a new solution – network controlled Remote UE authorization for UE-to-Network Relay. 
Introduction 
This contribution addresses the following key issues under Key Issue #3 described in the current TR 23.752. 
This solution supports UE-to-Network Relay Layer 3 Model and is complementary to the solution 6.
This contribution compared to the existing Layer 3 based UE-to-Network solutions, it addressed two aspects. 
The first aspect is about dedicated or shared PDU Session of UE-to-Network Relay UE.

It addresses two models on UE-to-Relay’s PDU Session as follows:

A. Dedicated Relay Session Model: In this model, one PDU Session of UE-to-Network Relay is supported for only one Remote UE.

B. Shared Relay Session Model: In this model, one PDU Session of UE-to-Network Relay is supported for multiple Remote UE.

The second aspect is about network controlled authorization of Remote UE. Compared to the other solution in the existing TR 23.752, this solution provides a mechanism for SMF to authorize the Remote UE to use the PDU Session of UE-to-Network Relay. 

Proposal

Please adopt the following changes to TR 23.752.
*** First change (all new text) ***
6.X
Solution #X: Network controlled Remote UE authorization for UE-to-Network Relay
6.X.1
Description

This solution addresses the Key Issue #3 described in the current TR 23.752. 

This solution supports UE-to-Network Relay Layer 3 Model. 

This contribution compared to the existing Layer 3 based UE-to-Network solutions, it addressed two aspects. 

1) Dedicated or shared PDU Session of UE-to-Network Relay UE.

2) Network controlled authorization of Remote UE.
For 1), this solution describes the two different UE-to-Network Relay PDU Session models as follows:
A. Dedicated Relay Session Model
In this model, one PDU Session of the UE-to-Network Relay is supported for one Remote UE as depicted in case A of the Figure 6.X.1-1. The UE-to-Network Relay uses the PDU Session that is dedicated for only one Remote UE to relay the traffic between the Remote UE and the Data Network through the UPF of UE-to-Network Relay. 
This dedicated relay session model is useful for the scenario where the network operator wants to differentiate the UE-to-Network Relay’s PDU Session from charging and policy perspective and for the scenario where the network operator wants to provide different slice or data network per Remote UE’s subscription.
B. Shared Relay Session Model
:In this model, one PDU Session of UE-to-Network Relay is supported for multiple Remote UE as depicted in case B of the Figure 6.X.1-1. The UE-to-Network Relay uses the PDU Session that is shared among multiple Remote UE to relay the traffic between the Remote UE(s) and the Data Network though the UPF of the UE-to-Network Relay.
The shared relay session model is useful for the scenario where the UE-to-Network Relay provides the internet connection to the multiple Remote UE(s). It is noted that the solution described in clause 6 of this document is based on this model.

The two relay session models are depicted as Figure 6.X.1-1. 
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Figure 6.X.1-1: UE-to-Network Relay PDU Session: Dedicated vs. Shared
For 2), in order for the network operator to authorize the remote UE to use the UE-to-Network Relay’s PDU Session, a network controlled mechanism is used. In this solution, the 5GC can authorize the Remote UE based on the information provided by the UE-to-Network Relay that is connected to Remote UE. With this approach, the 5GC is able to authorize the Remote UE to use UE-to-Network Relay’s PDU Session by checking the Remote UE’s profile stored in UDM, PCF or DN-AAA in addition to UE-to-Network Relay’s subscription information.
This solution assumes that Remote UE belongs to the same PLMN as Relay UE.
6.X.2
Procedures

6.X.2.1
Network Controlled Remote UE authorization for the Dedicated/Shared Relay Session
This procedure describes the Remote UE authorization procedure. 
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Figure 6.X.2.1-1: Network Controlled Remote UE authorization 
0. Provisioning of Remote UE and UE-to-Network Relay. Provisioning of PC5 related information and URSP rules with ProSe extensions. 
A. The Remote UE is provisioned with the information that can be used for connecting the UE-to-Network Relay through the PC5 link associated with the UE-to-Network Relay’s PDU Session. The information includes the relay session service code for this procedure. The relay session code can be encoded to indicate dedicate or shared relay session model. In addition, the Remote UE can be provisioned with the appropriate UE Route Selection Policy such as ProSe UE-to-Network Offloading indicator with relay session model indicator as Route Selection Component. The relay session model indicator can indicator dedicated or shared relay session model.
B. The UE-to-Network Relay is provisioned with the information that can be used for managing the PC5 reference points such as announcing the relay service code (e.g. dedicated relay session service code or shared relay session service code). The UE-to-Network may be provisioned with the network controlled authorization for network to authorize the Remote UE to use the UE-to-Network Relay’s PDU Session.
In addition, the UE-to-Network Relay can be provisioned with the appropriate UE Route Selection Policy such as the relay session service (e.g. the dedicated relay session service or shared relay session service) or Remote UE information as Traffic Descriptor. 
C. Based on the provisioned information in the step B. the UE-to-Network Relay may establish the PDU Session for shared relay session model. This step is applicable only for shared relay session model.
1. When performing the model A discovery procedure, the UE-to-Network relay provides the relay service code (e.g. the dedicated relay session service code or the shared relay session service code) to the Remote UE. For the model B discovery procedure, the Remote UE may request the relay service code provisioned in the step 0A. 

2. After the Remote UE discovers the UE-to-Network Relay, the Remote UE initiates the establishment procedure of PC5 link associated with the dedicated UE-to-Network Relay’s PDU Session. This message includes the Remote UE identification info such as the subscription identifier (such as SUCI or GPSI) or Layer 2 ID, Relay Service Code (e.g. dedicated/shared relay session service code), and PDU Session related parameters if provisioned in the step 0A. 

3. On receiving the Direct Communication Request from the Remote UE, the UE-to-Network Relay may authorize the use of the UE-to-Network Relay’s PDU Session based on the provisioned information received in the step 0B. If the network controlled UE-to-Network relay authorization indicator and the relay session service code are provisioned in the step 0B, the UE-to-Network Relay performs the PDU Session establishment procedure to authorize the Remote UE to use the UE-to-Network Relay’s PDU Session. In this scenario, the UE-to-Network Relay sends the Remote UE authorization request, Remote UE information, and the use of the UE-to-Network Relay’s PDU Session. 
NOTE: The information carried in the step 3 can be transferred via PDU Session Establishment Request or PDU Session Modification Request with the Remote UE authorization request indicator.
4. On receiving the PDU Session request with the Remote UE authorization request, the SMF retrieves the subscription data of UE-to-Network Relay from the UDM, the subscription data includes the allowed list of Remote UE identification via the UE-to-Network Relay and their associated profiles for Remote UE(s). The associated profile may include the authorization profile indicating whether the secondary authentication is required. To retrieve the specific profile of the Remote UE, the SMF may explicitly include the Remote UE identification information received in PDU Session Establishment Request when requesting the subscription information.
5. Based on authorization profile if retrieved in the step 4, the SMF may initiate the secondary authentication/authorization procedure among the Remote UE and DN-AAA. During this procedure, the UE-to-Network Relay relays the authentication messages between the Remote UE and the SMF.
6. The SMF retrieves policy and charging information for the UE-to-Network Relay’s PDU Session supporting Remote UE from the PCF. To retrieve the policy for the Remote UE, the SMF sends the Remote UE’s identification information to the PCF. The PCF provides the policy and profile for the Remote UE associated with the UE-to-Network Relay.
7. The SMF determines to authorize the use of the UE-to-Network Relay’s PDU Session for the Remote UE based on the subscription profile retrieved in the step 4, authorization result received in the step 5 and policy of the Remote UE associated with UE-to-Network Relay retrieved in the step 6. The SMF also authorizes the requested PDU Session parameters such as S-NSSAI, DNN and PDU Session Type are supported by Remote UE’s profile.

8. If the authorization is successful, the UE-to-Network sends the Remote UE Authorization Accept message with the authorization result. Otherwise the UE-to-Network sends Remote UE Authorization Reject with failure result and an appropriate cause. 
NOTE: The information in the step 3 can be transferred via PDU Session Establishment Accept/Reject if the step 3 is carried through PDU Session Establishment Request with the Remote UE authorization request indicator.
9. If the Remote UE authorization request for the dedicate or shared use of UE-to-Network Relay is successful, the UE-to-Network Relay may determines the successful setup of the PC5 link with appropriate parameters. Otherwise, the UE-to-Network Relay rejects the establishment PC5 link due to failure of authorization.
10. For the case IP address allocation is performed with separate procedure such as DHCP or IPv6 SLAAC, IP address allocation procedure may be performed.
11. The UE-to-Network reports the Remote UE info to the SMF.
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6.X.3
Impacts on Existing Nodes and Functionality
The following noes and functionalities are impacted: 

· Remote UE supports the provisioning for the dedicated and shared relay session model
· UE-to-Network Relay supports the provisioning for the dedicated and shared relay session model and Remote UE authorization procedure
· SMF supports the dedicated and shared relay session model and Remote UE authorization
· UDM supports the allowed Remote UE list and associated profile
· PCF supports the Remote UE’s profile associated with the UE-to-Network Relay’s PDU Session.

** End of Change **
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