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Abstract of the contribution: This paper proposes a new solution that provides IMS services to SNPN UEs without needing to provide IMC or ISIM . 
1
Proposal

It is proposed to include the following into TR 23.700-07.
*** Start of changes ***
Mapping Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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*** Next change ***
Solution #X: KI #3, Solution for providing IMS Services for SNPN subscribers using NAI-based SUPI Identifiers
6.X.1
Introduction

This solution addresses Key Issue #3 ("Support of IMS voice and emergency services for SNPN"). The solution enables SNPN UEs, who have an NAI-based SUPI  to receive IMS and emergency services without needing to provision any IMC or any ISIM in the UE. In this solution,  the UE generates from the NAI-SUPI a Home Domain, a Private Identifier and a Public Identifier that will be used for IMS Registration purposes.
The solution assumes no IMS credentials needed. IMS authentication is based on access network credentials .
Editor’s Note: Use of Access Level Credentials proposed in the TR for IMS authentication needs to be confirmed by SA3.
This solution applies to the case where the SNPN owns the IMS system, or when the IMS is owned by an entity other than the SNPN, i.e. an independent IMS provider, and where that IMS provider must be provisioned with the NAI-SUPI. 
.X.2
Functional Description

6.X.2.1
Solution Principles

For non-IMSI based SUPI , with or without UICC, and in the absence of an ISIM/IMC, the following enables the generation of the Home domain, Private and Public Use Identity for initial IMS registration:

-
The Home domain consists of the string “ims” appended with the same as the domain part of the non-IMSI SUPI.
-
The Private User Identity is obtained as follows: the username is the same as the username in the non-IMSI SUPI NAI, and the domain portion is identical with the Home domain above.
-
The temporary Public User Identity derived from the SUPI,  consists of the string "sip:" appended with a username and domain portion  equal to the non-IMSI SUPI derived Private User Identity.
6.X.3
Procedures
6.X.3.1
Procedure to support Generation of IMS Private and Public Identifier from NAI-based SUPI Identifiers.
When the UE wants to initiate an IMS initial Registration it shall generate the Home domain, Private Identifiers and Public Identifier from the NAI-based SUPI as follows:

-
The Home domain consists of the string “ims” appended with the domain part of the non-IMSI SUPI,
-
The Private User Identity is obtained as follows: the username is the same as the username in the non-IMSI SUPI NAI, and the domain portion is identical with the Home domain above.
-
The temporary Public User Identity derived from the SUPI,  consists of the string "sip:" appended with a username and domain portion  equal to the non-IMSI SUPI derived Private User Identity.

6.19.4
Impacts on services, entities and interfaces

UE:

-
Needs to support the derivation of  the Home domain,  Private and Public Identifier generation from the non-IMSI SUIPI, and to use them for initial IMS registration

HSS:

-
needs to be provisioned with the non-IMSI SUPI.

-
Needs to be provisioned with the derived Private and Public Identifier .

*** End of changes ***
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