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1. Overall Description:
SA2 thanks SA6 for their LS. SA2 have discussed the incoming SA6 LS and would like to answer the following

1. SA6 Question: Is there a core network supported method to provide a UE’s GPSI to an EAS directly?
SA2 Answer: No



2. SA6 Question: Does the core network provide an API to translate a UE's IP address (private and public) to its GPSI, and if not, would it be feasible to provide such functionality in Rel-17 in order to address the SA6 requirement for UE IP address translation? 
SA2 Answer: SA2 has endorsed the attached draft CR(s) for R17 in order to support 
Allowing an AF to use an IP Address and a port to identify the UE that is the target of an API
· Allowing (if allowed by operator policies) an NEF to provide the AF with a corresponding GPSI 

The IP Address and port provided by the AF could correspond to a NATed The IP Address and port, if NAT (Network Addres and Port Translation) are deployed at N6 by the 3GPP network



3. SA6 Question: While providing the functionality requested in bullet 1, is it feasible to provide application-specific GPSIs, to ensure that a single GPSI can not be used to track an end user's activity across applications (EASs), to protect end user privacy? 

SA2 Answer to Q2 and Q3: In order to protect end user privacy, SA2 has specified in the attached endorsed draft CR(s) for R17 that the delivery of GPSI information to an AF shall not allow an external AF to track an end user's activity across applications.
1. About “Allowing NEF to provide the AF with a corresponding GPSI “, security concerns were raised and SA2 would support this part of SA6 request only if agreed by SA3
2. [bookmark: _GoBack]SA2 needs more time to discuss this topic and define a solution about allowing an AF to issue a request targeting a UE identified by IP addressing information especially when the IP addressing information corresponds to a NATed address. 
3. SA2 understands that the core network API would primarily be used in scenarios where NAT is deployed. When NAT is not deployed, or for IPv6 addresses, SA2 assumes that the EES can resolve the UE identity by querying the EEC directly via the EDGE1 reference point. 


2. Actions:
To SA6 and SA3 group.
ACTION: 	SA2 kindly requests SA3 and SA6 to take the answer into account.
To SA3 group.
ACTION: 	SA2 kindly requests SA3 to comment about security issues related with “Allowing NEF to provide the AF with a corresponding GPSI “.
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