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Abstract of the contribution: This contribution proposes a solution for UE-to-Network Relay discovery and connection establishment.
1
Introduction

Since Layer-3 UE-to-Network relays require the UE-to-Network Relay to set up a PDU session to a respective slice and DNN on behalf of the Remote UE, the UE-to-Network Relay needs to have the necessary information to do so. Instead of pre-configuring this information in the UE-to-Network Relay before discovery, as proposed by several solutions in TR 23.752, this solution proposes to provide this information to the UE-to-Network Relay only after it has been selected by the Remote UE to act as the UE-to-Network Relay for the Remote UE. This avoids exposing privacy sensitive slicing and DNN information to UE-to-Network Relays that have not been selected. Furthermore, the solution prevents exposing slicing and DNN information in the clear during connection setup.  
2
Proposal

It is proposed to add the following solution for KI #3 in TR 23.752.
* * * * First Change * * * *
6.X
Solution #X: Fetching slice information based on Relay Service Code
6.X.1
Description

This solution provides a mechanism to provide privacy sensitive slicing and DNN information to a Layer-3 UE-to-Network Relay, only after it has been selected by the Remote UE to act as the UE-to-Network Relay for the Remote UE. This avoids exposing privacy sensitive slicing/DNN information to UE-to-Network Relays that have not been selected. Furthermore, the solution prevents exposing slicing/DNN information in the clear during connection setup.
6.X.2
Procedures
0) The Remote UE is authorized for relay discovery and PC5 communication, and is provisioned with respective information about the PDU session parameters (S-NSSAI, DNN, SSC mode, etc.) associated with its supported Relay Service Codes (using the procedures as described e.g. in Solution #16 and #35 for KI#8). Similarly, the UE-to-Network Relay is authorized for relay discovery and PC5 communication, and is provisioned with its supported Relay Service Codes, but not with the respective associated PDU session parameter information. The AMF may also be provided by the PCF with a copy of the respective information about the PDU session parameters associated with the Relay Service Codes.
1) The Remote UE selects a Relay Service Code that matches the PDU session parameters it desires based on the information provisioned in step 0, and uses the selected Relay Service Code to discover one or more UE-to-Network Relays, using one of the UE-to-Network Relay discovery solutions in this TR (e.g. using the procedures as described for Model A/B in Section 6.28.1.1) 
2) After discovery, the Remote UE selects one of the UE-to-Network Relays to connect to, and initiates a unicast direct communication procedure over PC5 (as defined in TS 23.287 [5] clause 6.3.3.1) with the selected UE-to-Network Relay with the following differences:

a) The Remote UE includes the respective Relay Service Code (as used in step 1 for discovery) in the Direct Communication Request message to the UE-to-Network Relay. It also includes a securely signed indicator that the Remote UE has selected that particular UE-to-Network Relay for setting up the indirect/relayed connected between the Remote UE and the CN.
NOTE: the security details of the securely signed indicator mechanism are to be defined by SA WG3. 
b) Upon receiving the Direct Communication Request message, the UE-to-Network Relay sends the received Relay Service Code and the securely signed indicator to its serving AMF. 

NOTE: whether or not existing messages such as Service Request can be reused for this is left for normative phase.
c) The AMF retrieves the PDU session parameters associated with the Relay Service Code (e.g. by contacting the PCF or by fetching these from the AMF’s copy of the information provided by the PCF in step 0) and sends the PDU session parameters to the UE-to-Network Relay only if the securely signed indicator proves that the respective UE-to-Network Relay was selected by the Remote UE.

NOTE: whether or not existing messages such as a UE configuration update can be reused for sending the PDU session parameters is left for normative phase.

d) The UE-to-Network Relay applies the received PDU session parameters to establish a new PDU session or modify an existing PDU session to accommodate the relay traffic of the Remote UE, and if successful sends a Direct Communication Accept message to the Remote UE. 

3) The Remote UE can now start relaying traffic via the UE-to-Network Relay using the PDU session established by the UE-to-Network to the desired slice/DNN.
NOTE: Additional security/privacy aspects for this procedure (e.g. lifetime of the Relay Service Code) will be decided by SA WG3.
6.X.3
Impacts on services, entities and interfaces
Remote UE:

-
Discover and select UE-to-Network Relay based on Relay Service Code.

-
Provide Relay Service Code during PC5 connection establishment.

-
Store association between Relay Service Code and PDU session parameters.

UE-to-Network Relay:

-
Send received Relay Service Code to AMF

-
Establish/reconfigure PDU session based on PDU session requirements received from the AMF.
AMF:

- Receive Relay Service Code from UE-to-Network Relay.

- Retrieve PDU session parameters based on Relay Service Code.

- Send PDU session parameters to UE-to-Network Relay
* * * * End of Change * * * *
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