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Overall description
As part of the study on enhanced support of non-public networks (FS_eNPN), SA2 is working on Key Issue #3 (Support of IMS voice and emergency services for SNPN) as defined in TR 23.700-07 clause 5.3. 
SA2 has reached interim conclusion as defined in clause 8 for the specific key issue that is covering the scenario where IMS is provided by the SNPN and emergency calls are also provided by said SNPN either to subscribers of this SNPN or UEs in limited service state.  For this use case, there are still some variants based based on existing/deployed/specified IMS authentication schemes that have proposed solutions but not agreed to; some examples:
-
The IMS network relies on SNPN authentication.

-
The IMS network reuses SNPN identifiers (a la USIM).
There are additional use cases that have proposed corresponding solutions where 




the SNPN can have an SLA agreement with a third party (different Administrative Domain) IMS provider to provide IMS services. There are also several variants here; some examples:


-
All IMS nodes, including HSS is maintained in the IMS provider domain.
-
Some IMS nodes can be maintained by SNPN (e.g. HSS, P-CSCF, etc.). 
In another discussed use case with proposed solution, 
the SNPN acts as a serving network to subscribers of another SNPN (“home SNPN”) that also provides the IMS service. The serving SNPN in this case can have an SLA with the (“home SNPN”) so that when such an SNPN gets selected by subscribers of this (“home SNPN”) they can be authenticated and provided with connectivity to acquire IMS services. 

Several solutions have been documented, so far, in the TR 23.700-07, addressing most of the above use cases. 
There is no agreement in SA2 regarding which use cases should be supported in Rel-17.

SA2 would like SA1 to review these use cases and provide guidance to SA2 regarding the use cases and their applicability for Rel-17 and potentially in future releases.
2
Actions
To SA1
ACTION: 
SA2 kindly asks SA1 the following:

- 
Indicate whether there are service requirement where the SNPN can have an SLA agreement with a third party (different Administrative Domain) IMS provider to provide IMS services.
-
 For the case where the SNPN provides the IMS network, if there is need to consider additional variants regarding the IMS authentication/IMS identifiers similar to what exists today.
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