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Abstract of the contribution: This contribution proposes to update the solution to support CN-based edge relocation. 
1 Introduction
The Solution#29 CN-based edge relocation was agreed in 3GPP SA2 #139e meeting. However, the details of CN behaviour for the edge application server relocation are left to be added due to the overlap discussion. Therefore, this contribution proposes to update the solution to resolve the following Editor’s note:
Editor's note: The detail CN behaviour for application server IP address Replacement is to be added.
The basic logic for the CN is to perform application server IP address replacement after getting information for the edge application server relocation information at edge relocation and the UE is unaware of the edge application server relocation:
-	For UL traffic, the destination IP address is replaced with the target edge application server IP address within core network;
-	For DL traffic, the source IP address is replaced back with the source edge application server IP address within core network.
2 Proposal
It is proposed to have the following changes in TR 23.748:
* * * * 1st Change * * * *
[bookmark: _Toc43317403][bookmark: _Toc43374875][bookmark: _Toc43375336][bookmark: _Toc43801860][bookmark: _Toc43806126][bookmark: _Toc43806433][bookmark: _Toc500407019]6.29	Solution #29: CN-based edge relocation
[bookmark: _Toc43317404][bookmark: _Toc43374876][bookmark: _Toc43375337][bookmark: _Toc43801861][bookmark: _Toc43806127][bookmark: _Toc43806434]6.29.1	General
The solution addresses Key Issue #2: Edge Relocation. The UE is unaware of the edge relocation.
This solution supports the Session Breakout model at edge application server relocation after the UE accessing the edge application to support the service continuity. The enhancement for packet loss is not considered in this solution.
The edge application relocation may happen in the following scenarios:
1)	the application server change is triggered by the user plane management notification with PSA relocation/DNAI change e.g. due to UE mobility;
2)	the application server change initiated from the application side e.g. due to the serving Edge Application Server becoming congested or being in outage condition. The application can decide whether the edge application server relocation is transparent or not to the UE, without impacting the user experience for the application.
The main CN behaviour, after getting information for the edge application server relocation at edge relocation, is to perform application server IP address replacement at edge application server relocation:
-	For UL traffic, the destination IP address is replaced with the target edge application server IP address within core network;
-	For DL traffic, the source IP address is replaced back with the source edge application server IP address within core network.
Editor's note:	The detail CN behaviour for application server IP address replacement is to be added.
[bookmark: _Toc43317405][bookmark: _Toc43374877][bookmark: _Toc43375338][bookmark: _Toc43801862][bookmark: _Toc43806128][bookmark: _Toc43806435]6.29.2	Procedures
[bookmark: _Toc43317406][bookmark: _Toc43374878][bookmark: _Toc43375339][bookmark: _Toc43801863][bookmark: _Toc43806129][bookmark: _Toc43806436]
6.29.2.1	Procedure for edge relocation triggered by CN


Figure 6.29.2.1-1: Procedure for edge relocation triggered by CN
The AF can get the information of whether server changes and the target application server based on the user plane management notification.
1.	The AF request with traffic routing information is sent to the Core network per application, it may include the domain name of the application, the application relocation possibility indication and the 'AF acknowledgement to be expected' indication.
2.	The PCF generates PCC rules based on the AF request and provides the PCC rules to the SMF. The PCC rules include the domain name of the application. This step may happen during establishment of the PDU Session or during modification of the PDU Session.
3.	The SMF determines to relocate the ULCL/L-PSA. The ULCL/L-PSA relocation may be triggered by UE mobility.
4.	Based on the AF subscription, the SMF sends an early notification to the AF, including the corresponding target DNAI(s).
5.	Application server relocation is triggered by the notification received in step 4 based on the target DNAI(s). The AF can get the information of target application server.
6.	The AF sends a positive response to the early notification to the SMF. In the positive response, the AF includes the indication to indicate the application server relocation is transparent to the UE, and the information of target application server (the information of target application server may be information on the target application server for the application (e.g. the IP address of the target application server and the FQDN of the target application server)).
7.	The SMF configures the new ULCL and new L-PSA.
8.	The SMF makes decision, based on the information on the information received in step 6, to steer the traffic of the application traffic to and from the target application server.
9.	Based on the decision in step 8, the SMF updates the ULCL2 or BP UPF2, which can be standalone or co-located with L-PSA2, with the forwarding rule for steering the traffic to and from the target application server. On receiving the packets for the application, the ULCL UPF executes the edge application server IP address replacement based on the traffic forwarding rule as described in clause 6.29.2.x.
Editor's note:	The detail CN behaviour for application server IP address Replacement is to be added.
[bookmark: _Toc43317407][bookmark: _Toc43374879][bookmark: _Toc43375340][bookmark: _Toc43801864][bookmark: _Toc43806130][bookmark: _Toc43806437]6.29.2.2	Procedure for edge relocation triggered by application


Figure 6.29.2.2-1: Procedure for edge relocation triggered by application
The AF can get the information of whether server changes and the target application server for the edge relocation triggered by application.
1a. PDU session is established with the PSA UPF and breakout with the ULCL1/L-PSA1.
1b. The AF request with traffic routing information is sent to the Core network per application.
1c. Edge application server relocation is triggered by the application due to the serving Edge Application Server becoming congested or being in outage condition.
2.	The AF updates the AF request for the edge application relocation. It includes the indication to indicate the application server relocation is transparent to the UE, the information of target application server (the information of target application server may be information on the target application server for the application (e.g. the IP address of the target application server and the FQDN of the target application server)).
3.	The PCF updates the PCC rule with the information received in step 2 to the SMF. If the ULCL/PSA relocation is not triggered by the edge application relocation, step 4 to step 7 are skipped.
4.	The SMF determines to relocate the ULCL/L-PSA based on the edge application relocation.
5.	Based on the AF subscription, the SMF sends an early notification to the AF, including the corresponding target DNAI(s).
6.	The AF sends a positive response to the early notification to the SMF.
7.	The SMF configures the new ULCL and new L-PSA.
8-9.	The same as step 8 to step 9 in clause 6.29.2.1.
[bookmark: _Toc43317408][bookmark: _Toc43374880][bookmark: _Toc43375341][bookmark: _Toc43801865][bookmark: _Toc43806131][bookmark: _Toc43806438]6.29.2.3	Procedure for edge relocation triggered by application with application relocation exposure


Figure 6.29.2.3-1: Procedure for edge relocation triggered by application with application relocation exposure
The AF can get the information of whether server changes and the target application server for the edge relocation triggered by application.
1.	PDU session is established with the PSA UPF and breakout with the ULCL1/L-PSA1.
2.	The AF request with traffic routing information is sent to the Core network per application. The information of the capability for application relocation exposure to the core network is included.
3.	The PCF generates PCC rules based on the AF request and provides the PCC rules to the SMF. The PCC rules include the information of the capability for application relocation exposure to the core network.
4.	The SMF subscribes to the AF for the Application relocation exposure event based on the information for Application relocation exposure capability received in step 3.
5.	Edge application server relocation is triggered by the application due to the serving Edge Application Server becoming congested or being in outage condition.
6.	The AF notifies the event for the edge application relocation to the SMF. It includes the indication to indicate the application server relocation is transparent to the UE, the information of target application server (the information of target application server may be information on the target application server for the application (e.g. the IP address of the target application server and the FQDN of the target application server)). If the ULCL/PSA relocation is not triggered by the edge application relocation, step 7 to step 10 are skipped.
7.	The SMF determines to relocate the ULCL/L-PSA based on the edge application relocation.
8.	Based on the AF subscription, the SMF sends an early notification to the AF, including the corresponding target DNAI(s).
9.	The AF sends a positive response to the early notification to the SMF.
10.	The SMF configures the new ULCL and new L-PSA.
11-12.	The same as step 8 to step 9 in clause 6.29.2.1.
[bookmark: _Toc43317413][bookmark: _Toc43374885][bookmark: _Toc43375346][bookmark: _Toc43801870][bookmark: _Toc43806136][bookmark: _Toc43806443]6.29.2.x	Target AS IP address replacement procedures


Figure 6.29.2.x-1: Target AS IP address replacement
1.The SMF makes the decision to steer the traffic of the application traffic to and from the target application server. The decision is made based on the information for the edge application server relocation at edge relocation.
1a.	The edge application server relocation can be triggered by the user plane management notification as described clause 6.29.2.1. In this case, the information for the edge application server relocation is received via the notification response, which is Nsmf_EventExposure_AppRelocationInfo(notifId, ackResult(afStatus, trafficRoute), supi, Target AS information).
1b.	The edge application server relocation can be initiated from the application side as described clause 6.29.2.2. In this case, the information for the edge application server relocation is received via the AF update message, which is Nnef_TrafficInfluence_Update request (afTransId, Target AS information).
1c.	If the application relocation exposure is provided by the AF and the SMF can get the notification from the AF for the edge application server relocation as described clause 6.29.2.3. In this case, the information for the edge application server relocation is received via the AF notification, which is Naf_EventExposure_AppRelocationInfo_Notify(Target AS information).
2.	Based on the information on the information received in step 1, the SMF configures the traffic forwarding rule to the ULCL UPF to steer the traffic of the application traffic to and from the target application server. If the ULCL UPF relocation happens, the related traffic forwarding rule(s) is(are) configured on the new ULCL UPF.
3.	On receiving the packets, the ULCL UPF executes the edge application server IP address replacement based on the traffic forwarding rule configured in step 2:
-	For UL traffic, the destination IP address is replaced with the target application server IP address at the local UPF;
-	For DL traffic, the source IP address is replaced back with the source application server IP address at the local UPF.
[bookmark: _Toc43317409][bookmark: _Toc43374881][bookmark: _Toc43375342][bookmark: _Toc43801866][bookmark: _Toc43806132][bookmark: _Toc43806439]6.29.3	Impacts on services, entities and interfaces
SMF:
-  Decides and perform configures the rule for the steering of the traffic of the application traffic to and from the target application server based on the edge application server relocation information received from AF.
-  For 6.29.2.3, additionally, subscribes to the AF for the Application relocation exposure event.
AF:
-	Provides the edge application server relocation information to CN, the information includes the indication to indicate the application server relocation is transparent to the UE and the information of target application server.
-	For 6.29.2.3, additionally, exposes the edge relocation capability to the CN and notifies the edge application server relocation event to the SMF.
UPF:
-	Enforces the edge application server IP address replacement based on the traffic forwarding rule for the steering of the traffic of the application traffic to and from the target application server.
* * * * End of Change * * * *
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