SA WG2 Temporary Document

Page 2

SA WG2 Meeting #140E (e-meeting)
S2- 2005755
Aug 19 – Sep 01, 2020, Elbonia
(revision of S2-2000xxx)
Source:
Tencent
Title:
KI #3, Sol#44: Update to Remove ENs
Document for:
Approval

Agenda Item:
8.3
Work Item / Release:
FS_enh_EC /Rel-17
Abstract of the contribution:
It is proposed to solve the following two editor’s notes in clause 6.44 in TR 23.748. 
1. Editor's note:
The information provided by MnS producer is defined by SA WG5. Hence what information the solution can provide to AF via NEF need to be coordinate with SA WG5.

SP-200534 summarizes the work of Trace Management in the context of Service Based Management Architecture and Streaming Trace report. In this contribution, it has the following introduction:
“The concept of "configurable trace" has been introduced where the management trace activation is represented by the act of Managed Object Instance (MOI) creation. The new TraceJob Information Object Class (IOC) also known as "Trace control NRM fragment" has been specified for this purpose in the Generic NRM TSs 28.622 [1] and 28.623 [2]. The creation, deletion and modification of the MOIs based on the new IOC does not require a dedicated API and is performed by the means of Provisioning Management Service (Provisioning MnS) specified in TS 28.532 [3].”

…

“The initial work on a dedicated Streaming Trace data reporting MnS has been further extended and generalized into support of additional streaming data types such as Streaming PM, Streaming Analytics and proprietary data. The new Streaming data reporting MnS has been fully specified in TS 28.532 [3] it includes a RESTful HTTP based solution set for streaming connection establishment and connection/stream meta-data exchange and an efficient protocol stack for high volume/high speed streaming data reporting based on WebSockets. The use of SBMA framework does not limit the consumers and producers of the new MnS to 3GPP Management Functions and supports the use cases where 3GPP Network Element (NE) reports management data (Trace, PM, Analytics and proprietary) to any authorized MnS consumer.”
In TS 32.421, Figure 4.2.4 represents the high-level view of the architecture of Trace Reporting within the context of the Service Based Management Architecture illustrating the relationship between Network Element as “trace data reporting MnS” producer, Management Function as both producer and consumer of this MnS.
In general, MnS producer doesn’t limit the authorized MnS consumer for the consumption of its services. So we could reference the related use cases identified in SA5 for the radio management data exposure. We propose to add the following sentences to the Note above the Editor’s note to explain the current situation.
“SA5 spec doesn’t limit the authorized MnS consumer for the consumption of MnS producer services. It supports the use cases where 3GPP Network Element (NE) reports management data (Trace, PM, Analytics and proprietary) to any authorized MnS consumer.”
2. Editor's note:
It is FFS how the gNB that relates to the AF request about is determined.

If the AF request is related with certain UE, the UE ID, e.g. SUPI or GPSI, is included within the request message. After the authentication, the NEF-edge or NEF-central also performs the information mapping, e.g., mapping GPSI to SUPI. The NEF-edge then forwards the AF request to the MnS producer including SUPI if available. The MnS producer could determine the gNB based on the UE ID, e.g. SUPI. It’s proposed to update the solution to include the related descriptions. 
* * * * Start of Change * * * *
6.44
Solution #44: Network Information Exposure to Local AF with Low Latency

6.44.1
Description
This solution can apply to key issue 3.

The Radio Network Information may be used by the mobile edge applications to optimize the existing services and to provide new type of services that are based on up to date information on radio conditions. For example, if the video server could get the knowledge that the network congestion happens, it can adjust the coding algorithm accordingly to the impacted UEs so as to further improve the user's service experience.

The granularity of the radio network information may be adjusted based on parameters such as information per cell, per UE, or be requested over period of time.

In this solution, the NEF-edge is introduced. The architecture is shown in Figure 6.44.1-1.
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Figure 6.44.1-1: Information exposure architecture

In Figure 6.44.1-1, the NEF-edge is deployed close to the edge network in order to fulfil the timely radio network information exposure to the edge network. The NEF-edge has the connection with the AF in the edge network, MnS producer as defined in TS 28.533 [24], and the NEF-central deployed in the core network. In this solution, MnS producer is distributed close to RAN and could handle the RAN management domain to support low latency exposure to the edge network. What information can be exposed to the edge network is based on the operator’s policy and configuration. Other 5GC control plane NFs are not shown in the figure.

NOTE:
The interaction between NEF-edge and MnS producer follows the MnS services defined in SA WG5. SA5 spec doesn’t limit the authorized MnS consumer for the consumption of MnS producer services. It supports the use cases where 3GPP Network Element (NE) reports management data (Trace, PM, Analytics and proprietary) to any authorized MnS consumer.”

The NEF-edge has the following functionalities:

1.
Receiving the information subscription from the AF in the edge network.

2.
Authenticating the AF request and deciding whether to forward the information subscription message to the NEF-central.

3.
If the requested information is related with the radio network information, NEF-edge checks which information could be exposed to the AF based on the operator policy and the agreement with the AF, and sends the information subscription to the MnS producer.


If the requested information is related with the core network event defined in TS 23.502 [3], the NEF-edge forwards the information subscription to the NEF-central.

4.
Receiving the exposed information from the MnS producer, or NEF-central.

5.
Forwarding the information to the AF in the edge network.

6.44.2
Procedures
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Figure 6.44.2-2: Event exposure procedure

1.
The AF subscribes to one or several Event(s) (identified by Event ID) and provides the associated notification endpoint of the AF by sending Nnef_EventExposure_Subscribe request. If the event(s) is related with certain UE, the UE IP address or UE ID, e.g., SUPI or GPSI, is also included.

Event Reporting Information defines the type of reporting requested (e.g. one-time reporting, periodic reporting or event based reporting, for Monitoring Events). If the reporting event subscription is authorized by the NEF-edge, the NEF-edge records the association of the event trigger and the requester identity. The subscription may also include Maximum number of reports and/or Maximum duration of reporting IE.

2a.
The NEF-edge decides whether the event is related with the radio network information. If the event ID is related with the radio network information, the NEF-edge further checks whether the AF is allowed to perform the requested service operation by checking AF's identifier (i.e. AF ID).


If the event ID is related with radio network information, and the AF request is authorized and accepted by the NEF-edge, the NEF-edge further decides which information related with radio network information could be exposed to the AF based on the operator policy and the agreement with the AF. If GPSI is included in step1, the NEF-edge also maps GPSI to SUPI. If the NEF-edge could fulfil all the functions above without the interaction with NEF-central, it skips step 2b and performs step 3.

If the event ID is not related with radio network information, or the NEF-edge can't perform the authentication and the information mapping, it performs step 2b.

2b.
The NEF-edge sends Nnef_EventExposure_Subscribe request to NEF-central.


If the event ID is related with radio network information, the NEF-central checks whether the AF is allowed to perform the requested service operation and sends the response the NEF-edge. The NEF-central also performs the information mapping if needed, e.g. mapping the UE IP address to SUPI. If the AF request is accepted, it performs step 3.


If the event ID is not related with radio information, the NEF-central performs the procedure defined in clause 4.15.3.2.3 in TS 23.502 [3].

3.
The NEF-edge invokes management services provided by MnS producer. If the event(s) is related with certain UE, the UE ID, e.g., SUPI, is also included. MnS producer determines the gNB and gets the RAN information related with the Event ID. 
4.
The MnS producer sends the response to the NEF-edge.


5.
The NEF-edge acknowledges the execution of Nnef_EventExposure_Subscribe to the AF that initiated the request.

6.
The MnS producer monitors the subscribed information, and notifies the NEF-edge when certain event happens via management services defined in TS 28.533 [24].

7.
The NEF-edge forwards to the AF the reporting event received in step 6.

6.44.3
Impacts on services, entities and interfaces

NEF-edge functionality is similar with common NEF functionality with the following additional enhancements:

-
Authenticate whether the AF request should be accepted.

-
Interaction with MnS producer for RAN related information event exposure.

-
Interaction with NEF deployed in the core network for the non-RAN related event exposure.

NEF: 
· Interaction with NEF-edge for the exposure of non-RAN related information.

No impacts on UE, RAN, UPF, and other core network NFs.

* * * * End of Change * * * *[image: image3.png]
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