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It is proposed to solve the editor’s note in clause 6.15 in TR 23.748.
* * * * Start of Change * * * *
6.15
Solution #15: IP address discovery for the Service Switch mechanism- DNS handling in UPF

6.15.1
Description
This solution can apply to key issue 1. The Service Switch mechanism is described in  solution#14. As analysis in solution #14, for the scenario that the content is distributed in both EAS and cloud DC, the solution is needed for Service Switch mechanism for Session Breakout connectivity model for key issue 1. The network architecture of Session Breakout connectivity model for Service Switch mechanism is shown in Figure 6.15.1-1.
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Figure 6.15.1-1:  Deployment architecture for Service Switch mechanism

In this solution, it proposes some enhancements on the existing procedures in Figure 6.15.1-1. As analysis in solution#14, the basic idea is to exact the IP address within the DNS response message. If certain criterion such as FQDN is matched, the network sets the IP address as the new traffic steering rules.

The detailed procedures are shown in clause 6.15.2.

6.15.2
Procedures

6.15.2.1
Option 1: Supporting DNS handling function in UPF anchor

This option applies to the scenario that I-UPF (ULCL or BP) isn't inserted during the PDU session establishment.
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Figure 6.15.2.1-1: Procedure for Service Switch mechanism-Option 1

0.
PDU session is established.

1.
After the establishment of the PDU session, the UE sends the DNS request to the DNS server in order to get the IP address of the Service Switch.

2a.
The DNS server sends to the UPF anchor 1 the DNS response message including the AS IP address, i.e., IP address of the Service Switch.

2b.
The DNS handling function deployed in UPF anchor 1 checks the DNS response message. If certain criterion such as FQDN is matched, the IP address is exacted from the DNS response message. UPF anchor 1 further decides the DNAI based on the FQDN. If the UPF can't decide the DNAI, it may send the FQDN to the SMF in step 2c.

2c.
The UPF anchor 1 sends the IP address exacted from the DNS response message and DNAI and FQDN to the SMF in order to request the SMF to insert I-UPF and set the traffic steering rules for diverting the traffic for both the Service Switch and EASs. 
2d.
If the SMF agrees to modify the PDU session, it modifies the PDU session with insertion of I-UPF and sets the traffic steering rules. If the SMF rejects the request, it sends the ACK message to the UPF anchor 1.

2e.
After receiving the SMF response, the UPF anchor 1 forwards the DNS response message to the UE.

3.
The UE sends the HTTP request, the destination address of which is AS IP address within the DNS response message, i.e. IP address of the Service Switch, to the I-UPF. If the new traffic steering rule is successfully configured in step 2d, the I-UPF diverts the HTTP request to the Edge network. The ME service in the Edge network will replace the source address of the message with the external address of the Edge network. And then it forwards the message to the Service Switch.

4.
The Service Switch decides which server can best serve the UE based on the source address and the requested content within the HTTP request message. The Service Switch sends the HTTP response message including the IP address of the edge server to the Edge network, and then the Edge network forwards the response message to the UE.

5.
The UE accesses the edge server based on the IP address contained within the HTTP response message.

NOTE 1:
Step 3 to step 5 are related with special handling in EC and are introduced in the procedure to show how the enhancements in the previous steps can support the Service Switch mechanism.

NOTE 2:
Step 1 to step 2e can also be used to support general DNS solutions.


6.15.2.2
Option 2: Supporting DNS handling function in I-UPF(ULCL or BP)

This option applies to the scenario that the I-UPF (ULCL or BP) is inserted during the PDU session establishment.
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Figure 6.15.2.2-1: Procedure for Service Switch mechanism-Option 2

0.
PDU session with I-UPF supporting ULCL or BP is established.

1.
After the establishment of the PDU session, the UE sends the DNS request to the DNS server in order to get the IP address of the Service Switch.

2a. The DNS server sends to the I-UPF the DNS response message including the IP address of the Service Switch.

2b. The DNS handling function deployed in I-UPF checks the DNS response message. If certain criterion such as FQDN is matched, the IP address is extracted from the DNS response message. If the I-UPF could set the new traffic steering rule without SMF trigger, it configures the new traffic steering rule and reports to SMF. Otherwise, I-UPF sends the request to SMF to trigger the update of the traffic steering rule.
2c.The I-UPF sends the request to SMF to trigger the update of the traffic steering rule including the IP address exacted from the DNS response message.
2d. If the SMF agrees to configure the new traffic steering rule, it modifies the PDU session with the new traffic steering rule. If the SMF rejects the new traffic steering rule, it sends the ACK message to the I-UPF.

2e. The I-UPF forwards the DNS response message to the UE.

3.
The UE sends the HTTP request, the destination address of which is the Service Switch, to the I-UPF. If the new traffic steering rule is successfully configured in step 2d, the I-UPF diverts the HTTP request to the Edge network. The ME service in the Edge network will replace the source address of the message with the external address of the Edge network. And then it forwards the message to the Service Switch.

4.
The Service Switch decides which server can best serve the UE based on the source address and the requested content within the HTTP request message. The Service Switch sends the HTTP response message including the IP address of the edge server to the Edge network, and then the Edge network forwards the response message to the UE.

5.
The UE accesses the edge server based on the IP address contained within the HTTP response message.

NOTE 3:
Application filters for diverting the application traffic to the EASs could be configured in the I-UPF/ULCL in step 0 or in step 2c-2d. If the application filters are not configured in step 0, the I-UPF could include the FQDN and DNAI in the request message to the SMF in step 2c. SMF also decides to configure the EAS IP address(es) as the new traffic steering rule at I-UPF based on the FQDN and DNAI. The mapping information between the FQDN and DNAI to the EAS IP addresses could be preconfigured in the SMF.
6.15.3
Impacts on services, entities and interfaces
Option 1:

Impacts to UPF for supporting DNS handling functionalities:

-
The DNS handling function in UPF checks DNS response message;

-
If certain criterion such as FQDN is matched, the IP address contained in the DNS response message is extracted;

-
UPF sends the request to the SMF to insert the I-UPF and sets the new traffic steering rules for diverting the traffic for both the Service Switch and EASs.

Impacts to SMF:

-
The SMF receives the request from UPF, decides whether to insert the I-UPF and configures the new traffic steering rules in the I-UPF.

No impacts to UE, AN, AF, other control plane NFs and application layer.

Don't require the deployment of LDNS in EC.

Option 2:

Impacts to I-UPF for supporting DNS handling functionalities:

-
Check DNS response messages;

-
If certain criterion such as FQDN is matched, the IP address contained in the DNS response message is extracted;

-
If the I-UPF could set the new traffic steering rule without SMF trigger, it configures the new traffic steering rule and reports to SMF. 
Otherwise, I-UPF sends the request to the SMF to request to set the extracted IP address as the new traffic steering rule. The I-UPF could also include the FQDN and DNAI to the SMF to set the traffic steering rule for the EASs.
Impacts to SMF:

-
Receive the request from UPF to set the new traffic steering rules
-
Decides whether to configure the new traffic steering rules in the I-UPF

No impacts to UE, AN, AF, other control plane NFs and application layer.

Don't require the deployment of LDNS in EC.
* * * * End of Change * * * *[image: image4.png]
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