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Discussion
[bookmark: _GoBack]For KI#4, only sol#2 is agreed for the KI#4, however, this sol#2 have two aspects:
· How a NWDAF determine the slice service experience and slice load information?
· How a slice restriction leveraging slice analytics is enforced?  

NWDAF determine the slice service experience and slice load information as follows:
· NWDAF gets slice information from the OAM system e.g. creation notification, slice SLA, associated NFs, etc.
· NWDAF performs input data collection for slice service experience analytics as described in clause 6.4 of TS 23.288 [5].
· NWDAF performs input data collection for slice load analytics as described in clause 6.2. 
· Based on the overall input data collection information, NWDAF determines the slice service experience and slice load statistics and predictions.
· NWDAF provides the output to the service consumer e.g. NSSF or AMF or OAM.

Slice restriction enforcement:
· Based on the NWDAF output information, the service consumer (i.e. NSSF or AMF) performs the slice restriction enforcement e.g. AMF determines whether the Network Slice restriction can be satisfied for UE registration leveraging the Network Slice registration procedures. Based on AMF decision, the UE registration is either attached or rejected.  
 
In the above aspects, the slice restriction is strongly dependent on the eNS_ph2 study conclusion, thus it is difficult to conclude the enforcement aspects in eNA_ph2 study. Therefore, it is proposed that the slice restriction aspects will be revisited based on the eNS_ph2 study conclusions.
On the other hand, slice service experience and slice load determination by the NWDAF is within scope of eNA_ph2 study, thus it is proposed to conclude on this aspect.  

  

Proposal
It is proposed to include the following as evaluation and conclusion in the eNA_ph2 TR, including a NOTE in the Conclusion referring to the enforcement alignment with eNS_ph2 during normative work. We also propose to change the Editor’s Notes contained in the solution related to the alignment with eNS_ph2 into NOTEs.


******************************** START OF CHANGES **************************************
[bookmark: _Toc42769958][bookmark: _Toc42779014][bookmark: _Toc44004249][bookmark: _Toc44490486]6.2.1.2.1	NSSF based solution


Figure 6.2.1.1-1: Procedure for NWDAF-assisted slice SLA guarantee solution based on NSSF
0a.-0b.	OAM creates a new slice and configures initial resources in RAN and in CN allocated to the slice. The slice is also configured to support a maximum number of UEs and/or PDU sessions.
1a.-1b.	NSSF and optionally OAM subscribe to slice service experience analytics from NWDAF. One or multiple subscriptions to one or multiple S-NSSAI(s), NSI ID(s) are possible.
2.	NSSF and optionally OAM subscribe to slice load analytics from NWDAF.
Editor's note:	How input data for slice load analytics is collected by NWDAF is FFS.
3.	New UEs get continously registered in the slice.
NOTE 1:	Steps 0b and 3 should be performed according to the currently ongoing eNS_ph2 work on how to enforce UE and/or PDU session quotas on a Network Slice.
4. NWDAF collects input data required to derive slice service experience analytics as described in TS 23.288 [5].
NOTE 2:	Figure 6.2.1.2.1-1 does not show the exhaustive list of NFs that may provide input data to NWDAF.
5.	Slice service experience analytics are continuously delivered by NWDAF to NSSF and optionally to OAM.
6.	Slice load analytics are continuously delivered by NWDAF to NSSF and optionally to OAM.
NOTE 3:	How OAM may use NWDAF slice level analytics needs to be determined by SA5
7.	NSSF continuously analyzes statistics and predictions on slice load and service experience aiming to improve slice assignment decisions.
8.	[OPTIONAL] OAM continuously monitors slice SLA. For that purpose it may use as optional inputs NWDAF slice level analytics in addition to other management data.
9.	NSSF decides to trigger action based on the slice analytics provided by NWDAF. Hence, NSSF may trigger either Network Slice load distribution, or Network Slice instance load distribution, or both.
NOTE 4:	This solution assumes that more than one slice may have been previously created by OAM.
10a.	[OPTIONAL] NSSF triggers a Network Slice load distribution procedure (details below).

10b.	[OPTIONAL] NSSF triggers a Network Slice instance load distribution procedure (details below).
NOTE 5:	Step 10b can only be applied if the deployment choice of the operator allows Network Slice instance(s) in the 5GC, and those are identified via NSI ID(s)..
11.	[OPTIONAL] OAM may take management decisions based on the collected inputs including management data and NWDAF analytics. If required, OAM may inform 5GC of such management decisions.

(Figure 6.2.1.2.1-1, Step 10a) NSSF triggers a Network Slice load distribution procedure:


Figure 6.2.1.2.1-2: Detail of Step 10a in Figure 6.2.1.2.1-1
1.	Based on the slice level analytics provided by NWDAF, NSSF concludes a Network Slice restriction is required.
2a.	NSSF sends a Network Slice restriction to AMF.
2b.	The UE initiates registration procedure requesting registration on the restricted Network Slice (via e.g. S-NSSAI).
2c.	AMF/NSSF determine whether the Network Slice restriction can be satisfied for UE registration leveraging the Network Slice registration procedures defined in TS 23.501 [2].
2d.	The UE registration is completed or rejected. If completed, PDU sessions may be establised for the registered UE if/when required.
Editor's noteNOTE: 	An alignment with FS_eNS_ph2 may be required for this solution based on the outcome of FS_eNS_ph2.

(Figure 6.2.1.2.1-1 Step 10b) NSSF triggers a Network Slice instance load distribution procedure:


Figure 6.2.1.2.1-3: Detail of Step 10b in Figure 6.2.1.2.1-1
1.	Based on the slice level analytics provided by NWDAF, NSSF concludes a Network Slice instance restriction is required.
2.	[OPTIONAL] NSSF sends a Network Slice instance restriction to AMF.
3.	New UE initiates registration procedure requesting registration on the Network Slice (identified via S-NSSAI) containing the restricted Network Slice instance (identified via NSI ID).
4.	[OPTIONAL] If AMF handles NSI ID(s) information during UE registration, it may take into account the Network Slice instance restriction to assign NSI ID to the new UE registration.
5.	[OPTIONAL] AMF and NSSF may interact as described in TS 23.501 [2] to determine the NSI ID to be used for the new UE registration.
6.	UE registration is completed or rejected
7.	A UE already registered in the network requests a new PDU session establishment according to TS 23.502 [3].
8.	[OPTIONAL] If AMF handles NSI ID(s) information during PDU session establishment, it may take into account the Network Slice instance restriction to assign NSI ID to the new PDU session establishment.
9.	[OPTIONAL] SMF selection is performed according to TS 23.502 [3] accounting for the restricted NSI ID(s).
10.	PDU session establishment is completed.
[bookmark: _Toc42779015][bookmark: _Toc42769959][bookmark: _Toc44004250][bookmark: _Toc44490487]6.2.1.2.2	AMF based solution


Figure 6.2.1.2.2-1: Overall procedure for NWDAF-assisted slice SLA guarantee solution based on AMF
0a.-0b.	OAM creates a new slice and configures initial resources in RAN and in CN allocated to the slice. The slice is also configured to support a maximum number of UEs and/or PDU sessions.
1a.-1b.	AMF and optionally OAM subscribe to slice service experience analytics from NWDAF. One or multiple subscriptions to one or multiple S-NSSAI(s), NSI ID(s) are possible.
2.	AMF and optionally OAM subscribe to slice load analytics from NWDAF.
Editor's note:	How input data for slice load analytics is collected by NWDAF is FFS.
3.	New UEs get continously registered in the Network Slice.
NOTE 1:	Steps 0b and 3 should be performed according to the currently ongoing eNS_ph2 work on how to enforce UE and/or PDU session quotas on a Network Slice.
4.	NWDAF collects input data required to derive slice service experience analytics as described in TS 23.288 [5].
NOTE 2:	Figure 6.2.1.2.2-1 does not show the exhaustive list of NFs that may provide input data to NWDAF.
5.	Slice service experience analytics are continuously delivered by NWDAF to AMF and optionally to OAM.
6.	Slice load analytics are continuously delivered by NWDAF to AMF and optionally to OAM.
NOTE 3:	How OAM may use NWDAF slice level analytics needs to be determined by SA5
7.	AMF continuously analyzes statistics and predictions on slice load and service experience.
8.	[OPTIONAL] OAM continuously monitors slice SLA. For that purpose it may use as optional inputs NWDAF slice level analytics in addition to other management data.
9.	AMF decides to trigger action based on the slice analytics provided by NWDAF. Hence, AMF may trigger either Network Slice load distribution, or Network Slice instance load distribution, or both.
NOTE 4:	This solution assumes that more than one slice may have been previously created by OAM.
10a.	[OPTIONAL] AMF triggers Network Slice load distribution (details below).
10b.	[OPTIONAL] AMF triggers Network Slice instance load distribution (details below).
NOTE 5:	Step 10b can only be applied if the deployment choice of the operator allows Network Slice instance(s) in the 5GC, and those are identified via NSI ID(s).
11.	[OPTIONAL] OAM may take management decisions based on the collected inputs including managament data and NWDAF analytics. If required, OAM may inform 5GC of such management decisions.

(Figure 6.2.1.2.2-1, Step 10a) AMF triggers a Network Slice load distribution procedure:


Figure 6.2.1.2.2-2: Detail of Step 10a in Figure 6.2.1.2.2-1
1.	Based on the slice level analytics provided by NWDAF, AMF concludes a Network Slice restriction is required.
2a.	The UE initiates registration procedure requesting registration on the restricted Network Slice (via e.g. S-NSSAI) .
2b.	AMF determines whether the Network Slice restriction can be satisfied for UE registration leveraging the Network Slice registration procedures defined in TS 23.501 [2].
2c.	The UE registration is completed or rejected. If completed, PDU sessions may be establised for the registered UE if/when required.
 Editor's noteNOTE:	An alignment with FS_eNS_ph2 may be required for this solution based on the outcome of FS_eNS_ph2.
(Figure 6.2.1.2.2-1, Step 10b) AMF triggers a Network Slice instance load distribution procedure:


Figure 6.2.1.2.2-3: Detail of Step 10b in Figure 6.2.1.2.2-1
1.	Based on the slice level analytics provided by NWDAF, AMF concludes a Network Slice instance restriction is required.
2.	New UE initiates registration procedure requesting registration on the Network Slice (identified via S-NSSAI) containing the restricted Network Slice instance (identified via NSI ID).
3.	[OPTIONAL] If AMF handles NSI ID(s) information during UE registration, it may take into account the Network Slice instance restriction to assign NSI ID to the new UE registration.
4.	UE registration is completed or rejected
5.	A UE already registered in the network requests a new PDU session establishment according to TS 23.502 [3].
6.	[OPTIONAL] If AMF handles NSI ID(s) information during PDU session establishment, it may take into account the Network Slice instance restriction to assign NSI ID to the new PDU session establishment.
7.	SMF selection is performed according to TS 23.502 [3] accounting for the restricted NSI ID(s).
8.	PDU session establishment is completed.

******************************** NEXT CHANGE (ALL NEW TEXT) ******************************
7.4	Key Issue #4: Remaining aspects on how to ensure that slice SLA is guaranteed
For KI#4, only sol#2 is agreed for the KI#4, however, this sol#2 have two aspects:
· How a NWDAF determine the slice service experience and slice load information?
· How a slice restriction leveraging slice analytics is enforced?  

NWDAF determine the slice service experience and slice load information as follows:
· NWDAF gets slice information from the OAM system e.g. creation notification, slice SLA, associated NFs, etc.
· NWDAF performs input data collection for slice service experience analytics as described in clause 6.4 of TS 23.288 [5].
· NWDAF performs input data collection for slice load analytics as described in clause 6.2. 
· Based on the overall input data collection information, NWDAF determines the slice service experience and slice load statistics and predictions.
· NWDAF provides the output to the service consumer e.g. NSSF or AMF or OAM.

Slice restriction enforcement:
· Based on the NWDAF output information, the service consumer (i.e. NSSF or AMF) performs the slice restriction enforcement e.g. AMF determines whether the Network Slice restriction can be satisfied for UE registration leveraging the Network Slice registration procedures. Based on AMF decision, the UE registration is either attached or rejected.  
 
In the above aspects, the slice restriction is strongly dependent on the eNS_ph2 study conclusion, thus it is difficult to conclude the enforcement aspects in eNA_ph2 study. Therefore, it is proposed that the slice restriction aspects will be revisited based on the eNS_ph2 study conclusions.
On the other hand, slice service experience and slice load determination by the NWDAF is within scope of eNA_ph2 study, thus it is proposed to conclude on this aspect.  

******************************** NEXT CHANGE (ALL NEW TEXT) *******************************
8.4 	Key Issue #4: Remaining aspects on how to ensure that slice SLA is guaranteed
Interim conclusion:
For KI#4, it is proposed that the sol#2 is considered as a baseline for the normative work on determination of slice service experience and slice load information by the NWDAF.
NOTE:	Slice restriction enforcement leveraging slice analytics depends on the outcome of FS_eNS_ph2. Therefore, the slice restriction enforcement will be revisited based on the eNS_ph2 conclusions during normative work.
******************************** END OF CHANGES **************************************
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