

SA WG2 Temporary Document
Page 5

SA WG2 Meeting #140e	S2-2005561
Aug 19 – Sep 01, 2020, Elbonia	
Source:	OPPO, Convida Wireless
Title:	KI#8, Update to solution#28 for clarification 
Document for:	Approval
[bookmark: _GoBack]Agenda Item:	8.1
Work Item / Release:	FS_eNA_ph2 / Rel-17
Abstract of the contribution:  It is to update solution#28 in TR 23700-91.  
1. Introduction
Updating the solution#28 in TR 23700-91 a following:
- illustrate only the UE knows the enforcement of URSP. Neither core network nor application server realize if the an URSP rule is used by UE as expected.
- Update the table for input data and output data for easier reading.
- adding a procedure for better illustration
- adding description of impact 
2. Proposal
The following changes are proposed for solution#28 in TR 23.700-91.
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This solution is proposed to address KI#8.
URSP is a key point for network slicing service. The URSP evaluation is a behaviour in NAS layer (an example is shown in figure-6.28.1.1), however as described in sub-clause 6.6.2.3 in TS 23.503, the UE may associate the application traffic to different PDU session (incl. S-NSSAI) per time, location, URSP enforcement, etc. Also, as described in subcaluse 4.2.3 in TS24.526, UE shall ignore the unknown or unexpected URSP rules when evaluating the URSP rules to associate an application to PDU session. 
For the UE behaviour mentioned above, UE does not notify the network the result of URSP evaluation. In other words, once the URSP is distributed to UE, neither core network nor the application server knows which URSP rule(s) are enforced. Thus, the network cannot know whether the URSP rules (e.g. the parameters in URSP rule, the Rule precedence) are set properly.

Figure 6.28.1.1   Example of URSP evaluation

The network may need to verify that the traffic is routed over a PDU session that complies with the characteristics sent in the URSP rule. Although the NWDAF may receive information such as service behaviour analytics and/or service experience analytics from an AF, service behaviour analytics and/or service experience analytics is not sufficient for the network determine if the URSP rules that are installed in a UE need to be updated. In order verify proper URSP enforcement and optimize the distribution of URSP, the NWDAF needs to collect data from UE and other NF about how URSP rules are being applied by the UE and what URSP rules are installed. The NWDAF can provide the PCF information about how URSP rules are being applied and the PCF uses this information to check that the UE is correctly applying URSP Rules and decide if new URSP rules need to be sent to the UE or if URSP rules need to be removed from the UE.
It is proposed that UE provides data related to usage of URSP to NWDAF. To achieve it, the UE includes the data into a container and use the NAS message to send the container to NWDAF.
The contents of the URSP Rule and/or RSD may include an indication that a URSP Enforcement Report is desired. When URSP (re)evaluation happens, UE sends URSP Enforcement Report to NWDAF (e.g. the newly adopted URSP rules/RSDs) to NWDAF if the association between Application and PDU session is changed. 
Editor’s Note: it is FFS if the data can be collected by NWDAF via a user-plane.
The NWDAF collects the data from UE and PCFother NF, to derive the analytics for usage of network slice and usage of URSP rules. 
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Since the URSP evaluation is a behaviour in NAS layer, once the URSP is distributed to UE, neither core network nor the application server knows which URSP rule(s) are enforced. In order to verify proper URSP enforcement and optimize the distribution of URSP, NWDAF shall be able to collect data from UE and other NF, as described below: 
To analyse the usage of URSP rule, 
the following data may need to be collected from UE to NWDAF:
-  The Traffic descriptor and RSDs of URSP rules which is being used by UE 
-  Whether the updated URSP rules have been enforced
Table 6.28.1.2: data for URSP enforcement collected by NWDAF 
	Information
	Source
	Description

	
	
	


	URSP Enforcement Report
	UE
	The UE sends a URSP Enforcement Report based on an indication from network.
When URSP (re)evaluation happens, UE sends URSP Enforcement Report to NWDAF (e.g. the newly adopted URSP rules/RSDs) to NWDAF if the association between Application and PDU session is changed.

	 
	
	


	The mapping between traffic descriptor and the Application(s)
	PCF/AF
	There can be multiple traffic descriptors are corresponding to a certain application.
PCF/AF can notify which application a Traffic Descriptor is corresponding to.

	The URSP rules distributed to UE
	PCF/AF
	URSP may be updated. 
PCF/AF can notify which URSP rules are distributed to UE per time/location.



the following data may need to be collected from PCF or AF:
-  The mapping between traffic descriptor and the Application(s);
NOTE: the Application can be referred by application id 
-	The URSP rules distributed to UE
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NWDAF can analyse the data collected from UE, and NFs and make the output as below:provide the output that is shown in the table below. The output analytics may be used by the PCF to check that the UE is correctly applying URSP Rules and decide if new URSP rules need to be send to the UE or URSP rules need to be removed from the UE.

Table 6.28.1.3-1: statistics for UE’s usage of Network sliceURSP 
	Analytics 
	Consumer
	Description

	Per UE, which network slice(s) (S-NSSAI) for a given application are used. 
	PCF/AF
	Due to URSP evaluation, the UE does not always use the most prioritized or latest URSP rule/RSDs. This entry provides the statistics about if and how often for an S-NSSAI is used for a given UE.

	Per UE, how long for a network slices is used for the application in a period of time.   
	PCF/AF
	

	Per S-NSSAI, the percentage of UEs, who installing the URSP rules containing the S-NSSAI, uses the network slice (S-NSSAI) for an application.
	PCF/AF
	Some of UEs may never use an S-NSSAI, due to e.g. the Traffic Descriptor in URSP rule cannot be identified, or the network does not accept PDU session est. with the S-NSSAI. This entry provides the statistics about analyses how many UEs ever used the S-NSSAI corresponding to an application.

	
	
	




	Information
	Description

	Analytics for usage of network slice 

	Whether a network slice (S-NSSAI) for an application is used for UEs 
	Due to some reasons illustrated in URSP evaluation (e.g. the traffic descriptor cannot be identified by UE), a URSP rule with an S-NSSAI may be ignored by UE. This entry analyses if the S-NSSAI is used for UE e.g. to establish PDU session.

	Which percentage of UEs are using a network slice
	Some of UEs may not use the S-NSSAI, due to e.g. the TD cannot be identified, or the network does not accept PDU session est. with the S-NSSAI. This entry analyses how many UEs ever used the S-NSSAI corresponding to an application.

	How long on average that UE uses a network slice
	UE may not always use a URSP rule with the S-NSSAI due to some reason illustrated in URSP evaluation. This entry provides the analytics for how long a UE uses the S-NSSAI corresponding to an application.

	Analytics for usage of URSP rules

	Whether and how long on average UE uses a URSP rule
	Some URSP rules may never be used by UE and some traffic descriptor (e.g. application descriptor) may never be identified by the UEs from a certain UE vendor, the parameter is to illustrate this problem.

	Whether and how long on average UE uses each RSD in a URSP rule
	Due to many scenarios like network situation, roaming agreement, UE level, different UE may be allowed to use different RSDs  even they are installed by the same URSP rule.



The NWDAF can share the analytics output to consumers (e.g. PCF and AF). And based on the output, PCF can aware the enforcement of URSP rules and adjust thea URSP rules or modify a URSP if the URSP is not used as well as expected accordingly. For example, if an URSP rule is never used for a certain UEs, then it might be due to the Traffic Descriptor is misconfigured and MNO, OTT, UE vendor may collaborate to fix it. 

6.28.1.4 	Procedure 


Figure 6.28.1.4 Procedure for analytics of usage of network slice and update URSP to UE accordingly
1. NWDAF collects data for URSP enforcement from UE as described in Table 6.28.1.2.
2. NWDAF may collects data from PCF and/or AF as described in Table 6.28.1.2.
3. Based on the input in step-1 and 2, NWDAF derives the analytics result as described in Table 6.28.1.3.
4. The analytic result can be exposed to PCF and/or AF. PCF and AF may interact to update the URSP rules. Then PCF may distribute the updated URSP to UE using UCU procedure as specified in sub-clause 4.2.4.3 in TS 23.502.
[bookmark: _Toc7365][bookmark: _Toc6014][bookmark: _Toc23140][bookmark: _Toc17418][bookmark: _Toc946][bookmark: _Toc15614][bookmark: _Toc31555][bookmark: _Toc7581][bookmark: _Toc42770097][bookmark: _Toc42779153][bookmark: _Toc42784341]6.28.2 	Impacts on services, entities and interfaces
UE:
Provides the data for URSP enforcement as described in Table 6.28.1.2;
PCF/AF:
Provides the the URSP rules distributed to UE and the mapping between traffic descriptor and the Application(s) as described in Table 6.28.1.2;
NWDAF:
- Support analytics of usage of network slice based on input from UE and PCF/AF as described in Table 6.28.1.3
- Exposure the analytics to other NF (e.g. PCF and AF);

[bookmark: _Toc7314][bookmark: _Toc10152][bookmark: _Toc32533][bookmark: _Toc24598][bookmark: _Toc22013][bookmark: _Toc26199][bookmark: _Toc4347][bookmark: _Toc2469][bookmark: _Toc42770098][bookmark: _Toc42779154][bookmark: _Toc42784342]6.28.3 	Solution evaluation
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