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[bookmark: _Toc462478989]Abstract of the contribution: This contribution addresses several principles for evaluation of solutions for KI#1
1	Introduction
Different solutions for the key issue #1 address technical requirements on connectivity deployments, some using DNS mechanisms that in some cases can be out of the control of operator. This contribution proposes evaluation of solutions based on some principles seen important from operator point of view.
2	Discussion
The following principles are seen critical from operator perspective:
1. Not all UEs will be able to access and discover the local services deployed at the edge. This capability may be a subscribed one (both at application provider level and/or network level) even on a temporary basis, an operator choice based on security/load conditions and/or specific network deployment choice for slicing and related DNNs locally.
· GPSI(s) (and then SUPI(s)) will be granted access to the local services at the edge as long as the network deployment permits local services and information provided in the session setup and/or subscription information and network conditions allow that.
2. Edge discovery scenarios should be collaborative ones, i.e. application providers and operators should cooperate to offer customers the best of the services possible so that operator networks handle enough information to facilitate placing those customers at the edge. 
· As much as possible, the UEs shall be provided and then make use of proper rules (URSP) that will help quick discovery and selection of servers, and to facilitate mobility and continuity. URSP rules shall be extended to include additional configuration information. E.g., if needed, similar concept than URSP can be introduced to cover roaming scenarios when the edge service provider does not have an SLA with HPLMN.
· Insertion of breakout points (ULCL) shall be preferable in situations in which the available support from UE is scarce/null or UE IP address preservation is needed in mobility. 
· Application providers should facilitate information related to edge servers deployed (i.e. FQDNs/IP addresses accessible through specific DNAIs). An enhancement may be required for the Edge service provider to be able to influence URSP.
· Deployment of address resolvers, DNS-like, shall follow these collaborative scenarios, i.e. application provider and operator will agree which entity is to resolve the FQDN(s) used by the UE. 
3. Normative solutions shall not break the concepts already standardised in 5G, e.g. SBA or having control plane nodes mimicking behaviours that do not correspond to them.
4. In cases traditional DNS based solutions cannot be avoided for edge discovery, these shall include the limitations derived from encryption/no-encryption, updates/flushing, choice of OS to override addresses provided by the network, etc.
5. Privacy information related to the customer shall follow regulatory directives (not limited to e.g. recent changes on privacy shields to be replaced by standard contractual clauses).
· Specific information related to e.g. the location or identity of the user used for address resolution by 3rd parties may be affected by these. 
Considering the previous principles, the following is observed across the different solutions:
Observation 1: Connectivity models relate to anchoring a UE PDU session request in a local PSA or central PSA what can influence how the discovery of edge applications is performed. Anchoring should be ruled by a)- UE provided info, and/or b)- subscription information, and/or c)- network deployment and conditions (e.g. whether distributed anchors exist or not and their load status) together with relevant Application Service Provider information. Only a few of the solutions depict the criteria for the session anchoring.
Observation 2: Collaborative scenarios are somehow independent of the connectivity models and addressed both by the non-DNS based solutions as well as so called DNS-based solutions. URSP rules, traffic influence information, service parameters and forwarding/steering rules need to be updated to include information from the App Service provider under SLA; FQDN(s) and IP addresses part of the URSP rules to be sent to the UE shall be associated to DNAIs for network usage for relevant insertion, when needed, of ULCL/edge PSA. A 3GPP NF should be used as repository to store the information provided and act as resolver at the time of session setup and edge server discovery for session anchoring and then address resolution, DNS-like. 
If address resolvers are deployed by 3rd parties, in agreement with the network operator, such resolvers will need to be identified and be securely addressable from the network. 
The scope of the DNS hierarchy needs to be defined (e.g. include or not Internet DNS resolvers, etc) as to avoid ECS leakage outside the system.
Observation 3: Despite the control plane nodes hold information already useful for edge applications discovery, the EAS address resolution requests are conducted via user plane. No 5GC control plane node should be involved in the resolution beyond the provision of relevant information needed for such resolution. 
Observation 4: Limitations derived from UEs OSs need to be depicted for all DNS-like based solutions as well as cache management, in case the optimal EAS instance address changes, either using flushing or other means. 
Observation 5: UE privacy needs to be studied and resolved, possibly by SA3, in order to follow regulatory directives (including recent invalidation of Privacy Shield by the CJEU).  
3	Proposal
The different solutions proposed for KI#1have been categorised in three different groups during the discussions, some not directly related to the EAS discovery, and two more categories for those related to EAS discovery, i.e. DNS based and not DNS based.
However, several of the solutions proposed for KI#1 share common points and some others propose features that could complement and enrich other solutions. It does not look like a single solution would adhere to criteria seen important for the network operators community. It is then proposed to incorporate the principles and observations discussed before as general evaluation criteria in order to further progress the evaluation of the different proposals.
************* Start Changes *************
[bookmark: _Toc23255040][bookmark: _Toc26346412][bookmark: _Toc26346625][bookmark: _Toc26773895][bookmark: _Toc31192362][bookmark: _Toc31192522][bookmark: _Toc31193013][bookmark: _Toc31616192][bookmark: _Toc31616267][bookmark: _Toc31616343][bookmark: _Toc31616419][bookmark: _Toc43317519][bookmark: _Toc43374991][bookmark: _Toc43375452][bookmark: _Toc43801976][bookmark: _Toc43806242][bookmark: _Toc43806549]7	Overall Evaluation
Editor's note:	This clause will provide evaluation of different solutions.
7.x Evaluation of solutions for KI#1
7.x.1 General evaluation criteria
The following criteria will be used for evaluation of the solutions proposed to KI#1. The following points shall be evaluated:
1. Use of collaborative scenarios, i.e. application providers and operators cooperating to offer customers the best of the services possible so that operator networks handle enough information to facilitate placing those customers at the edge. 
a) UEs be provided and making use of proper rules (e.g.URSP) that will help quick discovery and selection of servers, and to facilitate mobility and continuity. 
· Extension of URSP rules to include additional configuration information.
b) Insertion of breakout points (ULCL) in situations in which the available support from UE is scarce/null or UE IP address preservation is needed in mobility. 
c) Application Providers facilitating information related to edge servers deployed (i.e. FQDNs/IP addresses accessible through specific DNAIs). 
d) Use of relevant rules based on Application Service Provider information for dynamic insertion of ULCL/Edge PSA when needed
e) Use of address resolvers, DNS-like, in these collaborative scenarios, located in the user plane path, making use of the information provided by the Application Service Provider (i.e. FQDN, IP address, DNAI, validity period, etc). The address resolvers to act as secure proxies in case the resolvers (under SLA) sit outside the operator boundary.
Scope of the DNS hierarchy (e.g. include or not Internet DNS resolvers, etc) as to avoid ECS leakage outside the system.
Description of limitations derived from UEs OSs as well as handling of cache management, for cases of EAS instance address changes, either using flushing or other means.
2. Use of UE information, subscription data and/or network configuration/status information, together with Application Service Provider information for session anchoring at session establishment with provision of relevant address resolver/secured proxy based on anchor used.
3. Introduction of the network functionality, which can be combined with other NFs, able to hold/retrieve information provided by the cooperating Application Service Provider, acting as address resolver/secure proxy, contributing to decisions on anchor point selection, and helping with rules setting in case of breakout scenarios.
4. Adherence to concepts and principles used in 5GC, e.g. SBA and modularity.
5. Privacy considerations according to regulatory requirements

*************** End Changes ***************
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