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Abstract of the contribution: Solution #26 is updated to remove ENs.
1 Proposal
It is proposed to update Solution #26 as follows in TR 23.700-07.
*** Start of first change ***

6.26
Solution #26: PLMN assisted IMS voice service for SNPN
6.26.1
Introduction

This solution addresses key issue #3 " Support of IMS voice and emergency services for SNPN ".
This solution utilizes the IMS network of PLMN to provide IMS voice service and emergency services for SNPN, with consideration that PLMN can provide with legacy IMS network low cost voice service and voice service continuity when SNPN UE moves out of SNPN coverage, which avoid SNPN owner build a standalone IMS network only for voice service. Moreover, the MSISDN or tel URI of the SNPN voice users may only be allocated by PLMN, and the interconnection between SNPN users and other legacy voice users may be impossible for SNPN owner. 
In this solution, most of the IMS functional entities are deployed in PLMN network. But if the SNPN has requirement for isolation of internal IMS voice traffic from public network, entities related to IMS voice user plane, including P-CSCF, MRFP and AS, can be deployed in SNPN area.
The IMS network of PLMN and SNPN network are in different trust domains, but the two networks builds trust relationship by business contract and the interfaces in between,are securily protected to allow the interoperability between two network domains.
The IMS subscription data, including IMS credential, is normally required to be handled by SNPN owner itself and is therefore stored in SNPN, i.e. in SNPN UDM/IMS HSS. If SNPN owner allow the IMS subscription data to be stored in PLMN network, then the IMS HSS is located in PLMN network, with the interaction to SNPN UDM using solutions specified in TR 23.973.
The IMS configuration in UE can be provisioned or derived in different scenarios:
· If the UE has UICC and is provisioned USIM for SNPN, the IMS identities (IMPI and IMPU) and IMS domain name can be provisioned by adding ISIM in the UICC; or
· If the UE has no UICC, the IMS identities (IMPI and IMPU) and IMS domain name can be based on IMC as specified in TS 33.203.
Editor's note:
How the IMC is provisioned to the UE is FFS.
6.26.2
Functional Description

Editor's note:
This clause further details the solution principles and any assumptions made.
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Figure 6.26.2-1: Solution architecture 1
In architecture 1, the PLMN IMS network is totally separate from SNPN network. There is no IMS functional entity required to be deployed in SNPN network area except for IMS HSS which is collocated with SNPN UDM.
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Figure 6.26.2-2: Solution architecture 2
In architecture 2, to keep IMS voice traffic in SNPN network area, IMS functional entities related to user plane including P-CSCF, MRFP and AS is deployed in SNPN network area.
NOTE:
The architectures above do not reflect the scenarios that the HSS is located in PLMN network, which can refer to TR 23.973 including different UDICOM architectures for deployment.
The key principles of the solution are as follows:
1.
The UDM of SNPN supports IMS HSS and is provisioned with IMS subscription of SNPN UE. PLMN IMS network connects to SNPN UDM via standard N70/Cx/Dx/N71/Sh interfaces.

2.
The P-CSCF address is configured in SMF of SNPN or is discovered by SMF as specified in TS 23.502 [6].

3.
The AMF includes "IMS Voice over PS session supported Indication" and "Emergency Service Support indicator" in Registration Accept message.

4.
SNPN and IMS network supports emergency service as specified in TS 23.501 [4], TS 23.502 [6], TS 23.167 and TS 24.229.

5.
Each SNPN is identified by its unique IMS network domain name. When there are multiple SNPNs, this domain name and the IMPI/IMPU based on it is used for correct routing via N70/Cx/Dx and N71/Sh to correct IMS HSS. If N5 is used between PLMN P-CSCF and SNPN PCF, P-CSCF includes IMS network domain name in session binding procedure to discover correct PCF. If Rx is used, P-CSCF discovers correct PCF based on local configuration (the mapping between IMS network domain name of SNPN and PCF address) or via Diameter Routing Agent based on UE IP address.
6.
The IMS authentication is acutually mutual authentication between UDM/HSS and UE belonging to the same SNPN via IMS CN which has trusted relatetionship. The security on interfaces between SNPN and PLMN networks follows the current Network Domain Security mechanism specified in TS 33.210 [21].
NOTE：
In current 3GPP specifications, e.g. TS 24.229, TS 33.203 and TS 33.210, IMS HSS is not required to be in the same trust domain and Cx interface is protected by security association as specified in TS 33.210. SA3 needs to further check if other security issue exist.
Editor's note:
The impact on UE for SNPN selection is FFS.

6.26.3
Procedures

Editor's note:
This clause describes procedures and information flows for the solution.
The IMS voice procedure and emergency procedure are the same as specified in current specifications, e.g. TS 23.228, TS 23.167, TS 23.501 [4] and TS 23.502 [6], with the following additional enhancement:

-
the security associations over interfaces between SNPN and PLMN IMS network is established;

-
when the same PLMN IMS network supports multiple SNPN, IMS network domain name of SNPN is used for correct routing for  N70/Cx/Dx, N71/Sh to HSS and N5 to PCF.

6.26.4
Impacts on services, entities and interfaces

Editor's note:
This clause lists impacts to services, entities and interfaces.
P-CSCF impact:

-
P-CSCF supports includes IMS network domain name in session binding procedure to discover correct PCF;

-
P-CSCF may supports to discover correct PCF based on local configuration (the mapping between IMS network domain name of SNPN and PCF address) when Rx is used and there is no Diameter Routing Agent for Rx interface.
*** End of changes ***
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