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1. Introduction
1.1	Background
Currently there are several open issues in solution #3, including the ENs to be resolved. 
1.2	Resolving the Editor's Note
1.2.1	Specific editor's notes on Option A and Option B in clause 6.3.2.1
In section 6.3.2.1, there is an EN on the detailed solution of Option A and Option B:
	“Option A and B are only introduced temporarily, and a single solution should be selected, possibly as a combination of both. The following questions should be considered: …”


In this Editor's Note, several questions are included and it needs to clarify such aspects accordingly:
Editor's Note 1. Whether to use dedicated unicast QoS flows corresponding to multicast flows for unicast fall-back?
The unicast QoS flows corresponding to multicast flows for unicast fall-back are required to be established when the UE requests to join the multicast group. The main purpose of the unicast QoS flows counterpart is for the handover scenario when source RAN supports MBS and target RAN does not support MBS. 
Moreover, it would be worthwhile to mention that establishing the unicast QoS flow counterpart will not consume excessive resources: RAN node supports MBS, and after it receives the multicast information from 5GC it will not allocate any dedicated transmission resources for the unicast QoS flow counterpart, since RAN node knows the dedicated unicast QoS flow will not be used to transmit the data. Therefore, it is expected that only some extra storing and signalling resources will be introduced for establishing the unicast QoS Flow. 
Conclusion: clarify in TR that unicast QoS flows may be used to transfer the multicast data. For unicast fall-back, the unicast QoS flows is established when the UE requests to join the multicast group. Unless existing unicast QoS flow(s) are deemed suitable to transfer the multicast data, dedicated unicast QoS flows corresponding to multicast flows for unicast fall-back are already established when the UE requests to join the multicast group in preparation of a possible unicast fall-back, but no related radio resources are reserved and data are transmitted. 
Editor's Note 2. Whether to signal Multicast QCI and related traffic filters to the UE as part of the SM?
MBS QoS flows are for downlink direction only. Normally the UE does not need QCI (5QI) and traffic filters for MBS QoS flows for traffic handling since there is no uplink data. 
Conclusion: clarify in TR that signaling Multicast QCI (5QI) is not mandatory, but might be needed in some cases.
Editor's Note 3. Is support of Unicast Fall-back optional or mandatory?
As mentioned for EN1, if the RAN node does not support 5G MBS, the service continuity cannot be guaranteed.
For example, if there is no uniform support of multicast in a PLMN, fallback will be required. The possible inputs of fallback decision include operator policy, multicast service requirements etc. 
Conclusion: clarify in TR that the support of unicast fall-back may be needed based on operator policy, e.g., if there is no uniform support of multicast in a PLMN. 
Editor's Note 4. Whether to always include Unicast QCIs related to Multicast flows at least when unicast fall-back is supported (to prepare for a handover and cases where RAN does not support multicast)?
See answer to EN1 and EN3.
Editor's Note 5. How to Make the RAN aware of Multicast QoS requirements?
See step 7 and 8 of clause 6.3.2.1.1. SMF1 (i.e., the SMF handling unicast PDU session) includes Multicast QoS requirements in N2 container to the RAN nodes via AMF, to create a multicast context in the RAN, if it does not exist already, and inform about the relation between the multicast context and the UE's PDU session.
Conclusion: As corresponding unicast QoS flows are also signalled as part of the PDU session, and the association to multicast flows needs to be described. Multicast QoS requirements are signalled within the PDU session.
Editor's Note 6: When to set up a multicast distribution between SMF1 and SMF2 and configure UPF1?
Normally the UPF1 needs to be configured for the following scenario.
· S-RAN supporting MBS determines to handover the UE to T-RAN but T-RAN does not support MBS. In that case SMF1 and SMF2 needs to interact and the downlink MBS data distribution will go through UPF1.
Conclusion: generalize text in TR to describe that whenever SMF2 is required (or decides) to use individual MBS traffic delivery then the multicast distribution to UPF1 has to be configured.
Editor's Note 7: How to make SMF1 aware of QoS requirements for multicast? (A) via the request to establish the multicast distribution tree (B) via dedicated request to SMF2, (C) stored in UDR and retrieved by SMF1 within the Multicast context, (D) via PCC.
Conclusion: update text in TR to describe that SMF1 inquires the Multicast QoS requirements via a dedicated request to SMF2.
Editor's Note 8: How does the RAN node request multicast distribution from SMF2?
Such part is related to the down selection of the two options. Currently Option A and B use different ways for the RAN node requesting multicast distribution from SMF2: see 11a-14a and 11b-17b in clause 6.3.2.1, respectively.
In general, the commonalities include RAN-based tunnelling establishment. That is, the RAN node determines whether to establish the multicast tunnel based on the locally stored multicast context. The differences are, on the other hand, whether the dedicated signalling for multicast session are needed, whether AMF could direct interact with SMF2 for saving signalling. The detailed realization depends on the selection of Option A and B (or combination). 
To enable a flexible signalling for MBS session, it is proposed that:
For the UE connected to a certain RAN node sends request to join the multicast group,
· If it is the first UE, when such RAN node receives the N2 info from 5GC, it shall use a separate per-multicast session signalling to inform the AMF about the multicast tunnelling information, so as to establish the downlink tunnel and request the multicast distribution from SMF2. Note that the steps for processing unicast PDU Session (e.g., establishing QoS flow(s)) will be done as usual, i.e., RAN will send N2 SM information to SMF1 via AMF. 
· If it is not the first UE, RAN node only involves in processing the unicast PDU Session to e.g., establishing the unicast QoS flow. 
Conclusion: clarify in TR as mentioned above, and the EN can be removed then.
1.2.2	Additional editor's note in clause 6.3.2.1
In addition to the ENs mentioned in clause 1.2.1 above, there is an Option A specific EN in clause 6.3.2.1:
	“For option A, how to provide a multicast transport address from SMF2 to RAN is FFS.”


Note that if unicast tunnel-based MBS data transmission is used, there is no need to provide the multicast transport address to the RAN.
Conclusion: See EN8 above
1.2.3	Editor's note in clause 6.3.2.2
Finally, in clause 6.3.2.2:
	“It is FFS if step 5 and 6 are needed considering step 8 and 9 can be used for the same purpose.”


Since the interaction between NEF and PCF (Step 5 and 6), and the interaction between SMF and PCF (Step 8 and 9) are for the similar purpose, it is proposed to delete step 5 and 6 and include the following text in 6.3.2.2.2 in original step 9:
"In addition, PCF determines whether the request is authorized and notifies the NEF if the request is not authorized.
If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration for this AF), and notifies the result to the SMF2. The PCF notifies the SMF2 whether the transmission resources corresponding to the QoS request are established or not.
If the request is not authorized, the required QoS is not allowed, or transmission resources are not established, SMF2 responds to the NEF in step 12 with a Result value indicating the failure cause, and NEF further notifies AF in step 13."
Conclusion: update the description of step 5 and 6 in the TR.
1.3	Proposal
It is proposed to reflect the above-mentioned aspects in current TR.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.757.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc43733371][bookmark: _Toc43733131][bookmark: _Toc43297433][bookmark: _Toc31011429]6.3	Solution #3: Integrated Multicast and Unicast Transport
[bookmark: _Toc43733372][bookmark: _Toc43733132][bookmark: _Toc43297434][bookmark: _Toc31011430]6.3.1	Functional Description
[bookmark: _Toc43733373][bookmark: _Toc43733133][bookmark: _Toc43297435][bookmark: _Toc31011431]6.3.1.1	System Architecture
This solution addresses Key Issue 1 and proposes a system architecture that reuses as much as possible the system architecture and procedures of current 5GS unicast system architecture. The architecture functional entities are described in clause A.1 "5G MBS system architecture based on unicast 5GC".
[bookmark: _Toc43733374][bookmark: _Toc43733134][bookmark: _Toc43297436][bookmark: _Toc31011432]6.3.1.2	Multicast Session Context and Multicast flow characteristics
The proposed multicast communication service session management is an extension of the existing solution for IPTV in TS 23.316 [7].
The Multicast Session context is identified by a Multicast Session context ID and is used to represent information about the group of UEs receiving Multicast flows with the same Multicast Session context ID. Multicast flows represents QoS flows within a Multicast Session context.
In the case of IP PDU session type, the Multicast session context ID represents one IP multicast group address (i.e. any source multicast or source specific multicast). The packet filters for all Multicast flows within the Multicast context shall have the same destination and, in the case of source specific multicast, also source IP addresses. The default Multicast flow shall allow for any source and destination ports and any protocols. An AF may request the PCF/NEF to create policies for Multicast flows within the Multicast Session context to meet the needs of application service flows that use different ports and protocols.


NOTE:	There may QOS flows unrelated to multicast data. The default QoS flow may be used to transport multicast data and data unrelated to multicast.

Figure 6.3.1.2-1: Multicast Session Context, UE group and Multicast flow model
On N3 or MB-N3, the Multicast flows within one Multicast Session context use the same shared tunnel.
At the NG-RAN, the Multicast flow identifier maps to radio bearer. If the QoS characteristics of Multicast flows allow, NG-RAN can also map several Multicast flows within a Multicast Session context to one radio bearer. The characteristics of the radio bearer depends on RAN decision on whether to deliver the Multicast flow content via unicast or point-to-multipoint (PTM) transmission.
The 5G QoS model is extended to support Multicast flow. At Session Management level for a particular UE the Multicast session context may exist in association with at least one PDU session, and can be set-up during the PDU session establishment or modification procedure. It may be modified at any point via PDU session modification procedure.
NOTE:	The Multicast session context is common to all UEs configured with the Multicast session context, but the associated PDU session context is specific to each UE.
The Multicast context ID and Multicast flow ID are assigned by the SMF. The SMF provides the Multicast flow information (packet filters, etc.) to the UPF.
If point-to-point (PTP) tunnelling is used in N3, the SMF provides RAN with Multicast context ID, Multicast flows and associated QoS information. The RAN responds with downlink tunnel information for the Multicast context. The SMF configures UPF with Multicast flows, associated QoS information and the downlink tunnel information.
If point-to-multipoint tunnelling is used (MB-N3), the SMF provides the UPF with MB-N3 tunnelling information. The SMF provides Multicast context ID, Multicast flows and associated QoS information and MB-N3 tunnel information to the RAN.
Point-to-point and point-to-multipoint tunnelling on N3/N9 have both their merit. Point-to-point tunnelling provides more freedom in regard to the deployment of UPF(s) and RAN (e.g. CU-UP) because the infrastructure interconnecting these elements of 5G system does not need to support multicast routing. On the other hand, point-to-multipoint tunnelling on N3/N9 can me more resource efficient if the same content is delivered to a larger number of RAN nodes. Noting that the user plane configuration is slightly different depending on whether N3/N9 uses point-to-point (unicast) or point-to-multipoint (multicast) tunnelling, it seems anyway beneficial at the cost of additional standardization and implementation efforts to support both point-to-point and point-to-multipoint tunnelling on N3/N9 by the specification which allows to meet requirements of different deployments.
Figure 6.3.1.2-2 depicts the user plane path for a Multicast flow.


Figure 6.3.1.2-2: Multicast context / multicast flow user plane model
When multicast transport is established, there is no need for unicast transport from the AF. In AS, when RAN decides to switch to PTM transmission, the DRB previously allocated to the QoS Flow is not used anymore.
An UPF, based on configuration received from SMF, identifies a packet as belonging to a Multicast flow, in which case it delivers it to one or multiple RAN nodes via a shared tunnel identified by a shared TEID associated with the Multicast session context to which the Multicast flow belongs to.
The AN delivers download data for the Multicast flow via PTM or PTP over the air.
Each Multicast session context is managed by one MB-SMF that may be different from the SMF controlling the PDU session of a user within the multicast group. The identification of the MB-SMF handling Multicast session is stored in the UDR as part of multicast group context information.
User plane establishment for a multicast group between the RAN node and the ingress node is not required each time a user of the RAN node is added to a multicast group. The user plane between the ingress node and the RAN node only needs to be added when the first users served by the RAN node joins the multicast group (of a user within the multiplex group is handed over to the RAN node). The user plane between the ingress node and the RAN node only needs to be terminated when the last users served by the RAN node leaves the multicast group, terminates the PDU session, or is handed over to another RAN node.
For each specific UE, the based on operator policy the SMF may configures the associated unicast PDU session information, which can be used to transport the multicast data to the UE. The SMF generates the unicast QoS flow(s) matching the multicast flow(s) for unicast fall-back when the UE requests to join the multicast group. This unicast QoS flow(s) within the unicast PDU Session will be used e.g. in the case of mobility to NG RAN node not supporting 5G MBS, or when a UE does not support receiving multicast data over the radio according to 5MBS. Such unicast QoS flow(s) could be the dedicated QoS flow(s). The SMF generates unicast QoS flows matching the multicast flows within the unicast PDU session. The unicast QoS flows is not assumed to be used when NG RAN and UE supports 5G MBS; to avoid a resource reservation for those unicast QoS flows, the association between multicast QoS flows and the corresponding unicast QoS flows is indicated towards the RAN.
[bookmark: _Toc43733375][bookmark: _Toc43733135][bookmark: _Toc43297437][bookmark: _Toc31011433]6.3.2	Procedures
[bookmark: _Toc43733376][bookmark: _Toc43733136][bookmark: _Toc43297438][bookmark: _Toc31011434]6.3.2.1	Multicast context and Multicast flow setup/modification via PDU Session Modification procedure
The Multicast context and Multicast flow setup/modification uses an enhanced PDU session modification procedure for unicast traffic defined in TS 23.502 [8].



Figure 6.3.2.1-1: PDU Session modification for multicast
Editor's note:	Option A and B are only introduced temporarily, and a single solution should be selected, possibly as a combination of both. The following questions should be considered:
1. Whether to use dedicated unicast QoS flows corresponding to multicast flows for unicast fall-back?
2. Whether to signal Multicast QCI and related traffic filters to the UE as part of the SM?
3. Is support of Unicast Fall-back optional or mandatory?
4. Whether to always include Unicast QCIs related to Multicast flows at least when unicast fall-back is supported (to prepare for a handover and cases where RAN does not support multicast)?
5. How to Make the RAN aware of Multicast QoS requirements?
6. When to set up a multicast distribution between SMF1 and SMF2 and configure UPF1?
7. How to make SMF1 aware of QoS requirements for multicast?: (A) via the request to establish the multicast distribution tree (B) via dedicated request to SMF2, (C) stored in UDR and retrieved by SMF1 within the Multicast context, (D) via PCC.
8. How does the RAN node request multicast distribution from SMF2?
1.	The content provider may send a request to register and reserve resources for a multicast group to the NEF and communicate the related multicast address as detailed in clause 6.3.2.2.2.
	The content provider may invoke the services provided by the NEF to provision the multicast information. The multicast information is used to identify (e.g., IP Address of multicast data) and reserve resources for the multicast. The NEF selects MB-SMF2 controlling an MB-UPF2 serving as ingress point for the multicast data and creates a multicast context and stores related information including the SMF ID in the UDR. The MB-SMF2 may request the or MB-UPF2 may to allocate an IP address and Port for ingress multicast traffic, which is then provided to the content provider via NEF.
NOTE 1:	The request to reserve resources for the corresponding multicast session is optional and can be replaced by configured data based on commercial agreements. If IP multicast is used in the external network, the content provider does not require information where to send the multicast data.
NOTE 2:	SMF1 and MB-SMF2 can be identical.
[bookmark: _Hlk42440183]2.	The UE registers in the PLMN (see clause 4.2.2.2 of TS 23.502 [8]) and request the establishment of a PDU session (see clause 4.3.2.2 of TS 23.502 [8]). The UE also indicates its capability to receive multicast data over the radio.  The AMF obtains information from the UDM whether the UE can join multicast sessions as part of the SMF Selection Subscription data. If so, for direct discovery, the AMF selects an SMF1 capable of handling multicast sessions based on locally configured data or a corresponding SMF capability stored in the NRF and also indicates the UE's capability to receive multicast data over the radio to the SMF.
3.	The content provider announces the availability of multicast using higher layers (e.g., application layer). The announcement includes at least the multicast address of a multicast group that UE can join.
4.	Alternative 1: user plane signalling (can also be used with a legacy UE not supporting the capability to receive multicast data over the radio):
4a.	The UE joins the multicast group.
4b.	The UPF is a multicast capable router. The reception of the join message triggers the UPF to notify the SMF1. The UPF can be optimized to send the notification only when the UE's status in with regard to number ofthe multicast group thes UE has joined changes, i.e., when the UE joins or leaves a group. The SMF initiates PDU session modification procedure upon the reception of the notification from the UPF.
5.	Alternative 2: control plane signalling:
5a.	The UE sends the PDU Session Establishment/Modification Request either upon a request from higher layers or upon a detection by lower layers of UE joining a multicast group (i.e., detection of IGMP or MLR and detection of the change of content of these messages). The PDU Session Modification Request shall include information about multicast group, which UE wants to join, such as multicast addresses listed in the IGMP and MLR messages. This information is needed for configuration of the UPF with appropriate packet filters.
5b.	The AMF invokes Nsmf_PDUSession_UpdateSMContext (SM Context ID, N1 SM container (PDU Session Modification Request with the multicast information)).
6.	If SMF1 has no information about the multicast context for the indicated multicast group, SMF1 checks at the UDR whether a multicast context for the multicast group (address) exists in the system. If the multicast context for the multicast group does not exist, then SMF1 creates it when the first UE joins the multicast group, stores the multicast context including itself as multicast controlling SMF in the UDR, and configures an the UPF to handle the multicast data distribution (SMF1 and MB-SMF2, and UPF1 and MB-UPF2 in this flow are then identical). If it is the first UE joining the multicast group, the MB-UPF may also have to join the multicast tree towards the content provider; the MB-SMF should request the MB-UPF to join the multicast tree when configuring the MB-UPF, see e.g. Step 13 15 and 2326. If a multicast context already exists in the UDR, the SMF1 retrieves the related information, including information related to MB-SMF2 controlling the multicast ingress point.
7-8.NOTE 3:	If option A is used, If SMF has no information about the multicast context for the indicated multicast group, SMF1 further interacts with MB SMF2 for e.g., receivingto retrieve QoS information of the multicast QoS flow(s).
If the UE supports the reception of multicast data and RAN supports MBS, steps 9 to 22 apply
79.	SMF1 requests the AMF to transfer a message to the RAN node using the Namf_N1N2MessageTransfer service (N2 SM information (PDU Session ID, Multicast Context ID, MB-SMF ID, multicast QoS flow information), N1 SM container (PDU Session Modification Command (PDU Session ID, multicast information ([Multicast Context ID, multicast QoS flow information], multicast address)) to
-	create a multicast context in the RAN, if it does not exist already; and
-	inform about the relation between the multicast context and the UE's PDU session.
NOTE 4:	If option A is used, tBased on operator policy, if the SMF is configured to prepare for unicast fall-back, the SMF1 further 1) maps the received QoS information of the multicast QoS flow into unicast QoS flow information of the PDU Session, and includes the information of the unicast QoS flows and the information about the association between those unicast QoS flows and the multicast QoS flows in the N2 SM information., 2) If dedicated unicast QoS flows are required, the information includes the oneincludes  about those dedicated the unicast QoS flows information associating to multicast QoS flow, QoS flow information of multicast, association between the unicast QoS flow and multicast QoS flow in the N2 SM information. SMF also includes information about those unicast QoS flows , and 3) includes Unicast information (i.e., QoS rules for Unicast flows) in the N1 SM container. If option B is used, the SMF2 ID is included in N2 SM information.
	If the UE does not support the reception of multicast data, the PDU Session Modification Command does not include multicast information, and the N2 SM information does not include Multicast Context ID and related multicast QoS flow information.
810.	The N2 session modification request is sent to the RAN. The request is sent in the UE context using the PDU Session Resource Modify Request message enhanced with multicast related information, which includes a multicast group identity (e.g., multicast address), Multicast Session context ID, and multicast flow information such as multicast QoS Flow ID and associating QoS information. The RAN uses the multicast group identity to determine that the session modification procedures of two or more UEs corresponds to one multicast group. In other words, the RAN learns what UEs are receiving the same multicast data from the multicast group identity. When the RAN receives a session modification request for previously unknown multicast group identity, the RAN configures resources to serve this multicast group.
911.	The N1 SM container (PDU Session Modification Command) is provided to the UE.
Editor's note:	For option B, how the QoS information is sent to UE in step 9 is FFS.
1012.	The RAN performs the necessary access network resource modification such as configuration of PTP or PTM bearers. RAN node checks whether the user plane for the multicast group/context distribution is already established towards the RAN node. If RAN supports MBS, RAN configures the UE for receiving the multicast data via multicast session.
NOTE 53:	The details of access network resource modification should be studied in the RAN WGs.
If RAN supports MBS, and if no user plane for multicast group distribution is established towards the RAN node, steps 11 13 to 15 17 are executed.
The following steps describe option A and B respectively:
OPTION A (from step 11a to step 15a: RAN communicates with SMF1, SMF1 further interacts with SMF2):
11a.	RAN node signals the session modification response towards AMF including the multicast distribution request for the user plane establishment [Multicast context/group ID]. If the RAN node is configured to use a unicast tunnel for multicast distribution sessions, it allocates a downlink tunnel ID (an IP address and a GTP-U TEID) for the reception of the multicast distribution session and indicates the downlink tunnel information in the request.
12a.	AMF forwards the request towards the SMF1 via the Nsmf_PDUSession_UpdateSMContext service. If RAN supports MBS, the N2 SM message sent from RAN to SMF1 indicates successful configuration of multicast session for the UE, and steps 18 to 21 apply, otherwise, steps 22 to 34 apply.
Step 13-15 only apply for the case where RAN needs to establish the shared tunnel (if not existing yet) with UPF2.
13a.	SMF1 further forwards the multicast distribution request to SMF2
14a.	For unicast transport of the multicast distribution session, SMF2 configures UPF2 to transmit the data of multicast distribution session towards RAN (using the received IP address and a GTP-U TEID of the RAN).
15a.	SMF2 sends a multicast distribution session response to SMF1.
Editor's note:	For option A, how to provide a multicast transport address from SMF2 to RAN is FFS.
OPTION B (from step 11b to step 17b: RAN communicates with SMF2, no interaction between SMF1 and SMF2):
11b13.	RAN nodes selects the AMF to reach MB-SMF2 and signals a request towards AMF [MB-SMF SMF2 ID, Multicast context/group ID]. If the RAN node is configured to use a unicast transport for multicast distribution sessions, it allocates a downlink tunnel ID (an IP address and a GTP-U TEID) for the reception of the multicast distribution session and indicates the downlink tunnel information in the request.
12b14.	AMF forwards the request towards the MB-SMFSMF2
13b15.	For unicast transport of the multicast distribution session, MB-SMFSMF2 configures MB-UPF2 to transmit the multicast distribution session towards RAN (using the received IP address and a GTP-U TEID).
14b16.	MB-SMFSMF2 sends a multicast distribution session response to AMF. It indicates QoS rule(s) for Multicast flows. For multicast transport of the multicast distribution, it also indicates in the downlink tunnel information the transport multicast address for the multicast session.
15b17.	AMF forwards multicast distribution session response to RAN node.
16b18.	The RAN sends the session modification responsemodification response, which does not include the unicast tunnel information that may include downlink tunnel information, see step 6.
17b19.	The AMF transfers the possible downlink tunnel informationsession modification response received in step 189 to the SMF. The SMF stores the information about the multicast distribution session towards the RAN node serving the UE and the possible received downlink tunnel information if it did not previously store that information when handling a multicast service request of another UE served by the same RAN node. The SMF determines that the shared tunnel is used for multicast picket transferring and the interaction with UPF is not needed.
2018.	MB-UPF2 receives multicast PDUs.
2119.	MB-UPF2 sends multicast PDUs in the N3/N9 tunnel associated to the multicast distribution session to the RAN. If a shared tunnel is used, tThere is only one tunnel per multicast distribution session and RAN node, i.e., all associated PDU sessions share this tunnel.
220.	The RAN selects PTM or PTP radio bearers to deliver the multicast PDUs to UEs that joined the multicast group.
231.	The RAN performs the transmission using the selected bearer.
If the UE does not support the reception of multicast data and/or if RAN does not support MBS, steps 22 24 to 34 37 apply
If user plane for multicast group distribution is not yet established towards the SMF, steps 24 to 27 are executed.
2224.	If unicast transport for the multicast data between UPF and MB-UPF is to be used, SMF request UPF to allocate a downlink tunnel endpoint (an IP address and a GTP-U TEID).
25.	SMF1 configures UPF1 to forward the data within unicast transport. SMF1 signals a request for the user plane establishmentmulticast session distribution towards MB-SMF2 [Multicast context/group ID, downlink tunnel info]. If the SMF1 is configured to use a unicast transport for multicast distribution sessions, 
SMF1 or UPF1 allocate a downlink tunnel (an IP address and a GTP-U TEID) for the reception of the multicast distribution session and SMF1 indicates the downlink tunnel information in the request.
2326.	For unicast transport of the multicast distribution session, MB-SMF2 configures MB-UPF2 to transmit the multicast distribution session towards UPF1 (using the received IP address and a GTP-U TEID).
2427.	MB-SMF2 sends a multicast distribution session response to SMF1. For multicast transport of the multicast distribution, it also indicates in the downlink tunnel information the transport multicast address for the multicast session.
NOTE X: steps 24 to 27 can also be triggered after the step 33, i.e. when the SMF determines that RAN does not support MBS.
NOTE 6:	If option B is adopted, the SMF2 will further indicate QoS rule(s) for Multicast flows to SMF1.
The following step 25 to 30 are used for Option B only.
2528.	SMF1 configures UPF1 to receive the multicast distribution session and forward the data within unicast transport.
If SMF1 decides to establish dedicated QoS flow for the unicast transfer of the multicast data, steps 26 29 to 30 33 apply.
2629.	The SMF1 derives the QoS Rules for the unicast transfer of multicast data based on QoS parameters for multicast transmission received in step 24. SMF1 maps the multicast QFI to a unicast QFI of the PDU Session; other QoS parameters of unicast QoS Rules are same as the one for multicast transmission. The SMF1 requests the AMF to transfer a message to the RAN node using the Namf_N1N2MessageTransfer service (N1 SM container (PDU Session Modification Command (PDU Session ID, unicast QoS rule(s)).
2730	The N2 session modification request is sent to the RAN.
2831. The N1 SM container (PDU Session Modification Command) is provided to the UE.
2932.	The RAN sends the session modification response.
3033.	The AMF transfers the session modification response received in step 29 to the SMF1 via the Nsmf_PDUSession_UpdateSMContext service.
3134.	MB-UPF2 receives multicast PDUs.
3235.	MB-UPF2 sends multicast PDUs in the N3/N9 tunnel associated to the multicast distribution session to UPF1. There is only one tunnel per multicast distribution session and destination UPF, i.e., all associated PDU sessions share this tunnel.
3336.	UPF1 forwards the multicast data via unicast.
3437.	The RAN forwards the multicast data via unicast.
[bookmark: _Toc43733377][bookmark: _Toc43733137][bookmark: _Toc43297439]6.3.2.2	Multicast group configuration
[bookmark: _Toc43733378][bookmark: _Toc43733138][bookmark: _Toc43297440]6.3.2.2.1	General
Configuration of a multicast group in the 5GC can occur:
-	when the first UE joins the multicast group;
-	based on static configuration;
-	Triggered by an AF request via the NEF.
At service layer, the MSF can manage an MBS service, and apply related NEF procedures to configure a multicast group.
[bookmark: _Toc43733379][bookmark: _Toc43733139][bookmark: _Toc43297441]6.3.2.2.2	Initial Multicast group configuration via NEF
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Figure 6.3.2.2.2-1: Initial Multicast group configuration via NEF
1.	AF of content provider may register at NEF that it provides contents for a multicast group (identified by multicast group ID which may be IP multicast address). Multicast information may further include media type information (e.g., audio, video…), QoS requirements, UE authorization information, service area identifying the service scope, and start and end time of MBS. The AF may also request the allocation of an ingress transport address where to send tunnelled multicast data.
2.	NEF checks authorization of content provider. NEF selects MB-SMF2 as ingress control node, possibly based on location area.
3,4.	NEF requests storage of multicast session context at UDR and provides multicast group ID,  and selected MB-SMF ID2.
5.	The NEF may interact with the PCF by triggering a Npcf_PolicyAuthorization_Create request and provides Multicast group ID, AF Identifier, and the QoS requirements.
6.	The PCF determines whether the request is authorized and notifies the NEF if the request is not authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration for this AF), and notifies the result to the NEF.
Editor's note:	It is FFS if the authorization check and check of allowed NEF input is performed by NEF or PCF.
Editor's note:	It is FFS if step 5 and 6 are needed considering step 8 and 9 can be used for the same purpose.
	If the request is not authorized, the required QoS is not allowed, NEF responds to the AF in step 9 with a Result value indicating the failure cause.
75.	NEF request MB-SMF2 to reserve ingress resources for a multicast distribution session and provides Multicast group ID. It also indicates if the allocation of an ingress transport address is requested.
86.	The MB-SMF sends SM MBS Policy Association Request to PCF with the Multicast group ID, AF Identifier, and the QoS requirements.
97.	The PCF responds with SM MBS Policy Association Response with policies for the Multicast group ID.
In addition, determines whether the request is authorized and notifies the NEF if the request is not authorized.
If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration for this AF), and notifies the result to the MB-SMF. The PCF notifies the MB-SMF whether the transmission resources corresponding to the QoS request are established or not.
If the request is not authorized, the required QoS is not allowed, or transmission resources are not established, MB-SMF responds to the NEF in step 12 with a Result value indicating the failure cause, and NEF further notifies AF in step 13.
108.	MB-SMFSMF2 selects the MB-UPFUPF2 and requests it to reserve user plane ingress resources
119.	If requested, MB-UPFUPF2 selects an ingress address (IP address and port) and provides it to MB-SMFSMF2
1210.	MB-SMFSMF2 indicates the possibly allocated ingress address to the NEF. It also indicates the success or failure of reserving transmission resources.
1311.	The NEF indicates the possibly allocated ingress address to the AF.

[bookmark: _Toc31011435][bookmark: _Toc43297444][bookmark: _Toc43733142][bookmark: _Toc43733382]6.3.3	Impacts on services, entities and interfaces
[bookmark: _Toc20473562][bookmark: _Toc500949103][bookmark: _Hlk500857602]SMF:
-	The SMF must handle a multicast context and the enhanced PDU session procedures.
MB-SMF:
-	The MB-SMF must handle the multicast context
UPF:
-	If the UE joins multicast group via user plane, the UPF must support a new capability to trigger a user plane event in a response to the reception of a join message.
MB-UPF:
 The MB-UPF should also act as multicast capable router (but this functionality was already introduced in TS 23.316 [7]).
RAN:
-	The RAN must support the PDU session procedures and store UEs' association with multicast group in a context as received from the SMF. The RAN should be able to select PTP or PTM bearers that are used for multicast data transmission to UEs.
N3:
-	A tunnel on this interface, which is configured when the first UE joins a multicast group and PDU session modification is performed, should be used to deliver multicast data from the UPF to the RAN.
NEF:
-	The NEF may interact with Content Provider reserve reception resources for a multicast group and to receive QoS requirements, UE authorization information, service area, and start and end time of MBS sessions. It may also select the SMF handling multicast transmission. It stores information related to the multicast session in the UDR.
UE:
-	It needs to indicate the MBS service information as part of the user plan join message (e.g., IGMP join), or of the control plan message (e.g., PDU Session modification request).
UDR:
-	Stores a multicast group context.

* * * * End of changes * * * *
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