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Abstract: This contribution proposes the definition of the alternatives for data collection service in NWDAF-to-NWDAF interactions compatible with already proposed solutions for KI#1, KI#2 and KI#11.
1. Discussion
Observation #1: During the proposal of solutions for KI#1 (NWDAF functional split), solutions #6 and #8 open the possibility of NWDAF-to-NWDAF for data collection, but do not properly define the service to accomplish such interaction. 

Observation #2: TR 23.700-91 defines KI#2 indicating issues of how NWDAFs can interact when data collection needs to be exchanged among NWDAFs. The solutions #16, #17#, #18, #23 have been defined for KI#2 and propose NWDAF-to-NWDAF interaction for data collection but do not define any specific service at NWDAF for data collection. 
Observation #3: Solutions for NWAF-to-NWDAF interactions for data collection proposed in KI#11, such as sol #9, #15, #16, #35, either are based on re-exposing via NWDAF (or dedicated NF, such as DCCF, DCNF) the specific event ID collected from NFs, or do not clearly define the what is the service for the data collection in NWDAF-to-NWDAF interaction. 
Problem: None of the solutions proposing NWDAF-to-NWDAF interactions for data collection defined the precise input and output parameters for exposing the data collected by an NWDAF for the generation of an analytics ID taking into account signalling reduction. 

This contribution proposes three alternatives to realize the service exposed by NWDAF to allow NWDAF-to-NWDAF data collection. In addition, we define the concept of input mapping, which allows an NWDAF to expose a set of collected data related to an analytics ID, instead of individual events collected from the NFs/OAM. 

These three alternatives are based:
-
Applying extensions to the Event Exposure Framework and allowed NWDAF to expose the inputmapping as an event ID;

-
Applying extensions to the existing services from NWDAF to allow inputmapping to be exposed;
-
Definition of a new NWDAF service to provide the inputmapping to consumers. 

2. Text Proposal

It is proposed the following changes to TR 23.700-91 [2].
* * * * First change * * * * ALL NEW TEXT
6.X
Solution X: Efficient Service for Data Collection in NWDAF-to-NWDAF Interactions
6.X.1
Description

This solution is proposed for Key Issue #2: Multiple NWDAF instances, KI#11 Key Issue #11: Increasing efficiency of data collection. 
6.X.1.1
General

The goal of this solution is to define the alternatives for realizing the services related to data collection in NWDAF-to-NWDAF interactions (e.g., in flat or hierarchical model of NWDAF deployments). Such service can be used for data collection supporting NWDAF operation for analytics IDs in both inference (e.g., data collection for analytics ID output generation) or training stages (e.g., data collection for training a model for an analytics ID). 
NWDAF exposing collected data is enhanced with the following capabilities:

- 
Providing inputmapping to consumers instead of individual data samples in order to reduce signalling and efficiency on controlling the raw collected data from sources (i.e., NF events or OAM data). The inputmapping is the set of data samples to be used for an analytics ID for a consumer of NWDAF. The inputmapping is generated based on the set of raw collected data from NFs/OAM and the properties for the selection of such raw data. 
The input mapping comprises the following fields: input mapping identification, analytics ID, consumer identification, analytics stage (e.g., inference, training), type of input mapping (''raw data samples'' or ''pre-processed data samples'' or a combination of both), data type (e.g., Event ID), feature type (e.g., average values of Event ID), data or feature values, and timestamp of data or feature values. 
-
Exposing runtime collected data (e.g., data from NFs/AFs/OAM retrieved via notification mechanisms), or historical collected data (e.g., data from NFs/AFs/OAM that were at some point collected, then stored);

-
Apply selection processes of data samples or processing mechanisms for the generation of the input mapping according with rules defined by operators. Such rules define the allowed and/or restricted properties or processes to be applied to the set of raw collected data to be used for the input mapping. Examples of properties are network slices; area of interest; statistical attributes such as averages, mean, skewness; aggregation levels, such as geographical per cell, per UEs, or temporal such as per hours or days. Examples of processes are: definition of data collection mode mechanisms; definition if raw collected data, or pre-processed data, or both can be used for composing the input mapping; applying anonymization of data fields in the input mapping to avoid exposing undesired information. It is possible that operators might define different rules for generation of input mapping for training or inference. 
6.X.1.2
Models for the Data Collection Service

6.X.1.2.1
Alternative 1: Applying Event Exposure Framework Principles

The service used by the entity responsible to provide the input mapping is based on the Event Exposure framework defined in TS 23.502 Clause 4.15.  
NWDAF shall expose the Nnwdaf_EventExposure service with the input parameters as defined in TS 23.502 Clause 4.15.1, as well as the following extensions:
-
Event ID(s) set to ''Input mapping'' event type,
-
Target of Event Reporting including a tuple with analytics ID; type of input mapping, which can be set to ''raw data samples'' or ''pre-processed data samples' or a combination of both; analytics stage (inference or training); 

-
Event Filter Information shall include: 
-
fields related to the analytics ID such as: target of analytics information (e.g., any UE, list of UEs, groups of UEs); analytics filter information (e.g., area of interest, DNN, Application, S-NSSAI). The analytics ID also determines the type of data to be collected and associated with the input mapping; 
-
statistical properties of data samples in input mapping (e.g., maximum values, average values, etc.). 
-
Event Reporting Information, in addition to the parameters defined in TS 23.502 Clause 4.15.1, the following parameters shall be included:

-
interval of time for sample selection;
-
data collection mode (DC mode) indicates the type of collection mechanisms to be used . This parameter can set to: ''runtime'', ''offline", ''historical''. When set to ''runtime'', it determines that data collection has to be performed using the mechanisms from NFs sending periodic notifications of the events to be collected. When set to ''offline", it determines that mechanisms that reduce notification signalling from NFs should be applied for the collection of the data. When set ''historical'', it determines that the data should be retrieved from some previous period in time. When the ''historical'' DC mode is included, the interval of the historical time window should be included as input parameter. The default DC modes for inference and training stages are respectively, ''runtime" and ''offline";   
-
(optional) minimum and/or maximum number of samples to be included in the input mapping.  

The subscription to the Input mapping event ID is the indication to NWDAF that a set of data related to an analytics ID needs to be associated to a input mapping, where the fields target of event and event filter information define the properties of the data collected or available at NWDAF data shall be associated with such input mapping. In the subscription response, the subscription correlation ID identifies the requested Input Mapping.
The notification message shall contain the subscription correlation ID (identifying the requested Input Mapping), the dataset (i.e., set of raw data samples and/or set of pre-processed data samples) of the generated input mapping.
6.X.1.2.2
Alternative 2: Extensions to NWDAF Services 

The extensions of existing NWDAF services allow to provide the input mapping (i.e., data samples) instead of the calculated analytics output 
In this alternative, the input and output parameters of Nnwdaf_AnalyticsSubscription and Nnwdaf_AnalyticsInfo services defined, respectively, in TS 23.288 Clause 7.2 and Clause 7.3 shall be extended. 
The extensions to input parameters of such NWDAF services are: 
-
An indication that the service is being invoked in order to retrieve the input mapping associated with the analytics ID. An example of such indication is the AOG modes #1, #2, #4 defined in Solution #17, Section 6.17.1.1 and/or the input mapping flag. In the case of the AOG mode, this parameter also denotes the type of input mapping that has to be provided: i.e., ''raw data samples'' (AOG Mode #1) or ''pre-processed data samples'' (AOG Mode #2) or a combination of both (AOG Mode #3). When the input mapping flag is included, it denotes that the output of the service shall include the input mapping (i.e., data samples of all data types) for the analytics ID, and not partial data related to the analytics ID; 
-
Analytics Filter Information shall include statistical properties of data samples to be included in input mapping (e.g., maximum values, average values);
-
Analytics Reporting Information shall include: 

-
interval of time for sample selection;

-
data collection mode (DC mode) as described above; 
-
(optional) minimum and/or maximum number of samples to be included in the input mapping.
The invocation for NWDAF services including the AOG Mode and/or input mapping flag input parameter is the indication to NWDAF that a set of data related to an analytics ID needs to be associated to an input mapping. Where the analytics ID, target of analytics ID, and analytics filter information define the properties of the data collected or available at NWDAF data shall be associated with such input mapping.
The extensions of output parameters of those NWDAF services are:
-
The following parameters are not sent as output: analytics output, validity period, probability of assertion

-
In case of subscription response, the parameters include the subscription correlation ID, which identify the requested Input Mapping

-
In case of notification from NWDAF to the consumer of the requested input mapping, the message shall contain the subscription correlation ID and the dataset (i.e., set of raw data samples and/or set of pre-processed data samples) of the generated input mapping. 
-
In case of request of analytics ID, the response message will include the dataset (i.e., set of raw data samples and/or set of pre-processed data samples) of the generated input mapping.
6.X.1.2.3
Alternative 3: New Dedicated Service 

A new dedicated service is exposed by NWDAF for to provide the input mapping. 
Table 6.X.1.2.3-1: New data collection service
	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Nxxxx_DataManagement
	InputMappingCreation
	Request / Response
	NWDAF

	
	InputMappingNotify
	Request/Response
	NWDAF

	
	InputMappingFetch
	Request / Response
	NWDAF


The request for service operation Nxxxx_DataManagement_FeatureCreate includes:
-
Analytics ID;
-
Target of analytics ID as defined in TS 23.288; 
-
Input mapping Filter Information shall include:

-
analytics filter information as already defined in TS 23.288;
-
type of input mapping, which can be set to ''raw data samples'' or ''pre-processed data samples' or a combination of both; analytics stage (inference or training);

-
statistical properties of data samples to be included in input mapping (e.g., maximum values, average values);

-
analytics stage (e.g., inference, training).
-
Input mapping Reporting Information shall include: 

-
interval of time for sample association shall also be included;

-
data collection mode (DC mode) as described above; 

-
(optional) minimum and/or maximum number of samples to be included in the input mapping;
-
fetch flag, which indicates that the input mapping needs to be generated and included in the response;
-
deadline which indicates the limit of time for providing the input mapping when the fetch flag is included. 

-
A Notification Target Address (+ Notification Correlation ID), where the Notification Correlation ID is the unique identification for the input mapping being generated for the requesting consumer. 
The invocation of the new service Nnwdaf_DataManagement_InputMappingCreation of NWDAF is the indication to NWDAF that a set of data related to an analytics ID needs to be associated to an input mapping. Where the analytics ID, target of analytics ID, and analytics filter information define the properties of the data collected or available at NWDAF data shall be associated with such input mapping.

The response for the service operation Nnwdaf_DataManagement_InputMappingCreate includes: the input mapping identification and depending on the use of nor of the fetch flag the dataset (i.e., set of raw data samples and/or set of pre-processed data samples) of the generated input mapping.  
The request for the service operation Nnwdaf_DataManagement_InputMappingFetch includes: the input mapping identification.
The response for the service operation Nnwdaf_DataManagement_InputMappingFetch includes: the input mapping identification and the dataset (i.e., set of raw data samples and/or set of pre-processed data samples) of the generated input mapping. 
6.X.2
Procedure
The procedure described in Figure 6.X.2-1 describes how the different models of data collection can be used in NWDAF-to-NWDAF interactions.  

NOTE: 
Figure 6.X.2-1 illustrates only the interactions of NWDAF#1 collecting data from NWDAF#2, nevertheless there is no restriction that NWDAF#1 can collect further data from other NFs/OAM. 
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Figure 6.X.2-1: NWDAF-to-NWDAF interactions for Data Collection
1.
NWDAF#1 identifies that further data from another NWDAF (i.e., NWDAF#2) is required in order to perform some operation over an analytics ID. The triggers for further data collection are related to: a) the local policies of NWDAF (e.g. preparation for future requests for analytics ID as specified in TS 23.288 Clause 6.2.2.1); b) a request for analytics generation requiring data not covered by the NWDAF serving area; c) a request for model training; d) a request for input mapping generation that NWDAF#1 cannot generate alone. 
The description of Steps 2a and 2b depends on the different alternatives described in Section 6.X.1.2. 

Alternative #1: Applying Event Exposure Framework Principles

2a.
NWDAF#1 invokes Nnwdaf_EventExposure_Subscribe service from NWDAF#2 to request an input mapping. The request includes the Event ID set to Input mapping, Target of Event Reporting, Event Filter, Event Reporting Information with the extensions defined in Section 6.X.1.2.1.

2b. Based on the received request, NWDAF#2 creates a new input mapping for the requesting consumer and sends a confirmation of the request including the subscription correlation ID that identifies the input mapping to be generated for the requesting consumer (e.g., NWDAF#1).
Alternative #2: Extensions to NWDAF Services 

2a.
NWDAF#1 invokes Nnwdaf_AnalyticsSubscription_Subscribe service from NWDAF#2 to request an input mapping. The request includes the AOG Mode and/or the Input mapping flag, Analytics ID, Target of Analytics, Analytics Filter Information, and Analytics Reporting Information with the extensions defined in Section 6.X.1.2.2.

2b. Based on the received request, NWDAF#2 creates a new input mapping for the requesting consumer and sends a confirmation of the request including the subscription correlation ID that identifies the input mapping to be generated for the requesting consumer (e.g., NWDAF#1)

NOTE 1: 
For simplification, the Figure 6.X.2-1 depicts only the subscribe/notify service of NWDAF. The same principal and parameters can be used with the request/response service offered by NWDAF.  
Alternative #3: New Dedicated Service

2a.
NWDAF#1 invokes Nnwdaf_DataManagement_InputMappingCreation service from NWDAF#2 to request an input mapping. The request includes the Analytics ID, Target of Analytics, Input mapping Filter Information, Input mapping Reporting Information, and a Notification Target Address (+ Notification Correlation ID) as defined in Section 6.X.1.2.3.

2b. Based on the received request, NWDAF#2 creates a new input mapping for the requesting consumer and sends a confirmation of the request including the Input mapping identification that identifies the input mapping to be generated for the requesting consumer (e.g., NWDAF#1)

NOTE 1: 
The subscription correlation ID in Alternative #1 or #2, or the Input mapping identification (ID) in Alternative #3 allow the consumer of the requested input mapping to request to NWDAF any changes in the generation of the input mapping related to such identification and to identify the received dataset to the actually requested input mapping.
The Step 3 - 4 are executed independent of the Alternative of indication for input mapping. 

3(a,b,c). 
Based on the received request, NWDAF#2 determines if further data collection needs to be trigger in order to properly associated collected data to the input mapping to be generated. NWDAF#2 triggers the data collection if required using the data collection mechanism indicated in the DC mode parameter received in Step 2b. If no DC mode parameter is provided in the request, NWDAF#2 uses default DC modes associated with the analytics stages (if analytics stages are included in the request) or default DC modes defined in the rules. 

For DC Mode “Offline”, NWDAF#2 invokes the NF services according with solutions that allow NFs to store events and reduce the notification signalling to the consumer. This way, events from NFs are stored for a short period of time and then transmitted in bulk to the consumer. 

For DC Model “Runtime”, NWDAF#2 invokes the NF services and will receive the stream of events generated by the NF. 


For DC Mode “Historical”, NWDAF#2 invokes the mechanisms to retrieve historical information available at the operators network. 

4. 
Based on the properties of the received request and the rules for input mapping, NWDAF#2 generates the input mapping including the available or collected data (directly from NFs or further required input mappings from other NWDAFs).
The description of Steps 5, 5a, 5b depends on the different alternatives described in Section 6.X.1.2. 

Alternative #1: Applying Event Exposure Framework Principles

5. 
NWDAF#2 sends to NWDAF#1 via Nnwdaf_EventExposure_Notify the identification of the requested input mapping, and the dataset of the generated input mapping.

Alternative #2: Extensions to NWDAF Services 

5. 
NWDAF#2 sends to NWDAF#1 via Nnwdaf_AnalyticsSubscription_Notify the identification of the requested input mapping, and the dataset of the generated input mapping.

Alternative #3: New Dedicated Service

5a-b. If the received request in Step 2 does not include the fetch flag: NWDAF#2 keeps the generated input mapping (for a limited period of time). When NWDAF#1 invokes the Nnwdaf_DataManagement_InputMappingFetch request including the input mapping identification, NWDAF#2 sends in the response the dataset of the generated input mapping associated with the requested input mapping identification. 

5.
If the fetch flag is included in the received request in Step 2: NWDAF#2 sends to NWDAF#1 via Nnwdaf_DataManagement_InputMappingCreation_Notify the input mapping identification and the dataset of the generated input mapping. 
The Step 6 is executed independent of the Alternative of indication for the need of input mapping.

6.
The consumer of the input mapping, i.e., NWDAF#1 uses the received information to process an analytics output inference request for an analytics ID or process a model training request associated with the analytics ID or further process a request to generate input mapping for the analytics ID.

NOTE 2: 
It is also possible that instead of providing the dataset of the generated input mapping, the NWDAF#2 provides a reference to where the dataset can be retrieved by the consumer of the input mapping, i.e., NWDAF#1. 

6.X.3
Impacts on services, entities and interfaces
NWDAF: 
-
Extensions or new of services for exposing a dataset of the generated input mapping related to an analytics ID. 
This solution is compatible with:

· Previous definitions for NWDAF in R16.

· Any solution proposed in R17 related to NWDAF-to-NWDAF interactions for data collection, such as Sol. #6, #8, #16, #17, #18, #23. 
· Solutions proposed in R17 related to NWDAF-to-Dedicated NF for data collection such as #9, #15, #35, where the dedicated NF could be the entity to expose the dataset of the generated input mapping using the alternative 1 (via event exposure) or via alternative 3 (new service)

· Solution 37 related to mechanisms to reduce signalling in notification from NFs to NWDAF. The proposed solution creates a link to indicate how such mechanisms for offline data collection (i.e., reducing the amount of notifications) can be triggered.
· Solutions related to model training such as Sol. #24 and #56. The same service defined in this proposal can be invoke for the purpose of data collection for model training. 
* * * * End of change * * * * [image: image1.png]
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