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	Reason for change:
	In the CT3 LS response (S2-2004932), CT3 understands that the PCF Discovery and Selection function is impacted to support 5GS and TSN interworking, to cover that in the TSN scenarios the MAC address information received during PDU session establishment is the DS-TT MAC address received from the UE and reported to the PCF during bridge information reporting. 
But CT3 notices that clause 6.1.1.2.1 of TS 23.503 has not been updated to support the TSN in case of the Ethernet PDU session. 
This CR modify this clause to keep alignment.

	
	

	Summary of change:
	Add a new bulletin. For Ethernet PDU Sessions established for TSC supporting binding of AF request based on MAC address, it shall receive information when DS-TT MAC address is provided by UE to SMF during PDU session establishment.

	
	

	Consequences if not approved:
	The PCF Discovery and Selection function description for TSC in 6.1.1.2.1 is not align with other part.
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[bookmark: _Toc19197319][bookmark: _Toc27896472][bookmark: _Toc36192640][bookmark: _Toc37076371][bookmark: _Toc45194817][bookmark: _Toc47594229]6.1.1.2.1	General
When multiple and separately addressable PCFs have been deployed, a network functionality is required in order to ensure that an AF needing to send policies about UE traffic identified by an UE address can reach over N5 the PCF holding the corresponding PDU Session information. This network functionality has the following characteristics:
-	It has information about the user identity, the DNN, the UE (IP or Ethernet) address(es), the S-NSSAI and the selected PCF address for a certain PDU Session.
-	For IP PDU Session type, it shall receive information when an IP address is allocated or released for a PDU Session.
-	For Ethernet PDU Sessions supporting binding of AF request based on MAC address, it shall receive information when a MAC address is detected as being used by the UE over the PDU Session; this detection takes place at the UPF under control of SMF; This is defined in TS 23.501 [2] clause 5.8.2.
-	For Ethernet PDU Sessions established for TSC supporting binding of AF request based on MAC address, it shall receive information when DS-TT MAC address is provided by UE to SMF during PDU session establishment. This is defined in TS 23.501 [2] clause 5.28.2.
-	The functionality determines the PCF address and if available the associated PCF instance ID and PCF set ID, selected by the PCF discovery and selection function described in TS 23.501 [2], according to the information provided by the AF or the NEF.
A private IPv4 address may be allocated to different PDU Sessions, e.g.:
-	The same UE IPv4 address is allocated to different PDU Sessions to the same DNN and different S-NSSAI;
-	The same UE IPv4 address is allocated to different PDU Sessions to the same S-NSSAI and different DNN.
In the case of private IPv4 address being used for the UE, the AF or the NEF may send DNN S-NSSAI, in addition, in Npcf_PolicyAuthorization_Create request and Nbsf_Management_Discovery request. The DNN and S-NSSAI can be used by the PCF for session binding, and they can be also used to help selecting the correct PCF.
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