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1	Discussion
This pCR proposes clarifications in relation to the following EN in Solution #21:
The procedures using ISIM or USIM are to be updated to allow usage of IMC e.g. storage of Private User Identity, Public User Identity and home domain name.
Editor's note:	Which procedures in detail and how to change them are FFS.
One confusing point in the sentence preceding the EN is that it refers to “The procedures using ISIM or USIM”. However, when IMC is used, ISIM and USIM are not used, and the Private and Public User Identities are stored within the IMC, as stated in TS 24.229 clause 4.2:

3)	The subscriber is allocated a private user identity by the home network operator. This private user identity is available to the SIP application within the UE. Depending on the network operator, various arrangements exist within the UE for retaining this information:
a)	where an ISIM is present, within the ISIM, see subclause 5.1.1.1A;
b)	where no ISIM is present but USIM is present, the private user identity is derived (see subclause 5.1.1.1A);
c)	neither ISIM nor USIM is present, but IMC is present, within IMC (see subclause 5.1.1.1B.1);
d)	when neither ISIM nor USIM nor IMC is present, the private user identity is available to the UE via other means (see subclause 5.1.1.1B.2).
NOTE 1:	3GPP TS 33.203 [19] specifies that a UE attached to a 3GPP network has an ISIM or a USIM.
NOTE 2:	The SIP URIs can be resolved by using any of public DNSs, private DNSs, or peer-to-peer agreements.
4)	The subscriber is allocated one or more public user identities by the home network operator. The public user identity shall take the form of SIP URI as specified in RFC 3261 [26] or tel URI as specified in RFC 3966 [22]. At least one of the public user identities is a SIP URI. All registered public user identities are available to the SIP application within the UE, after registration. Depending on the network operator, various arrangements exist within the UE for retaining this information:
a)	where an ISIM is present, at least one public user identity, which is a SIP URI, within the ISIM, see subclause 5.1.1.1A;
b)	where no ISIM is present but USIM is present, a temporary public user identity is derived (see subclause 5.1.1.1A);
c)	neither ISIM nor USIM is present, but IMC is present, within IMC (see subclause 5.1.1.1B.1);
d)	when neither ISIM nor USIM nor IMC is present, the public user identities are available to the UE via other means (see subclause 5.1.1.1B.2).
NOTE 3:	3GPP TS 33.203 [19] specifies that a UE attached to a 3GPP network has an ISIM or a USIM.

Regarding the reference to “storage” of the referenced identifiers  (i.e. Private Use Identity, Public User Identity and home domain name), it is not clear why the EN refers to changes to specific procedures, because the IMC is already supported in existing 3GPP specification. Maybe the intent was that due to the change of “PLMN ID” into “PLMN ID + NID”, the referenced identifiers would impact certain procedures and/or storage.
However, when IMC is used, TS 24.229 clause 5.1.1.1B.1 explicitly states that these three parameters are preconfigured in the UE and there is no restriction as to the identifier format:

[bookmark: _Toc20147355]5.1.1.1B.1            Parameters provisioned in the IMC
In case the UE contains neither an ISIM nor a USIM, but IMC is present the UE shall use preconfigured parameters in the IMC to initiate the registration to the IM CN subsystem and for authentication.
The following IMS parameters are assumed to be available to the UE:
-    a private user identity;
-    a public user identity; and
-    a home network domain name to address the SIP REGISTER request to.
These parameters may not necessarily reside in a UICC.
The first public user identity in the list stored in the IMC is used in emergency registration requests.
Similarly, the following excerpt from TS 23.08 on the organization of subscriber data shows that there are no restrictions related to the format of the Private and Publis User Identities that are stored in the HSS.

[bookmark: _Toc19632062][bookmark: _Toc19633472][bookmark: _Toc27236096][bookmark: _Toc36115213][bookmark: _Toc44856193]3.1.1	Private User Identity
The Private User Identity is applicable to IMS subscribers only. The Private User Identity is in the form of a Network Access Identifier (NAI), which is defined in IETF RFC 4282 [48].
If the GAA bootstrapping is based on authentication data from the IM domain, the corresponding Private User Identity from the IM d omain (IMPI) is used as it is. If the GAA bootstrapping is based on the authentication data from the CS/PS domain, a Private User Identity is derived from user's IMSI according 3GPP TS 23.003 [5] is used.
The Private User Identity is permanent subscriber data and is stored in HSS and in S-CSCF.
[bookmark: _Toc19632063][bookmark: _Toc19633473][bookmark: _Toc27236097][bookmark: _Toc36115214][bookmark: _Toc44856194]3.1.2	Public User Identities
The Public User Identities of an IMS subscriber contain one or several instances of Public User Identity or Wildcarded Public User Identity, which are defined in 3GPP TS 23.003 [5].
The Public User Identities are permanent subscriber data and are stored in HSS, S-CSCF and BSF.
If the statement is meant to refer to specification text including restrictions for when IMC is allowed, then as stated in clause 6.21.2 the solution assumes such restrictions needs to be removed.
[bookmark: _GoBack]Based on the previous discussion it is proposed to remove the EN and clarify that USIM and ISIM are not used and restrictions in the specifications are to be removed for when SNPN is used.
Proposal 1: Remove the EN and clarify that USIM and ISIM are not used.
[bookmark: _Toc510607461]2	Proposal
It is proposed to update TR 23.700-07 as indicated below.

* * * * Start of Change * * * *
[bookmark: _Toc43392726][bookmark: _Toc43475525][bookmark: _Toc43475901][bookmark: _Toc25934676][bookmark: _Toc26337056][bookmark: _Toc31114303][bookmark: _Toc31120326]6.21	Solution #21: IMS voice support in SNPN for UEs with IMS Credentials (IMC)
[bookmark: _Toc43392727][bookmark: _Toc43475526][bookmark: _Toc43475902]6.21.1	Introduction
The solution applies to Key Issue #3 "Support of IMS voice and emergency services for SNPN".
The solution proposes to clarify that the IMS Credentials (IMC) can be used for IMS access security even when the terminal supports 3GPP access technology, provided that it accesses the IMS of an SNPN. In this solution the IMS provider is the same administrative entity as the SNPN owner.
[bookmark: _Toc43392728][bookmark: _Toc43475527][bookmark: _Toc43475903]6.21.2	Functional Description
IMS (e.g. in TS 23.228 [16]) assumes an ISIM or USIM is used when the UE supports 3GPP access, but for support of SNPN the UE is not required to support USIM/ISIM.
During the "Common IMS" work in Rel-8, when IMS was extended to support fixed access (i.e. defined by ETSI TISPAN) and other wireless accesses (i.e. cdma2000), there were some provisions agreed for using the IMS by UEs supporting IMS that do not have SIM credentials.
Specifically, the term IMC (IMS Credentials) was introduced in TS 21.905 [1] defined as follows:
IMS Credentials (IMC): A set of IMS security data and functions for IMS access by a terminal that does not support any 3GPP access technology. The IMC is not including an ISIM or a USIM. The IMC is not used if ISIM or USIM is present.
As indicated in the IMC definition, the use of IMC is restricted to terminals that do not support any 3GPP access technology. This restriction obviously precludes the use of the IMS architecture in an SNPN that uses a 3GPP access technology.
To enable the use of IMS in an SNPN there is a need to update the 3GPP specifications in order to lift this restriction. Below is a non-exhaustive list of stage 1, stage 2 and stage 3 specifications that will need to be updated.
-	TR 21.905 [1] clause 1:
-	Current text: IMS Credentials (IMC): A set of IMS security data and functions for IMS access by a terminal that does not support any 3GPP access technology. The IMC is not including an ISIM or a USIM. The IMC is not used if ISIM or USIM is present.
-	New text: IMS Credentials (IMC): A set of IMS security data and functions for IMS access by a terminal that does not support any 3GPP access technology or a terminal accessing IMS in an SNPN. The IMC is not including an ISIM or a USIM. The IMC is not used if ISIM or USIM is present.
-	TS 23.228 [16] clause 4.3.3.1:
-	Current text: An ISIM application shall securely store one Private User Identity. For UEs supporting only non-3GPP accesses, if neither ISIM nor USIM is present, but IMC is present, the Private User Identity shall be stored in IMC. It shall not be possible for the UE to modify the Private User Identity information stored on the ISIM application or IMC.
-	New text: An ISIM application shall securely store one Private User Identity. For UEs supporting only non-3GPP accesses or a UE accessing IMS in an SNPN, if neither ISIM nor USIM is present, but IMC is present, the Private User Identity shall be stored in IMC. It shall not be possible for the UE to modify the Private User Identity information stored on the ISIM application or IMC.
-	TS 24.229 [11] clause 4.2 NOTE 1 and NOTE 3:
-	Current text: 3GPP TS 33.203 [19] specifies that a UE attached to a 3GPP network has an ISIM or a USIM.
-	New text: 3GPP TS 33.203 [19] specifies that a UE attached to a 3GPP network has an ISIM or a USIM. This restriction does not apply to UE accessing IMS in an SNPN.
-	TS 33.203 [12] clause 9:
-	Current text: This clause identifies requirements on the IMC to support IMS access security. The IMC is used to enable access using IMS AKA. The IMC may be used for IMS access by a non-3GPP-only terminal when specified in the access specific annexes of this specification. The IMC shall not used if ISIM or USIM is present.
-	New text: This clause identifies requirements on the IMC to support IMS access security. The IMC is used to enable access using IMS AKA. The IMC may be used for IMS access by a non-3GPP-only terminal or for IMS access in an SNPN when specified in the access specific annexes of this specification. The IMC shall not used if ISIM or USIM is present.
A UE using IMC shall not contain a USIM or ISIM.
NOTE: This excludes UEs which want to use in parallel to SNPN services and PLMN services.
[bookmark: _Toc43392729][bookmark: _Toc43475528][bookmark: _Toc43475904]6.21.3	Procedures
The use of IMC is already supported by existing 3GPP specifications and there is no impact on existing procedures.
In this solution:
-	ISIM and USIM are not used.
-	The Private User Identity, Public User Identity and home domain name are configured in the UE within the IMC.
-	There are no changes related to the storage format of the Private User Identity and Public User Identity in the HSS/UDM.
The specifications with procedures currently mandating a UE to useing ISIM or USIM when 3GPP access is used are to be updated to allow usage of IMC for SNPNse.g. storage of Private User Identity, Public User Identity and home domain name.
NOTE 1:	Which specifications to be updated beyond the ones listed in the solution will be identified during normative phase.
Editor's note:	Which procedures in detail and how to change them are FFS.
NOTE 1:	SA WG3 needs to study security impacts and provide feedback to SA WG2.
NOTE 2:	IMC needs to be provisioned to the UE and the IMS network. The provisioning of IMC is out of scope of 3GPP.
[bookmark: _Toc43392730][bookmark: _Toc43475529][bookmark: _Toc43475905]6.21.4	Impacts on services, entities and interfaces
Enabling the use of IMS in an SNPN requires minor updates to specification text like those indicated in clause 6.21.2.

* * * * End of Change * * * *
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